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To prevent, deter and detect  
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With unwavering steadfastness, the CAD will continue 
to evolve its strategies and operations to strengthen 
capabilities and bolster agility to fight financial crimes  
and enhance Singapore’s reputation as a world-class 

financial hub.

EVOLVING
STRONGER
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COMMISSIONER’S  
MESSAGE

 The CAD continues to participate actively 

in many global initiatives and exchange of 

information and intelligence with foreign 

counterparts, including participation in 

INTERPOL-coordinated operations on 

online financial crimes. This will continue to 

be pivotal in the dismantling of cross-border 

syndicates and the apprehension of 

suspects who fled Singapore before 

investigations commenced. 

Safeguarding the integrity and reputation of Singapore as a 
world-class financial and commercial centre has become 
increasingly challenging. The shifts in the financial crime 
landscape has led to a global surge in cross-border and 
cyber-enabled crime. As we emerge from the COVID-19 
pandemic, the Commercial Affairs Department (CAD) plays an 
integral role in tackling these challenges head-on.  

ENHANCING THE CAD’S CAPABILITIES

The number of reported scam cases has continued to increase. 
In the face of emerging threats and tough operational demands, 
the CAD has ramped up its anti-scam strategy by reorganising 
the Singapore Police Force’s resources to form the Anti-Scam 
Command (ASCom). Since its operationalisation in March 2022, 
the ASCom has successfully disrupted scammers’ operations 
and combatted syndicated and transnational scam cases.  
The ASCom has also strengthened public education efforts and 
enhanced collaboration with both public and private stakeholders, 
as well as community partners.

The CAD also continued to leverage on technology to develop 
innovative upstream intervention strategies to detect potential 
victims, disrupt scam operations, and conduct proactive 
outreaches to alert and prevent members of the public from falling 
prey to scams. The use of technology has enabled the CAD to 
expand its reach to help a greater proportion of the public in this 
fight against scams. 
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COMMISSIONER’S MESSAGE

With the finance industry rapidly evolving, the CAD has continually 
kept pace with the changing landscape by developing capabilities 
and strengthening collaboration with various financial institutions. 
This has enhanced the CAD’s capability in dealing with a wider 
spectrum of financial crimes, ranging from abuses of government 
grants, anti-money laundering and counter-financing of terrorism 
(AML/CFT) breaches to market misconduct cases. Our robust 
enforcement actions underpin Singapore’s zero-tolerance posture 
against abuse of our financial system as a target for crimes or a 
conduit for illicit funds flow.

The digital transformation efforts by the Suspicious Transaction 
Reporting Office (STRO) reached a key milestone in February 
2022, with the commissioning of a new analytics and data 
management system. Our efforts to build capabilities for 
intelligence-led investigations have also borne fruit with several 
large-scale investigations commencing from the financial 
intelligence products developed by the STRO. 

STRENGTHENING PARTNERSHIPS WITH STAKEHOLDERS

A collaborative environment for trusted public-private partnerships 
between government authorities, the banking industry and 
the community is critical to our defence against scams and  
financial crimes. 

The CAD has been conducting outreach sessions to our public 
sector stakeholders to raise awareness on the risk of AML/CFT 
and fraud. This ensures that public officers who are stewards of 
public resources remain vigilant and competent in preventing and 
detecting financial crime. 

These efforts bear testament to the CAD’s firm belief that 
public-private partnerships remain a key tenet in fighting 
commercial crime.

DEEPENING INTERNATIONAL COLLABORATION

Beyond Singapore, the CAD has also forged close partnerships 
with many foreign counterparts over the years. With the majority 
of cyber-enabled scams being perpetrated by foreign criminal 
syndicates, the strong ties and assistance from our foreign 
counterparts have been critical in the fight against transnational 
crime and in bringing criminals to justice. 

The CAD continues to participate actively in many global 
initiatives and exchange of information and intelligence with 
foreign counterparts, including participation in INTERPOL-
coordinated operations on online financial crimes. This will 
continue to be pivotal in the dismantling of cross-border 
syndicates and the apprehension of suspects who fled 
Singapore before investigations commenced.

EVOLVING STRONGER

CAD officers work tirelessly every day to keep Singapore’s 
financial sector safe and secure. Even as financial crimes become 
increasingly sophisticated and transnational, I am confident that 
the CAD and its officers will continue to innovate, overcome the 
challenges ahead and excel in its mission to prevent, deter and 
detect financial crime.

CP Hoong Wee Teck
Commissioner of Police
Singapore Police Force
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DIRECTOR’S  
REPORT

 Combatting crime is never the effort of 

law enforcement alone. Strong collaboration 

with stakeholders from the public and 

private sectors is instrumental in our fight 

against financial crime. Our industry partners 

and stakeholders play an important role in 

mitigating Singapore’s money laundering 

and terrorism financing risks. 

2021 and 2022 have been busy yet fulfilling years for the CAD. 
In 2021, we grappled with the changes brought upon by the 
COVID-19 pandemic. While criminals continuously refined their 
tactics and took advantage of new technologies and capabilities 
to prey on citizens, the CAD stayed resolute in bolstering our 
investigative capabilities to deliver quality enforcement actions 
and strengthened the engagements with our stakeholders and 
the community in the fight against scams. 

In 2022, COVID-19 pandemic restrictions were gradually lifted. 
Our caseload continued to rise and we continued to adopt a 
multi-faceted approach in tackling financial crimes, deploying 
every tool in our toolbox to fight the scourge of scams and 
complex financial crimes. We stayed agile and acted quickly 
to address emerging risks in order to safeguard Singapore’s 
integrity as a financial centre.

HOLDING STEADFAST

Scams remain an ever-present threat. In 2022, it exceeded 
physical crimes as a proportion of reported crimes. The number 
of reported scam cases has been increasing, from 15,651 cases 
in 2020 to 23,933 in 2021 and 31,728 in 2022. The COVID-19 
lockdown created opportunities for criminals to exploit the 
public’s fear and sense of uncertainty. 
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DIRECTOR’S REPORT

As the number of scams showed no sign of abating, we beefed 
up and reorganised our resources to combat this financial crime 
threat. In March 2022, our scam-fighting enforcement unit,  
the Anti-Scam Command (ASCom) was operationalised. It builds 
upon our efforts in centralising the management of scams and 
enhances our capabilities with the addition of newly formed 
Scam Strike Teams in the Police Land Divisions. The ASCom 
having oversight of the scam situation allows it to coordinate and 
streamline the scam intervention and investigation processes. 
In 2021 and 2022, the CAD and the Police Land Divisions 
conducted 51 bi-weekly islandwide anti-scam enforcement 
operations, leading to more than 15,500 suspected money 
mules and scammers being picked up and investigated. 

To deal with more complex and larger-scale investigations, 
our officers routinely conduct investigations jointly with law 
enforcement units within the Singapore Police Force (SPF) and 
other public agencies. In an investigation with the Police Coast 
Guard, a total of 12 suspects were arrested and charged for 
misappropriating marine fuel oil. This complex case was made 
possible by the strong collaboration and tapping of each other’s 
expertise. The CAD also commenced a joint investigation with 
the Monetary Authority of Singapore (MAS) into one of the 
largest unregulated online trading platforms in Singapore with 
more than 100,000 clients. In another case, the CAD partnered 
the National Parks Board to commence money laundering 
investigations into an international rhinoceros horns smuggling 
case which resulted in Singapore’s first prosecution of an 
African wildlife trafficker for assisting another to retain benefits 
from criminal conduct arising from illegal wildlife trade.

The Suspicious Transaction Reporting Office (STRO) supports 
our fight against financial crime by providing useful financial 
intelligence to enforcement units. In 2021 and 2022, the STRO 
increased the number of disseminations to local agencies and 
developed several financial intelligence products that resulted in 
successful enforcement actions. 

We are committed to robust enforcement action and this 
reflects Singapore’s tough stance against those who abuse 
our financial systems. In 2021, we saw the prosecution of a 
number of high-profile market misconduct cases and the first 
ever prosecution of seven suspects in a Goods and Services 
Tax “missing trader” fraud arrangement involving approximately 
S$114 million in fictitious sales. We also saw the conclusion of the 
prosecution of a co-conspirator of an S$11.8 million government 
grant fraud. 2022 saw one of Singapore’s largest trade financing 
fraud cases, when Lulu Lim, the former Chief Financial Officer 
of Agritrade International Pte Ltd (Agritrade), was convicted of 
falsification of accounts and cheating 16 financial institutions into 
disbursing around US$587 million in credit facilities to Agritrade. 
Lulu Lim was sentenced to 20 years’ imprisonment.

Enhancing Operational Readiness

We have been keeping pace with the evolving crime typologies 
and delivering effective strategies to tackle them. 2022 marked 
a significant milestone for the STRO as we commissioned a 
new analytics and data management system to enhance our 
data analytics capabilities. We have also enhanced our data 

collection capabilities by partnering with our major reporting 
entities in various initiatives. Such initiatives include the CSV 
standardised transaction template, which enables the STRO to 
ingest, process and analyse the data collected more efficiently, 
and the standardised XML template, which reduced manual 
form filling by reporting entities which saved them much time and 
helped reduce typographical errors in Suspicious Transaction 
Reports. With enhanced analytical capabilities, the STRO strives 
to improve its sense-making of financial intelligence for better 
identification of crime trends, more accurate and timely detection 
of crimes and faster dissemination. 

In 2022, the ASCom exponentially grew its partnership network 
from three in 2019 to over 90 financial institutions and industry 
partners. These partnerships have been instrumental in our ability 
to successfully interdict scam proceeds and co-create innovative 
upstream intervention measures. In 2022, the ASCom froze more 
than 16,700 bank accounts and recovered about S$146.6 million.

The CAD is grateful for our partners, stakeholders and industry 
networks who continue to support us in our crime-fighting 
endeavours. In CAD’s 2020 Report, I spoke about our 
collaboration with the banks in Project POET (Production Order: 
Electronic Transmission) which enabled timely bank screenings 
to be conducted. This innovative collaborative product earned 
the SPF a Public-Private Partnership Award (Public Sector) in the 
2021 World Information Technology and Services Alliance Global 
ICT Excellence Awards. The co-creation of Project POET with 
the banking industry is a testament to the strong public-private 
partnership efforts between the SPF and industry. We invite more 
banks to join us in this initiative to strengthen the surveillance 
and sense-making capabilities of the financial industry.

DEEPENING ENGAGEMENTS

Combatting crime is never the effort of law enforcement alone. 
Strong collaboration with stakeholders from the public and 
private sectors is instrumental in our fight against financial 
crime. Our industry partners and stakeholders play an important 
role in mitigating Singapore’s money laundering and terrorism 
financing risks.

During the COVID-19 pandemic, the CAD connected with 
the community virtually, bringing the stakeholders together 
and sharing insights to better detect and deter crime.  
Many government assistance schemes were extended as the 
COVID-19 pandemic continued to impact lives and livelihoods. 
Through our continued engagements with relevant stakeholders 
at the Inter-Agency Forum on Countering Fraud against 
Government Assistance Schemes, the CAD shared case studies 
and practical safeguards that public agencies can adopt to 
ensure that grants are only disbursed to those in need. To reach 
out to a larger audience, the CAD also presented at conferences, 
such as the Risk Management and Audit Webinar organised by 
the Ministry of Home Affairs (MHA).

In 2022, with the resumption of seminars and conferences 
post-COVID-19, we continued to share our experience in 
combatting money laundering, terrorism and proliferation 
financing with industry at the annual Financial Crime Seminar 
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DIRECTOR’S REPORT

organised by the Association of Banks in Singapore and the 
Anti-Financial Crime Symposium 2022 organised by the 
Association of Certified Anti-Money Laundering Specialists. 
The CAD also co-organised the in-person Safe & Secure 
Payments Industry Seminar 2022 with the MAS, which was 
attended by more than 300 participants over two sessions. 

STRENGTHENING COMMUNITY RESILIENCE

We are committed to enhancing our community outreach efforts 
as a key pillar in our crime fighting efforts. The CAD participated 
and supported many scam prevention initiatives undertaken 
together with our partners such as the MHA and the National 
Crime Prevention Council. One such event was the inaugural 
national webinar on scams in 2021, titled “Scaminar!”. Under 
the Project TEMPESTE initiative, scam trends observed by the 
ASCom were translated into short educational videos to educate 
the public on latest scam modus operandi. These public education 
and engagements efforts will extend our reach, raise our collective 
awareness of scams and enhance vigilance amongst members 
of the public.

As a discerning public is the best defence against scams,  
we continued to release timely Police news releases and 
crime advisories to alert the public to evolving scam tactics.  
The ASCom also undertook upstream intervention measures to 
stay one step ahead of the criminals. By leveraging technology 
to crowdsource, sense-make and warn potential victims,  
the ASCom was able to intervene and prevent more people from 
falling for popular scams. In 2021 and 2022, more than 28,700 
potential victims received scam advisories from the ASCom 
through Project Awakenings and Project COMBAT. 

STRENGTHENING STRATEGIC PARTNERSHIPS

As financial crimes became more transnational, the CAD 
brought the fight to the scammers, wherever they may operate 
from. We leveraged on the strong relationship with our foreign 
counterparts to conduct joint investigations to arrest and extradite  
criminals preying on Singapore victims from overseas. 

As a nod to our strong bilateral ties with the Royal Malaysia 
Police (RMP), the CAD conducted a number of joint operations 
code-named Operations Headhunter. Since the first operation 
in August 2021, up till the end of 2022, there have been nine 
successful operations with RMP that crippled the syndicates 
responsible for approximately S$7.5 million in losses, involving 
560 local victims. Our close collaboration with the RMP also 
led to the arrest and prosecution of a subject who had been 
on the run since 2016 for offences of operating an unlicensed 
crowdfunding scheme. The CAD also joined forces with the 
Hong Kong authorities to conduct extensive joint investigations 
on job scam cases and on market misconduct cases involving 
“pump and dump” schemes. 

Crime fighting is a community effort and we have partnered 
with our international counterparts to build collective capacity.  
The CAD participated in an INTERPOL-led capacity-building 
initiative, Project TORII, which aims to establish stronger 
collaboration and increase the operational capacity in the ASEAN 
region to combat illicit financial flows derived from transnational 
financial crimes. The STRO also hosted the first physical 
Financial Intelligence Consultative Group (FICG) workshop since 
the pandemic, which allowed regional Financial Intelligence Units 
to strengthen working relationships and foster collaborations.

In July 2022, Singapore took on the Financial Action Task 
Force (FATF) Presidency for a two-year term. A key focus of 
the Singapore Presidency is to strengthen international asset 
recovery efforts, and this is in line with the ongoing efforts at the 
CAD. At the inaugural FATF-INTERPOL Roundtable Engagement 
(FIRE) in September 2022, the CAD shared Singapore’s approach 
and strategy for effective asset recovery.

To complement the asset recovery agenda, we supported the 
Singapore Presidency in its efforts to identify the money laundering 
and terrorist financing risks associated with cross-border 
cyber-enabled crimes, including those concerning virtual assets. 
Given the complex and transnational nature of cyber-enabled 
crime, there is room for discussion and collaboration among 
national authorities to establish frameworks and international 
best practices to enhance our ability to combat crime through 
effective cooperation.

I was honoured to take on the role of Head of Delegation for 
Singapore at the FATF in 2022 and will lead the CAD and other 
Singapore agencies to prepare for our upcoming FATF mutual 
evaluation as well as support the priorities of the Singapore 
Presidency in enhancing global effectiveness of anti-money 
laundering and counter-financing of terrorism initiatives.

EVOLVING STRONGER

My team and I extend our heartful appreciation to our local and 
foreign stakeholders for the close collaboration and tremendous 
support for our many joint financial crime initiatives. There is more 
we can do and I look forward to the important work ahead. As this 
fight is a community effort, I also look forward to the continued 
collaboration with our strategic partners and stakeholders in our 
common endeavour to make Singapore the safest and most 
trusted place for business and finance.

David Chew
Director
Commercial Affairs Department
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ORGANISATION  
STRUCTURE

DIRECTOR  
CAD

COMMISSIONER  
OF POLICE

DEPUTY  
COMMISSIONER  

OF POLICE 
(Investigation & Intelligence)

DEPUTY DIRECTOR 
ENFORCEMENT  

GROUP
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Division

Private Institutional Fraud 
Division

Securities Fraud 
Division

Public Institutional Fraud 
Division

DEPUTY DIRECTOR 
INTELLIGENCE & 
ADMINISTRATION  

GROUP

Suspicious Transaction 
Reporting Office

Intelligence 
Division

Corporate Services 
Group

DEPUTY DIRECTOR  
FINANCIAL  

INVESTIGATION  
GROUP

Financial Investigation 
Division I

Financial Investigation 
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Financial Investigation 
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Anti-Scam  
Command

Policy & Operations 
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MANAGEMENT  
TEAM

Rovin Ng Choon Wei
Assistant Director,  
Intelligence Division

Matthew Chua Meng Cheng
Assistant Director, 
Corporate Services Group

Ng Yining
Assistant Director,  
Securities Fraud Division

Lee Wee Kiang
Assistant Director,  
Private Institutional Fraud Division

Jasmine Cher Hwee Ling
Assistant Director, 
Policy & Operations Division

Nio Yin Chun
Assistant Director, 
Suspicious Transaction Reporting Office

Ian Wong
Deputy Director,  
Intelligence & Administration Group

David Chew
Director,
Commercial Affairs Department

From left to right:
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MANAGEMENT TEAM

Rachel Koo
Deputy Director, 
Enforcement Group

Shee Tek Tze
Deputy Director, 
Financial Investigation Group

Aileen Yap Ker Sim
Assistant Director,  
Anti-Scam Command

Lim Kok Meng
Assistant Director,  
Investment Fraud Division

Lionel Damian Low Soon Lee
Assistant Director, 
Public Institutional Fraud Division

Peh Chin Wah
Assistant Director,  
Financial Investigation Division I

Chee Ching Yuin
Assistant Director,  
Financial Investigation Division II

Chua Jia Leng
Assistant Director,  
Financial Investigation Division III
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ST
EA
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FA
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HOLDING 
STEADFAST

While financial crimes become increasingly 
complex, the CAD will continue to be resilient and 
take a tough stance against those who abuse our 
financial systems.



INTELLIGENCE & ADMINISTRATION  
GROUP

The Intelligence & Administration Group of the Commercial Affairs Department (CAD) consists of three segments 
– the Corporate Services Group which administers the CAD’s corporate planning and administration functions,  
the Intelligence Division which supports the CAD’s enforcement arm in field intelligence and intelligence analysis and 
finally, the Suspicious Transaction Reporting Office (STRO) which is the Financial Intelligence Unit (FIU) of Singapore. 
As the central agency for receiving and analysing Suspicious Transaction Reports (STRs), Cash Movement Reports 
(CMRs) and Cash Transaction Reports (CTRs), the STRO turns the data in these reports into financial intelligence 

to detect money laundering, terrorism financing and other serious crimes.

ST
EA

D
FA

ST
Back Row from left to right:

Goh Li Ying
Head, Planning & Organisation 
Development Division

Lim Boon Jui
Head, Suspicious Transaction Reporting 
Office Branch III

Muhammad Faizal Bin Rosmarudin
Head, Corporate Support Division

Tan It-Rong, Ian
Head, Field Intelligence Branch 

Andrew Pek Ban Hua
Head, Systems Development, Analytics  
& Data Branch

Yolanda Chin Li Lian
Head, Suspicious Transaction Reporting 
Office Branch I

Yeo Kah Kiat
Head, Suspicious Transaction Reporting 
Office Branch II 

Goh Chee Young
Head, Intelligence Analysis & Processing 
Branch

Jase Khoo Ee Wei
Head, Specialist Development

Front Row from left to right:

Rovin Ng Choon Wei
Assistant Director,  
Intelligence Division

Ian Wong
Deputy Director, 
Intelligence & Administration Group

Nio Yin Chun
Assistant Director,  
Suspicious Transaction Reporting Office

Matthew Chua Meng Cheng
Assistant Director,  
Corporate Services Group
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REPORT BY
INTELLIGENCE & ADMINISTRATION GROUP

INTELLIGENCE & ADMINISTRATION GROUP

2021 AND 2022 IN REVIEW

Working in tandem with our domestic law enforcement colleagues, 
the Group increased our efforts in providing actionable intelligence 
to prevent, deter and detect financial crimes. We have also,  
on several hundred occasions, successfully intercepted criminal 
proceeds and prevented the dissipation of funds through strong 
field intelligence and financial intelligence analytical capabilities, 
as well as technological advancements.

DISRUPTING OPERATIONS OF CRIMINAL SYNDICATES

To combat rising scams in Singapore, the Intelligence Division 
intensified our intelligence operations to take down financial crime 
syndicates by facilitating real-time coordination, intervention 
and enforcement. We leveraged on close partnerships with 
overseas Intelligence counterparts and worked with investigators 
to disrupt scammers’ operations, prevent dissipation of criminal 
proceeds and mount enforcement action against local networks 
of international crime syndicates. 

Between January 2021 and December 2022, the Intelligence 
Division’s efforts to work with the Commercial Crime Bureau of 
the Hong Kong Police Force paid off. We worked very closely 
with them to successfully intercept and prevent dissipation of 
nearly S$16 million of criminal proceeds arising from around 
300 financial crime cases. 

PARTNERING THE LOCAL COMMUNITY

The Suspicious Transaction Reporting Office (STRO) continues 
to enhance partnerships with our domestic stakeholders 
through outreach sessions, bulletin advisories published on our 
STRO Online Notices and Reporting Platform (SONAR) and 
other publications. One such publication is the STRO’s annual 
comprehensive feedback to top Suspicious Transaction Report 
(STR) filers where we keep them abreast of the Anti-Money 
Laundering/Countering the Financing of Terrorism (AML/CFT) 
developments, highlight the importance of STR filing, and share 
observations with reporting entities to improve the quality of 
STRs they filed for the past year.

We are heartened to receive several positive comments from 
reporting entities that they value the annual comprehensive 
feedback we provide since 2020. 

Further, the STRO partnered major reporting entities to 
streamline their STR filing process through two initiatives: 
namely the use of a standard CSV template for transaction  
information, and the use of XML report form for auto-population  
of STRs. These initiatives reduce manual and repetitive work 
by the filers and save time in STR filing. They also allow the 
STRO to ingest, process and analyse data collected more 
efficiently. As we embrace digitalisation in our work processes, 
the STRO encourages more reporting entities to come onboard 
these initiatives.

We are happy to see our efforts and partnerships bear fruits. 
In 2021, there was a significant increase in the number of 
STRs received, mainly driven by the banking and payment 
service provider sectors. The increase in the number of STRs 
coupled with higher quality STRs submissions, resulted in 
a corresponding increase in the number of dissemination 
of financial intelligence reports to domestic agencies for 
both 2021 and 2022, which translated to investigations by 
our domestic law enforcement colleagues. Such positive 
outcomes were only possible through the close collaborations 
with our domestic stakeholders. We have included some of 
these successes in “Case Highlights of the STRO”.

INTERNATIONAL ENGAGEMENTS

As financial crime knows no borders, we continue to fortify our 
strategic ties with our foreign partners. For instance, the STRO 
hosted our regional partners in Singapore for our first physical 
Financial Intelligence Consultative Group (FICG) workshop in 
February 2023. This was a long-awaited opportunity for the 
regional financial intelligence units (FIUs) to reconvene meeting 
in-person since the pandemic.
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INTELLIGENCE & ADMINISTRATION GROUP

Across the two years, the STRO continued to participate in 
regional and international projects to strengthen cooperation with 
our foreign counterparts. One such project involved Business 
Email Compromise (BEC) cases. BEC scams are a concern 
globally and they typically involve criminals masquerading 
as creditors in business emails and instructing businesses to 
change the payees for bills and to divert payments to accounts 
under the criminals’ control. The STRO’s collaboration with 
foreign FIUs has led to several operational information exchanges 
between participating FIUs. These in turn facilitated swift funds 
tracing with the relevant beneficiary countries. Through our 
collaboration, specific indicators for BEC scams in the region 
were also developed to better assist reporting entities to detect 
such crime.

With technology having immense potential in increasing 
the efficiency of AML/CFT efforts, the Financial Action Task 
Force (FATF) and the Egmont Group (of which the STRO is a 
member and project participant) jointly collaborated, leading 
to the publication of the Digital Transformation of AML/CFT 
for Operational Agencies report. The report offers authorities 
informative references in the selection of correct digital tools, 
along with key drivers and strategic considerations instrumental 
when considering any digital initiative. 

Another significant development globally is the rise of data 
analytics in FIU work given the voluminous data that FIUs receive. 
In October 2021, the STRO was invited to share our digital 
transformation experience at the Asia/Pacific Group on Money 
Laundering (APG) Data Analytics Workshop. The session was 
attended by more than 100 participants from the APG, FATF 
and foreign FIUs. The presentation touched on our experience 
in data analytics, focusing on the challenges, solutions and 
enhancements implemented for the SONAR, the STRO’s 
one-stop e-filing service for reporting entities.

DIGITAL TRANSFORMATION JOURNEY

The STRO has come a long way since embarking on our digital 
transformation journey. We launched our data collection platform, 
SONAR in 2018 and made incremental digital enhancements 
over the years through various initiatives, such as the standard 
CSV template and XML report form for reporting entities. 

We have launched our new analytics and data management 
system in the first quarter of 2022, in collaboration with 
our Home Team Science & Technology Agency colleagues.  
This achievement would also not have been possible without our 
reporting entities’ support in filing STRs electronically via SONAR 
during our first phase of digital transformation. As the new system 
equips us with enhanced data analytics capabilities to analyse 
large volumes of reports and improve the quality of financial 
intelligence disseminated, we look forward to harnessing these 
features to aid our analytical work.

OUR UNSUNG HEROES

With the increase in volume of commercial crime and scam 
cases, the expansion of our scam-fighting capabilities with 
the operationalisation of the Anti-Scam Command in March 
2022, as well as the beefing up of operational resources in 
several other areas, the volume of admin/support work has  
increased correspondingly. 

I would like to take this opportunity to thank the CAD’s  
admin/support staff, for their continued hard work in providing 
critical support to the CAD officers, and in doing so are part 
of the overall effort in combatting financial crime. You are our 
unsung heroes – often working quietly behind the scenes 
dutifully without any fanfare or glamour. Admin/support services 
are invariably expected to proceed without hiccups, and few  
if any know the sacrifices you make. A big THANK YOU!

LOOKING AHEAD

We anticipate the road ahead to be a challenging one given a 
fast-evolving financial crime landscape. Nonetheless, we remain 
unfazed by these challenges as we stand ready to leverage on our 
strong partnership with stakeholders while embracing technology 
and new capabilities to overcome adversity.

Ian Wong
Deputy Director
Intelligence & Administration Group
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CASE HIGHLIGHTS OF
THE SUSPICIOUS TRANSACTION REPORTING OFFICE

INTELLIGENCE & ADMINISTRATION GROUP

CASE INVOLVING A MASSIVE PONZI SCHEME 

The STRO detected that Company O’s and Company R’s 
corporate bank accounts frequently received large deposits from 
many individuals and corporations. The total amount received 
was about S$300 million in a year.

The individuals and corporations appeared to be investors with 
Company O or Company R, and had signed investment contracts 
with the companies.

Funds tracing revealed a significant proportion of funds from 
Company O were routed through multiple local and foreign bank 
accounts (a process known as layering) and eventually ended up 
in Person Q’s bank account. Person Q is a director and majority 
shareholder of Company O. Person Q eventually used the funds 
on expenditures that appeared personal in nature. 

Company O made payments to some investors, but these 
appeared to be funded by new inflows of funds from other 
investors. There were also no apparent transactions involving 
the purchase of underlying assets by Company O to fulfil the 
investment contracts. Neither was there any inflow of income 
from such underlying assets to the companies.

The STRO found discrepancies and inconsistencies in Company 
O’s and Company R’s supporting documents and information, 
and identified various red flags suggesting that Company 
O, Company R and Person Q could be operating a Ponzi 

scheme, and paying earlier investors with monies collected 
from later investors. The STRO shared the findings with CAD  
enforcement colleagues.

Investigations subsequently revealed that Person Q devised the 
investment scheme and promised high returns averaging 15% 
per quarter through Company O and Company R. The scheme 
attracted more than 900 investors with a total investment 
exceeding S$1 billion over a five-year period. However, instead 
of using the funds to trade in the underlying assets to fulfil the 
investment contracts, Person Q used the monies and splurged 
on his lifestyle. He had purchased private property, luxury cars, 
jewellery, art and high-end watches. Forged documents were 
used to convince investors that the underlying investments were 
otherwise genuine. Person Q was arrested and more than S$100 
million of assets were seized. 

To date, Person Q faces more than 100 charges of offences 
including forgery, cheating, criminal breach of trust as a director, 
fraudulent trading, money laundering and other Companies 
Act offences. At the time of publication, court proceedings  
are ongoing.

This case illustrates how financial intelligence can be used 
proactively to combat money laundering, terrorism financing and 
other serious offences. Through analysing and sharing financial 
intelligence, the STRO offers valuable insights to facilitate 
investigation agencies in disrupting illicit activities by criminals.

Supported By

Investors Investment Contracts 
Promising High Returns 

Returns Funded By 
New Investors

Corporate Bank 
Accounts

Personal Bank 
Accounts

Over  
S$1 Billion

Person Q

Purchased

Various Types 
of Properties

Forged Documents

Signed

Misappropriated 
Monies

Company O and R

Controlled By

CONTRACT
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INTELLIGENCE & ADMINISTRATION GROUP

CASE INVOLVING RELINQUISHING OF SINGPASS 
CREDENTIALS TO SCAM SYNDICATES

The STRO identified a network of over 40 individuals, whose bank 
accounts appeared to be controlled by a syndicate. The bank 
accounts shared a common mailing address in Country A and 
the accounts were opened online and authenticated via Singpass 
My Info channel.

The STRO’s analysis of the STRs on the group expanded to 
a large network comprising hundreds of individuals and bank 
accounts from multiple banks. Some account holders had 
the same contact numbers and similar public domain email 
addresses. The bank accounts were also found to be operating 
from the same or common electronic devices. As some bank 
accounts had received proceeds from scams, these individuals 
were suspected to be money mules of possible scam activities. 

The STRO’s analysis revealed that there were a handful of 
potential money mules whose bank accounts had yet to be used 
to receive funds from victims of various scams. Accordingly,  
the STRO collaborated with the relevant stakeholders to 
proactively take down the syndicate. The Anti-Scam Command 
mounted an operation to round up the money mules and 
disrupted the scammers from using the bank accounts of these 
individuals to perpetuate their crimes.

Investigations revealed that some of these individuals voluntarily 
relinquished their Singpass credentials to scam syndicates for a 
promised fee or commissions. Some were misled into providing 
their Singpass credentials through social media platforms. 

As of May and August 2022, three of the money mules in the 
network have been sentenced in Court. The conviction included 
cheating or property offences under the Penal Code 1871 and/or 
unauthorised disclosure of access code or unauthorised access 
to computer material under the Computer Misuse Act 1993. 

CASE INVOLVING UNLICENSED MONEYLENDING

The STRO received STRs on Person A due to suspicious 
transactions noted in his bank accounts. Analysis of the 
transactions pattern in the bank accounts fits the unlicensed 
moneylending typology. The STRO disseminated the STRs to the 
Unlicensed Moneylending Strike Force (UMSF) of the Criminal 
Investigation Department. The UMSF commenced investigation 
against Person A after receiving the dissemination for the offence 
of assisting in unlicensed moneylending business. 

Investigations revealed that Person A had acted on the 
instructions provided by Person B, purportedly based in Malaysia. 
Person A opened two bank accounts as well as registered two 
prepaid mobile lines to link to the bank accounts. He admitted 
to conducting these actions in exchange for immediate cash, 
and had handed over control of the bank accounts to Person 
B, which were subsequently featured in multiple scams-related 
police reports. 

In November 2022, Person A was convicted for two counts of 
abetment of cheating offences, and two counts of unauthorised 
access to computer materials offences. He was sentenced to  
12 months of supervised probation. The seized funds were 
forfeited to the state. 
 
CASE INVOLVING CROSS-BORDER MONEY LAUNDERING 
INVOLVING ILLEGAL GAMBLING PROCEEDS

The STRO received STRs on Person P, who was reportedly 
charged by a foreign law enforcement agency for alleged 
involvement in unlawful internet gambling. Person P was 
purportedly one of the masterminds behind a large online 
gambling ring. The syndicate was said to have laundered its 
illegal proceeds through multiple avenues and had allegedly 
transferred S$3.5 million to a bank account in Singapore. 

The STRO’s analysis on the STRs revealed that Person P 
maintained bank accounts with several banks in Singapore. 
There were substantial fund transfers in these accounts which 
could be linked to the adverse news reported. As analysis 
suggested that criminal proceeds have been received in 
Singapore by Person P, the STRO disseminated the results of 
its analysis to the CAD. 

The CAD commenced investigation and ascertained that the 
funds in Singapore constitute Person P’s criminal proceeds.  
The illicit funds in Singapore were seized to prevent its dissipation. 
Through continued close collaboration with the foreign authority, 
the CAD successfully returned a sum of approximately US$2.7 
million to the foreign authority in September 2021. 

The above cases illustrate the effectiveness of the STRO’s role 
as a FIU. Through disseminating actionable financial intelligence 
to law enforcement agencies, this allows investigators to take 
swift enforcement action to deprive criminal syndicates of their 
ill-gotten gains. The positive outcome could not be achieved 
without the constant vigilance of reporting entities in identifying 
suspicious transactions and filing STRs with the STRO in a 
timely manner.
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INTELLIGENCE & ADMINISTRATION GROUP

CASE INVOLVING EMBEZZLEMENT AND  
MONEY LAUNDERING OF FOREIGN STATE FUNDS

The STRO detected significant funds in Singapore bank accounts 
maintained by a politically exposed person (PEP) and his family 
of Country X, who is being investigated for embezzlement and 
money laundering of Country X’s state funds. The PEP was 
investigated in multiple other jurisdictions.

The STRO acted swiftly and disseminated its analysis to the CAD 
and spontaneously provided information to relevant foreign FIUs 
on the matter. 

Working collaboratively with the private sector, the STRO 
assisted the CAD in preventing the dissipation of suspected 
criminal proceeds from Singapore. 

CASE INVOLVING TRANSNATIONAL MONEY LAUNDERING 
BY OVERSEAS ORGANISED CRIME SYNDICATE

The STRO received STRs and information on two foreign 
companies, reported to be assisting an organised crime 
syndicate from Country S to launder proceeds of crime. 
Significant funds in the Singapore bank accounts of the 
companies were alleged to be derived from various criminal 
conduct in Country S and other countries. 

The STRO’s analysis on the STRs revealed that the two foreign 
companies maintained bank accounts with several banks in 
Singapore. Extensive mapping of relationships in the analysis 
between companies and their directors and shareholders 
eventually revealed that the two foreign companies were linked 
to two individuals listed on the INTERPOL Red Notices. Funds 
tracing led to the further identification of remittance agents and 
possible shell company accounts allegedly used in moving funds 
to the two foreign companies. 

Using data from various sources, including information from 
foreign counterparts, the STRO identified certain documents to 
be dubious, and uncovered strong links between the two foreign 
companies to individuals listed on the INTERPOL Red Notice.  
The transaction pattern in the bank accounts suggest they were 
used for money laundering. The STRO disseminated the results 
of its analysis to the CAD.

This led to an investigation with over US$150 million being seized 
from the Singapore bank accounts of the two foreign companies. 
Financial intelligence from the STRO provided further leads to 
the CAD, leading to investigators seeking further assistance from 
foreign law enforcement counterparts as well as seeking mutual 
legal assistance for asset recovery.  At the time of publication, 
investigations are ongoing. 

The above cases illustrate the effectiveness of the STRO’s role 
as a FIU in disseminating actionable financial intelligence to law 
enforcement agencies. Timely dissemination and information 
sharing through FIUs allow investigators, both in Singapore and 
overseas, to follow up and cooperate to take swifter enforcement 
action, depriving criminal syndicates of their ill-gotten gains.

CASE INVOLVING PROCEEDS LINKED TO TAX FRAUD

The STRO detected a STR filed against Person J, whose source 
of wealth is suspected to have been derived from proceeds 
relating to a tax fraud and money laundering case in Country E. 
Person J received funds from her divorce settlement with her 
former husband, Person G. Person G was a hedge fund manager 
of Company C, a hedge fund. Financial intelligence suggests that 
Company C’s bank account may be used as a conduit to receive 
and transfer proceeds linked to the tax fraud. 

The alleged tax fraud relates to the applications that were 
purported to have been submitted to obtain refund of the dividend 
withholding tax charged by Country U. Person G was named as 
the main representative of the pension funds that had submitted 
these applications. 

The STRO also received information that authorities from 
Country U were investigating into an alleged fraud of over 
EUR22 million involving Person J, G and others. As information 
received suggest that a money laundering offence may have 
been committed in Singapore, the STRO spontaneously 
provided information on Person J to the relevant FIU and 
disseminated financial intelligence to the CAD. The STRO’s 
analysis resulted in the commencement of a money laundering 
investigation and seizure of about GBP12.9 million and US$7.9 
million from Person J’s Singapore bank account. 

The matter subsequently concluded with authorities in Country 
U reaching a settlement agreement with Person J with no 
criminal liability. 

The STRO’s ability to disseminate actionable financial intelligence 
to the CAD and STRO’s foreign counterpart would not have 
been possible without the robust partnership between local and 
foreign authorities.
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INTELLIGENCE & ADMINISTRATION GROUP

OBLIGATION TO FILE STRS

The suspicious transaction reporting regime is a key pillar of 
Singapore’s approach to AML/CFT. The Singapore authorities 
take a serious view towards the filing of such reports, and strongly 
urge reporting entities to continue their vigilance in detecting and 
reporting suspicious transactions. From the case highlights, it is 
evident that constant vigilance of reporting entities in identifying 
suspicious transactions and timely filing of STRs with the STRO 
contributed to positive outcomes.

The Singapore authorities will not hesitate to take firm action 
against any person, or reporting entities or their officers,  
who intentionally or negligently fail to file STR when legally 
obligated to do so.

Real estate agent

On 1 December 2021, a real estate agent, Charles Tan Chun 
Peng (Charles), was convicted and fined S$12,000 by the District 
Court for failing to file a STR. 

Charles had received about S$44,000 in cash from a prospective 

buyer as booking fee for the Option-To-Purchase (OTP) of 
a private property. The prospect had informed Charles that 
he does not have a bank account and asked if Charles could 
accept the cash and issue a cheque on his behalf to secure 
the OTP. Charles then deposited the cash into his account and 
handed a cheque to the developer. 

A few days later, the ex-wife of the prospect informed Charles that 
the prospect was an undischarged bankrupt and operated illegal 
gambling dens in Singapore. Despite having suspicions about 
the cash collected, Charles disregarded his legal obligations and 
failed to file a STR to flag the suspicious transaction. 

Bank officer

On 10 October 2022, former deputy Chief Executive Officer and 
Head of Private Banking of BSI Bank Limited, Singapore Branch 
(BSIS), Raj Sriram, was issued a 24-month conditional warning 
by the CAD and a 10-year prohibition order by the MAS for his 
contribution to BSIS’ failure to file STRs regarding 1Malaysia 
Development Berhad (1MDB)-related transactions. Holding a 
senior position in BSIS, Raj Sriram’s neglect contributed to BSIS’ 
failure to file the STRs.

Remittance company

On 25 October 2022, a remittance company was charged in 
court for failing to file a STR. Between February and March 2021, 
the remittance company had provided remittance services to an 
individual on three occasions. A total of about S$27,000 was 
remitted overseas. Investigations revealed that the remittance 
company failed to disclose this to a Suspicious Transaction 
Reporting Officer as soon as it was reasonably practicable.  
This was despite the remittance company having reasonable 
grounds to suspect that the sum remitted on behalf of the 
said individual, represented the proceeds of acquiring another 
person’s benefits of criminal conduct.

The above cases highlight the Singapore authorities’ serious 
view towards filing of such reports, regardless of the amount 
involved for the suspicious transaction. The STRO strongly 
urges reporting entities to stay vigilant in detecting and reporting 
suspicious transactions.

10/12/23, 6:32 PM $12k fine for real estate agent who failed to report suspicious transaction | The Straits Times

https://www.straitstimes.com/singapore/courts-crime/12k-fine-for-real-estate-agent-who-failed-to-report-suspicious-transaction 1/5

$12k fine for real estate agent who failed to report
suspicious transaction

Shaffiq Alkhatib

Court Correspondent

SINGAPORE - A real estate agent who received $44,300 in cash from a buyer for the purchase of

a new condominium unit later discovered that the man was an undischarged bankrupt and was

involved in illegal gambling den activities.

Despite this, Charles Tan Chun Peng from PropNex Realty disregarded his legal obligations and

failed to file a report to flag the suspicious transaction.

Charles Tan Chun Peng had pleaded guilty to failing to flag the transaction to a reporting officer.  ST PHOTO: KELVIN CHNG

UPDATED DEC 2, 2021, 8:52 PM SGT

THE STRAITS TIMES

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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Amidst the COVID-19 pandemic, the STRO saw a 35% and 9% increase in the number of STRs received in 2021 and 2022 respectively. 
This increase is a strong testament to the continued vigilance of reporting entities in detecting suspicious transactions and their 
awareness of money laundering and terrorism financing risks in Singapore. It also reflects the STRO’s successful engagement efforts 
with its reporting entities.

Number of STRs Received

49,84632,022 33,882 45,897

Suspicious Transaction Reports (STRs)

STATISTICS ON
FINANCIAL INTELLIGENCE

INTELLIGENCE & ADMINISTRATION GROUP

Breakdown of STRs recevied in 2021 and 2022 by sector

20222019 2020 2021

The banking sector remains the main source of STRs received in 2021 and 2022.

Trust Companies

Others

Other Payment Method 
Providers

Money Changers and 
Remittance Agents

Insurance Companies

Finance Companies

Casinos

Capital Market 
Intermediaries

Company Service 
Providers

Banks

30,000 20,000 10,000 0 10,000 20,000 30,000

 2021         2022

82

2,438

1,322

7,548

1,335

21

7,389

470

442

28,799

100

2,306

696

9,236

1,166

16

3,752

553

488

27,584
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INTELLIGENCE & ADMINISTRATION GROUP

Cash Movement Reports (CMRs)

The STRO receives cross-border CMRs from travellers 
(NP727 reports), as well as senders, carriers and recipients  
(NP728 reports). 

The number of CMRs received by the STRO decreased 
significantly in 2021 due to the closure of borders and 
international travel restrictions during the COVID-19 pandemic. 
The number of CMRs has since increased following the 
resumption of international travel and the relaxation of safe 
management measures in 2022. 

The STRO receives CTRs from casino operators,  
as well as Precious Stones and Metals Dealers (PSMDs)  
(NP784 reports). 

The increase in CTRs received by the STRO in 2021 was largely 
due to a higher number of CTRs filed by the casinos in 2021 
and 2022 as compared to the prior year. In 2020, the casinos’ 
operations were disrupted by circuit breaker measures.

Cash Transaction Reports (CTRs)

Financial Intelligence Dissemination

Number of CTRs ReceivedNumber of CMRs Received

In 2021, the STRO initiated changes in work processes of analysing and disseminating financial intelligence, as part of the transition to a 
new analytics and data management system in 2022. The change led to a 52% increase in the total number of domestic disseminations 
in 2021.

With commissioning of the new analytics and data management system which enables the STRO to more effectively disseminate 
relevant information to support specific units’ needs, the STRO saw a 63% increase in total domestic disseminations in 2022. 93% of 
these domestic disseminations made in 2022 was attributed to the new system’s enhanced functionalities.

Dissemination of Financial Intelligence Reports  
to Domestic Agencies

 CAD and other SPF Units         Non-SPF Agencies

2021 51%49%

2022

37,180

+ 478%

2021

223,983

18%

2022

357,643

60%

50%50% 2022

2021

6,432

– 67%

The STRO analyses and enriches STR information before disseminating financial intelligence reports to the relevant domestic agencies. 
In 2021 and 2022, the Singapore Police Force (SPF) units, including the CAD, and non-SPF agencies received similar numbers of the 
financial intelligence reports disseminated by the STRO.
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INTELLIGENCE & ADMINISTRATION GROUP

Financial Intelligence Dissemination

Request for Assistance (RFA) to and from Foreign FIUs

The STRO renders assistance to its foreign counterparts in response to their RFAs. The STRO also sends RFAs to its foreign counterparts 
to further the analysis of financial intelligence and provide investigation leads to domestic agencies. The number of RFAs received from 
and sent to foreign FIUs dropped slightly in 2021 and 2022. 

Number of Incoming RFAs Number of Outgoing RFAs

Impact of Financial Intelligence Reports  
Disseminated

Financial intelligence is crucial to investigations as it can provide leads to commence investigations or support ongoing investigations. 
Preliminary financial intelligence can also be used to develop further intelligence, identify emerging crime trends, or detect  
possible crimes.

While the disseminated financial intelligence reports were predominantly used to develop further intelligence, more of these financial 
intelligence reports have resulted in the commencement of investigations in 2021 and 2022.

 Investigation Commenced       Supported Ongoing Investigation       Intelligence Developed       Rejected       Pending feedback

2021

9%

16%

75%

0.4%

2022

17%

7%

1%
41%

34%

2020

368
2021

342
2022

332

7%

3% 2020

312
2021

279
2022

240

11%

14%
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PARTNERSHIPS AND  
OUTREACH

INTELLIGENCE & ADMINISTRATION GROUP

LOCAL STAKEHOLDERS

In September 2021, the STRO collaborated with the Public 
Institutional Fraud Division (PUFD) and the Anti-Money 
Laundering Policy Branch (AMLPB) of the CAD in conducting 
a virtual workshop for the charity sector in Singapore.  
During the workshop, the STRO shared on Singapore’s STR 
regime and provided insights on trends, case studies and 
suspicious indicators gleaned from STRs relating to the charity 
sector. The PUFD and AMLPB also took the opportunity to share 
on fraud prevention, as well as money laundering and terrorism 
financing risks unique to charities. The virtual event, Charity 
Governance Conference 2021, was well-received by over 400 
attendees from the charity sector.
 

In March 2023, the CAD collaborated with the Urban 
Redevelopment Authority in conducting a sharing session for 
licensed housing developers. The STRO was invited to share 
best practices for STR filing and guide the developers on how 
to file STRs more efficiently. The sharing helped to prepare the 
sector for the new AML/CFT requirements that came into effect 
in June 2023.
 

Charity Governance Conference 2021

Amidst the easing of COVID-19 safe management measures,  
the STRO resumed in-person engagements. In July 2022,  
the STRO conducted an outreach session with the accounting 
sector. During the outreach, the STRO shared on the importance 
and statutory obligations of filing STRs. Best practices of STR 
filing, and trends and insights observed from STRs filed by the 
sector were shared. This outreach was particularly important as 
the accounting sector is regarded as an important gatekeeper.

The STRO also participated in the Safe & Secure Payments 
Industry Seminar 2022 in November 2022. Sharing of trends and 
insights by the STRO at such platforms engages stakeholders 
on the filing of higher quality STRs, which in turn allows the 
STRO to draw valuable insights into possible criminal activities.  
Such efforts contribute to Singapore’s overall efforts in 
combatting money laundering and terrorism financing. 

DOMESTIC AGENCIES

Outreach sessions were conducted with agencies such as 
the Central Narcotics Bureau, the Singapore Police Force 
(SPF), the Singapore Customs and the National Parks Board. 
In-depth discussion were held to review the outcomes of 
previous STRs disseminations, and how future disseminations 
could be fine-tuned to better support the respective agencies’ 
operational needs.

Requests for financial intelligence by domestic agencies in 2021 and 2022 decreased slightly by 7% and 10% respectively as 
compared to the previous year. This may be attributed to the increased proactive disseminations made by the STRO to domestic 
agencies. It is encouraging to see that the number of requests from non-SPF agencies had increased, illustrating heightened 
awareness and the increased usefulness of financial intelligence for these agencies dealing with a variety of crimes.

Request for Suspicious Financial Transactions from Domestic Agencies

 CAD         Other SPF Units         Non-SPF Agencies

48%

4%

48%
2020

2,060
Requests

46%

4%

50%
2021

1,877
Requests

37%

9%

54%

2022

1,686
Requests

Sharing session for licensed housing developers
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INTELLIGENCE & ADMINISTRATION GROUP

INTERNATIONAL ENGAGEMENTS

In April 2022, as Singapore re-opened its 
borders, the STRO had its first in-person 
discussion with one of its regional 
counterparts, the Australian Transaction 
Reports and Analysis Centre (AUSTRAC). 
Such bilateral meetings serve as a 
platform for the STRO to discuss 
ongoing bilateral collaborations, emerging 
crimes of concern, and other matters of  
mutual interest. 

Between 14 and 16 February 2023, the STRO hosted a Financial 
Intelligence Consultative Group (FICG) workshop. This was the 
first regional meeting hosted by the STRO and the first physical 
workshop for the FICG after the pandemic. 

The FICG is a collective regional body of financial intelligence 
units (FIUs) from Southeast Asia, Australia and New Zealand. 

Bilateral meeting with the AUSTRAC

Financial Intelligence Consultative Group (FICG) Workshop 2023

The FICG undertakes various projects relating to terrorism 
financing and high-risk financial crimes issues and risk.  
The workshop provided an important platform for FIUs across 
the region to discuss strategic AML/CFT issues and emerging 
regional financial crime threats. This first in-person workshop after 
the pandemic was an excellent opportunity for the regional FIUs 
in strengthening partnerships.

Dir CAD giving welcome remarks at FICG Workshop 2023 FICG Workshop 2023
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ENFORCEMENT  
GROUP

The Enforcement Group (EG) of the Commercial Affairs Department (CAD) comprises of four divisions: Securities 
Fraud Division, Investment Fraud Division, Private Institutional Fraud Division and Public Institutional Fraud Division. 
The Group investigates four main clusters of commercial crime. These are capital market fraud; complex fraudulent 
investment and pyramid selling schemes; fraud involving private companies, businesses, lawyers and accountants; 

and fraud involving the public sector.

Back Row from left to right:

Bernard Kho Wee Chong
Head, Public Companies Investigation 
Branch

Sheryl Tan Teck Yeong
Head, Securities Fraud Branch II

Kevin See Jin Heng
Head, Securities Fraud Branch I

Lai Ming Hui
Head, Private Institutional Fraud Branch I

Eugene Neo Tzu Yang
Head, Public Institutional Fraud Branch II

Tan Wei Yuan
Head, Public Institutional Fraud Branch I

Tay Pei Fong
Head, Investment Fraud Branch I

Sharon Xie Xuelian
Head, Private Institutional Fraud Branch II 

Chiang Jin Jie
Head, Investment Fraud Branch II

Front Row from left to right:

Lee Wee Kiang
Assistant Director,  
Private Institutional Fraud Division

Lim Kok Meng
Assistant Director,  
Investment Fraud Division

Rachel Koo
Deputy Director, 
Enforcement Group

Ng Yining
Assistant Director,  
Securities Fraud Division

Lionel Damian Low Soon Lee
Assistant Director,  
Public Institutional Fraud Division
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REPORT BY
ENFORCEMENT GROUP

ENFORCEMENT GROUP

2021 AND 2022 IN REVIEW

2021 – 2022 was a tumultuous period for the Group as we 
navigated a challenging landscape shaped by the lingering 
impact of the COVID-19 pandemic. COVID-19 restrictions 
were still largely in place, and posed substantial challenges to 
investigative processes. We found ourselves having to constantly 
adapt to ensure that swift investigative actions continue to 
be taken. Against this backdrop, we launched investigations 
into a number of large-scale cases, including two billion-dollar 
suspected investment frauds. 

In early 2021, we commenced investigation into Envy Asset 
Management Pte Ltd and Envy Global Trading Pte Ltd on 
suspicion that the billion-dollar investment schemes involving 
nickel trading offered by the two companies were fraudulent.  
The schemes were to the scale of S$1.46 billion. Over the next 
few months, Ng Yu Zhi, director of the two companies, was 
produced in court on a series of charges, including fraud-related 
offences involving the S$1.46 billion collected from investors, 
and money laundering related offences involving an approximate 
amount of S$433 million, representing his benefits from criminal 
conduct. He currently faces 105 charges in total. 

In December 2021, we commenced a joint investigation with the 
Monetary Authority of Singapore into an online trading platform 
Samtrade FX, run by Samtrade FX Limited, for operating without 
a valid licence. Samtrade FX was one of the largest unlicensed 
brokerage businesses to be investigated in Singapore, with more 
than 100,000 clients in Singapore and overseas, and balances 
of over S$1 billion in their trading accounts. More than US$167 
million in cash and cryptocurrencies were seized, making this 
one of the largest seizures of criminal proceeds in recent years. 
Investigations are ongoing. 

Amid the cryptocurrency market downturn, we investigated 
Singapore-based cryptocurrency lender, Hodlnaut Pte. Ltd. and 
its directors in November 2022 for alleged false representations 
relating to the company’s exposure to a certain digital token. 
Investigations are underway.

The Group’s investigative efforts over these couple of years 
culminated in 128 persons being charged in court between April 
2021 and March 2023. 

Notably, 11 of these persons were charged in December 2021 
for offences under the Securities and Futures Act (SFA), for the 
alleged manipulation of the share price of Oriental Group Limited 
(OGL), a company previously listed on the Singapore Exchange’s 
Catalist Board. Lee Wan Sing (Lee), former Chief Executive 
Officer of OGL, was also charged with fraud-related offences 
under the Penal Code (PC) in addition to the SFA charges. 
Lee, who left Singapore prior to the start of investigations,  
was arrested in Malaysia in December 2021 with the assistance 
of the Royal Malaysia Police. Lee has since been convicted 
on 17 counts of SFA and PC offences and sentenced to nine  
years’ imprisonment. 

Lim Tean, a lawyer and sole proprietor of Carson Law Chambers, 
and the Secretary-General of People’s Voice, was charged 
on 12 May 2022 with one count of criminal breach of trust,  
three counts of acting as an advocate and solicitor without a valid 
practicing certificate and one count of unlawful stalking. 

A duo wanted for defrauding banks of millions of dollars –  
Loh Ne-Loon, Nelson, a director of Novena Global Healthcare 
Group and a key associate, Wong Soon Yuh – were repatriated 
to Singapore in December 2022 with the kind assistance of 
our foreign counterparts from the People’s Republic of China.  
They were charged in court on 26 December 2022 for forging the 
financial statements of Novena and submitting them to banks to 
obtain S$18 million of loan facilities. 

Between November 2022 and May 2023, the founder and 
former Chief Executive Officer of Hyflux Ltd (Hyflux), Lum Ooi 
Lin, its former Chief Financial Officer and five former independent 
directors of Hyflux were charged with disclosure-related offences 
under the SFA. The charges allege that Hyflux had intentionally 
failed to disclose material information relating to the seawater 
desalination plant in Tuaspring, and these directors played a part 
in the failure. 

During the period, our investigations into entities linked to 
Wirecard AG and Citadelle Corporate Services Pte Ltd (Citadelle) 
also yielded significant results. On 5 May 2022, James Henry 
O’Sullivan was handed two additional counts of abetting  
R Shanmugaratnam (Shanmugaratnam), a director of Citadelle, 
in the falsification of documents. Shanmugaratnam’s brother,  
a director of Strategic Corporate Investments Pte Ltd, was also 
charged for breaching his director’s duties. Former employees 
of Wirecard Asia Holding Pte Ltd were also charged for offences 
including criminal breach of trust.

There were also several notable convictions. So Seow Tiong, 
ex-director of electronics manufacturing company, SPE Technology 
(Singapore) Pte Ltd, had duped five banks into disbursing more 
than S$10 million for fictitious transactions. In September 2021, 
he was sentenced to 26 months’ imprisonment for cheating and 
other offences under the PC. 

We also saw the conviction and sentencing of Chester Lim 
Chit Foo (Chester), who had conspired with others to cheat 
the Inland Revenue Authority of Singapore (IRAS) of more 
than S$11.8 million through the submission of 400 fraudulent 
Productivity and Innovation Credit claims. In January 2022, 
Chester was sentenced to 11 years and eight months’ 
imprisonment for cheating and witness tampering offences.

Tan Henry @ Henn Tan, the founder of Mainboard-listed Trek 2000 
International Limited (Trek 2000), which invented the thumb drive, 
was sentenced to 16 months’ imprisonment on 11 October 
2022. He was convicted for falsification of Trek 2000’s financial 
statements, forgery of invoices and delivery orders and engaging 
in a conspiracy to cheat Trek 2000’s auditors. 
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ENFORCEMENT GROUP

In the long-standing penny stock crash saga, the masterminds 
of Singapore’s most serious case of market manipulation,  
Soh Chee Wen (Soh) and Quah Su-Ling (Quah) were convicted 
in May 2022, after close to 200 days of trial. High Court judge 
Hoo Sheau Peng found Soh guilty of 180 of the 189 charges 
he faced, while Quah was convicted on 169 of the 178 charges 
faced. These charges include market manipulation, deception 
and cheating of financial institutions. On 28 December 2022,  
Soh and Quah were handed imprisonment terms of 36 and  
20 years respectively.

We also saw 21 convictions arising from opportunists who 
defrauded schemes initiated by the Government to provide 
financial support to Singaporeans and Singapore businesses 
affected by the COVID-19 pandemic. Among them was Zarifah 
Binte Idris, who had applied to the Ministry of Social and 
Family Development for payouts under the Temporary Relief 
Fund and COVID-19 Support Grant with forged documents and 
was sentenced to a year in jail for cheating and forgery-related 
offences. Another such offender, Gay Kah Leong was sentenced 
to 13 months’ imprisonment for attempting to cheat IRAS into 
disbursing payouts under the Job Support Scheme by submitting 
false declarations and employment documents for 36 individuals. 
He also made a false declaration in relation to his application for 
the Temporary Relief Fund. 

To complement our enforcement efforts, we sought to raise 
fraud risk awareness with a wider audience. 

On 15 March 2022, the CAD presented at the Ministry of 
Home Affairs’ inaugural Audit and Risk Management Webinar.  
The webinar was widely attended by more than 600 officers 
from the Home Team and other governmental agencies.  
We also presented at the Public Sector Internal Audit Conference 
organised by The Institute of Internal Auditors Singapore on  
21 April 2022, which was attended by over 250 officers from the 
public sector. We shared case studies and best practices in grant 
administration as well as government procurement, to broaden 
officers’ insights into becoming more effective custodians of 
public resources and stewards of public accountability. 

In collaboration with the Building and Construction Authority 
and the Ministry of Finance, we presented to more than 300 
construction procurement officers on 18 January 2023, to train  
and equip them with new skills and knowledge to detect and 
prevent procurement fraud in government construction projects. 
The event was organised by the multi-ministerial Committee for 
Construction Procurement. We envision that such proactive 
engagements will enhance the overall fraud detection 
and prevention capabilities of the Whole-of-Government 
procurement fraternity.

We look forward to continuing such efforts in stakeholder 
engagement in the coming year.

LOOKING AHEAD

In the years ahead, we expect to leverage our evolving capabilities 
and strong partnerships to traverse the increasingly complex 
crime landscape.

As more retail investors begin their investment journey, we are 
dealing with an increasing number of investment scams and 
frauds. In the past two years, we saw a resurgence of “pump 
and dump” scams. A pump and dump scam is a type of stock 
market manipulation where fraudsters artificially inflate the price 
of a company’s shares (“pumping” stage), usually by inducing 
others to purchase the shares. Once the share price rises from 
victims’ share purchases, the fraudsters quickly sell their own 
shares at a profit (“dumping” stage). With large numbers of shares 
“dumped”, the company’s share price plunges, resulting in losses 
for the victims. Many local retail investors unfortunately became 
victims of such scams and suffered significant losses. We would 
like to warn members of the public to be wary of chat groups 
on platforms such as WhatsApp and Telegram, which purport 
to offer stock tips, as these may be avenues used by pump and 
dump fraudsters. These persons tend to be based overseas,  
and it is difficult to take effective enforcement action against 
them. We will continue our close engagement with our foreign 
counterparts such as the Hong Kong Securities and Futures 
Commission, sharing information and working collectively to 
deter and detect such scams. 

Aside from taking advice from so-called ‘investment gurus’ 
in chat groups, victims of investment fraud are often solicited 
through word of mouth. One may be approached by family 
members or friends, many of whom are enthusiastic about 
sharing opportunities to earn money as they stand to gain via 
commissions by getting others to invest. As frauds are becoming 
increasingly sophisticated, it can be difficult to discern whether the 
investment opportunity is a genuine one. We encourage members 
of the public to seek independent financial advice, and not to 
invest without a clear understanding of the underlying product. 
The fact that others have successfully invested and gotten 
their monies back is not a good indicator that the investment 
product or scheme is genuine. Many investment frauds are Ponzi 
arrangements, where earlier investors are paid with the incoming 
funds from the later batches of investors. The music stops when 
there is no more money to pay returns to investors. You may be 
lured by your friend’s profits, but you may turn out to be the last 
person in the chain and suffer a big loss.

We continue to maintain a serious stance against the abuse of 
Government grants, especially when it involves the diversion of 
resources from those in genuine need of assistance. To prevent 
and to detect fraud early, we will continue our close partnerships 
with grant agencies to mitigate potential risks prior to grant launch 
and tighten gaps in grant administration and audit. 

The EG remains resilient and ready to take on the challenges 
ahead of us.

Rachel Koo
Deputy Director
Enforcement Group
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CASE HIGHLIGHTS OF
ENFORCEMENT GROUP

ENFORCEMENT GROUP

Three former key management executives of Raffles 
United Holdings Ltd (RUHL), a company previously listed 
on the Mainboard of the Singapore Exchange (SGX) prior 
to 30 December 2019, were charged with false trading 
offences under the Securities and Futures Act (SFA) in 
July 2021.

Teo Teng Beng (Teo), the former Managing Director of 
RUHL, was charged with three counts of offences under 
Section 197(1)(b) of the SFA for engaging in a course of 
conduct for the purpose of creating a false appearance 
with respect to the price of RUHL shares. He is alleged to 
have purchased RUHL shares using his brother’s trading 
account and instigated an employee to purchase RUHL 
shares for the purpose of pushing up the share price 
between 29 June 2017 and 17 April 2018.

Ho Hui Min (Ho), the former Chief Financial Officer, and 
Koh Hai Yang (Koh), a former business development 
director, were each charged with two counts of offences 
under Section 197(1)(b) of the SFA read with Section 109 
of the Penal Code (PC). They have allegedly conspired 
to buy and sell RUHL shares between trading accounts 
under their control on 14 days between 10 December 
2015 and 26 October 2016, for the purpose of artificially 

pushing up the volume-weighted average price (VWAP) 
of RUHL shares. Additionally, Ho and Koh face one and 
two counts of offences respectively under Section 197(1)
(b) of the SFA for allegedly purchasing RUHL shares for 
the purpose of pushing up its closing price on several 
days in December 2016 and March 2018.

On 1 April 2022, Koh pleaded guilty to the two counts 
of offences under Section 197(1)(b) of the SFA read with 
Section 109 of the PC in respect of the conspiracy with 
Ho to push up RUHL’s six-month VWAP in 2015 and 
2016. He admitted having done so to help RUHL meet 
the minimum trading price requirement imposed by 
SGX during the material time, failing which, RUHL would 
be placed on SGX’s watchlist. Ironically, the minimum 
trading price requirement was put in place precisely to 
curb the risks of low-priced securities being susceptible 
to potential market manipulation. The remaining two 
counts of offences under Section 197(1)(b) of the SFA 
relating to Koh’s alleged pushing up RUHL’s closing price 
were taken into consideration for sentencing purposes.  
Koh was sentenced to eight weeks’ imprisonment. 

At the time of the publication, court proceedings against 
the two remaining accused persons are ongoing.

PP  Teo Teng Beng and Others

By Jeanette Tan
jeanettetan@sph.com.sg
@JeanetteTanBT
Singapore

GROWING demand for logistics assets 
could boost units of ARA Logos Logistics 
Trust, brokers said. 

On Friday, both RHB and DBS raised 
their target prices for the logistics trust. 
CGS-CIMB  had  raised  its  target  on  
Thursday.

Units of ALog, which closed at 89.5 
Singapore cents on Friday, could rise to as 
much as S$1, said DBS.

The brokerage has a “buy” call for ALog, 
and previously had a target of S$0.85.

RHB, which also has a “buy” call, raised 
its target to S$0.95 from S$0.85 previ-
ously. CGS-CIMB, which rates ALog an 
“add”, raised its target to 96.1 cents from 
81.4 cents previously.

ALog on Thursday reported a 10.6 per 
cent increase in its distribution per unit 
(DPU) for the first half of 2021, from 2.323 
cents to 2.57 cents.

The increase came despite an enlarged 
unit base following the issuance of new 
units for the trust’s maiden Australian port-
folio acquisition from sponsor Logos.

The new property helped boost rev-
enue for the half-year period, which rose 
15.2 per cent to S$66.6 million. Net prop-
erty income (NPI) grew 17 per cent year on 
year to S$51.4 million.

Analysts, however, homed in on the 
compression of capitalisation rates thanks 

to strong demand for logistics assets. The 
value of ALog’s portfolio has risen year on 
year.

Demand has been particularly strong 
for cold storage logistics facilities, which 
contributed 9 per cent of the trust’s rev-
enue in FY2020. RHB said that ALog’s pro-
portion exposure to the cold storage seg-
ment of the market is the largest among its 
peers.

At the same time, units of ALog have 
been on a tear. They are up 46.3 per cent 
this year, putting ALog’s historical distribu-
tion yield at 5.5 per cent. The improved 
valuation should make it easier for ALog to 
acquire yield-accretive properties.

RHB added in its report that ALog’s in-
creased size and strong sponsor support 
should allow it to “score larger portfolio 
deals” of S$200 million to S$500 million.

DBS, meanwhile, predicted that ALog 
would shift its focus to its sponsor’s 
pipeline assets in Singapore and China, 
where cap rates stand at 5 to 6 per cent 
levels and are conducive for accretive ac-
quisitions.

ALog’s portfolio occupancy rate recor-
ded a slight dip to 98.2 per cent at the end 
of the second quarter, from 99.1 per cent 
at end-Q1. But the analysts all project the 
occupancy rate to pick up by the end of 
this year.

“As the pandemic continues to run its 
course, the logistics sector benefits from 
the growth of the e-commerce and third-
party logistics sectors,” said DBS in its re-
port.

It added that the outperformance of the 
logistics segment is evident in the increase 
in ALog’s portfolio occupancy rates by al-
most 3 per cent since the beginning of 
FY2020.

On the environmental, social and gov-
ernance issues front, CGS-CIMB said ALog 
has improved its disclosures in its annual 
sustainability  reports.  The  brokerage  
noted that the trust was named “Singapore 
Corporate Renewable Energy Company of 
the Year” by Frost & Sullivan for its Com-
modity Hub rooftop solar farm.

The research team qualifies this, how-
ever, by noting that only one of its proper-
ties has been certified for real estate sus-
tainability. A delay in securing certifica-
tions for its properties compared to its 
peers may pose a drag on its valuations, 
they said, although the analysts did not ap-
ply a discount to theirs.

They also noted that emissions-wise, 
ALog has been making efforts to reduce 
carbon emission intensity and increase 
green energy consumption. It saw declines 
in total energy intensity and indirect green-
house emissions from FY2018 to FY2020.

By Jude Chan

Singapore

THREE former key management execut-
ives of Raffles United Holdings have been 
charged for false trading offences under 
the Securities and Futures Act (SFA), pur-
portedly to inflate the share price of the 
former mainboard-listed company.

In a press statement on Friday, the 
Singapore Police Force (SPF) said the three 

individuals had conducted trades between 
December 2016 and March 2018 to “push 
up the price of Raffles United shares”.

The individuals were not named. The 
SPF referred to them only by their former 
designations in the company.

Raffles United’s former managing dir-
ector and former chief financial officer 
(CFO) were each charged with three counts 
under Section 197(1)(b) of the SFA, while 
its former director of business develop-
ment was charged with four charges.

The former managing director had al-

legedly purchased Raffles United shares 
through the accounts of two other per-
sons, while the former CFO and former dir-
ector of business development had al-
legedly performed cross trades with each 
other.

If convicted, the trio face imprisonment 
of up to seven years, or a fine of up to 
S$250,000, or both, on each count of the 
Section 197(1)(b) SFA charge.

Bearings and seals supplier Raffles 
United was delisted in December 2019, 
after a compulsory acquisition from of-

feror GATXH Holdings, a vehicle for then-
executive director Teo Xian-Hui Amanda 
Marie.  She is the daughter of  Raffles 
United’s then-managing director Teo Teng 
Beng. The duo, along with then-CFO Ho 
Hui Min, were interviewed by the Commer-
cial Affairs Department (CAD) in May 2018 
as part of investigations into potential 
breaches of the SFA.

Back then, several other individuals 
linked to the company, including Koh Hai 
Yang, business development director of 
Raffles United’s subsidiary Kian Ho, were 
also interviewed by the CAD.

SECURITIES TRADING SCOREBOARD
MAIN CATL TOTAL

Up Down Unch Up Down Unch Up Down Unch

Multi Ind 3 7 4 0 1 0 3 8 4
Manufacturing 29 29 20 15 11 15 44 40 35
Commerce 7 15 13 8 3 4 15 18 17
Tpt/Stor/Comms 5 10 7 2 2 0 7 12 7
Finance 6 6 6 2 1 1 8 7 7
Construction 5 6 7 2 1 2 7 7 9
Properties 9 21 15 1 0 2 10 21 17
Hotels/Rsts 3 4 5 1 0 4 4 4 9
Services 20 14 19 13 18 14 33 32 33
Elect/Gas/Water 0 0 1 0 0 0 0 0 1
Agriculture 1 3 1 1 0 0 2 3 1
Mining/Quarry 2 1 0 0 4 4 2 5 4
BLW 62 72 11 0 0 0 62 72 11
REIT 4 12 9 0 0 0 4 12 9
TOTAL 156 200 118 45 41 46 201 241 164
GLOBALQUOTE 0 0 0 0 0 0 0 0 0

Active counters with no volume for today are not included.

Three former executives charged with false trading of delisted Raffles United

RHB, DBS, CGS-CIMB raise target prices for ARA Logos

SECURITIES TRADING TURNOVER
VOLUME (‘000) VALUE (‘000)

MAIN CATL TOTAL MAIN CATL TOTAL
Multi Ind 7,398 5,295 12,693 35,727 551 36,278
Manufacturing 187,276 254,012 441,288 130,492 19,239 149,730
Commerce 117,334 51,931 169,265 37,670 1,648 39,318
Tpt/Stor/Comms 70,740 21,555 92,295 85,281 3,417 88,698
Finance 13,575 396 13,971 156,190 58 156,248
Construction 10,505 2,165 12,670 1,180 118 1,298
Properties 64,564 458 65,022 119,733 10 119,743
Hotels/Rsts 1,232 533 1,765 380 232 612
Services 78,703 40,515 119,218 47,579 5,838 53,417
Elect/Gas/Water 6,429 - 6,429 3,536 - 3,536
Agriculture 7,841 483 8,324 2,428 198 2,626
Mining/Quarry 11,646 13,352 24,998 3,612 3,140 6,752
BLW 274,277 - 274,277 5,045 - 5,045
REIT 62,755 - 62,755 96,087 - 96,087
TOTAL 914,275 390,695 1,304,970 724,940 34,449 759,388
GLOBALQUOTE - - - - - -

Sing & foreign $ stocks. Value calculated using Monday’s exchange rates.

Company reports 10.6% increase in DPU for first half of 2021, from 2.323 Singapore cents to 2.57 cents

Grow Your Stock
Call 6289 8822 or
e-mail notices@sph.com.sg
to place your Mergers &
Acquisitions Notices

NOTICES

DBS says outperformance in the logistics 
segment is evident in the increase in ALog’s 
portfolio occupancy rates since the start of 
FY2020. Seen here is Alog Changi Distri-
Centre 1. PHOTO: ARA LOGOS LOGISTICS TRUST
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Source: The Business Times © SPH Media Limited
Permission required for reproduction

26

C
O

M
M

E
R

C
IA

L
 A

F
F

A
IR

S
 D

E
P

A
R

T
M

E
N

T
  

 C
A

D
 R

E
P

O
R

T
 2

0
2

1
/2

0
2

2



ENFORCEMENT GROUP

PP  Lee Wan Sing and Others

In December 2021, a total of 11 accused persons were 
charged under the Securities and Futures Act (SFA) for allegedly 
manipulating the share price of Oriental Group Limited (OGL),  
a company previously listed on the Catalist Board of the 
Singapore Exchange (SGX) prior to 2019. These 11 persons 
include four key persons – Lee Wan Sing (Lee), the former 
Chief Executive Officer (CEO) of OGL, Lee Ong, the former 
Group Financial Controller, Chong Yong Von, the former 
finance manager, and Tan Seow Juay, OGL’s former substantial 
shareholder. Lee, who had left Singapore prior to the start of 
investigations, was arrested in Malaysia in December 2021 with 
the assistance of the Royal Malaysia Police.

The four key accused persons are alleged to have orchestrated 
a massive stock market rigging scheme (the Scheme) between 
April 2015 and January 2016 to artificially push up OGL’s share 
price. The Scheme was allegedly executed through a massive 
network of no less than 52 nominee trading accounts held with 
eight securities firms. During this period, OGL’s share price 
skyrocketed by 323% from S$0.030 on 8 April 2015 to S$0.127 
on 14 January 2016. 

For their role and involvement in the Scheme, the four key 
accused persons were each charged with one count of offence 
under Section 197(1)(b) of the SFA, and one count of offence 
under Section 201(b) of the SFA for every nominee trading 
account they procured for use in the Scheme. For allowing the 
key accused persons to use their trading accounts, the remaining 
seven accused persons were charged with offences under 
Section 201(b) of the SFA for engaging in a conduct which was 
likely to operate as a deception against the securities firms 
where the trading accounts were opened.

In addition to the SFA charges, Lee and Lee Ong were also 
charged with serious offences under the Penal Code (PC) in 
connection with the Scheme.

In order to fund the trades for the Scheme, Lee obtained funds in 
three fraudulent ways. Lee misappropriated a sum of S$500,000 
in cash belonging to OGL; cheated OGL into making payments 
totalling S$650,000 for fictitious purchases; and cheated three 
financial institutions into disbursing loans under credit facilities. 
In respect of the latter, Lee had pledged his OGL shares as 
security for these credit facilities while dishonestly concealing 
the fact that their value had been artificially inflated as a result of 
the Scheme, resulting in over S$380,000 in outstanding losses 
to the financial institutions.

Further, to deceive OGL into disbursing funds to pay for the 
fictitious purchases, and to conceal the fictitious nature of 
these purchases from auditors, Lee also had false supporting 
documents created. For this, he was charged under Sections 
477A and 468 of the PC.

In total, Lee was charged with 64 counts of offences under the 
SFA and PC. On 7 November 2023, Lee pleaded guilty to and 
was convicted on 12 charges under the SFA and five charges 
under the PC, with 46 charges taken into consideration for 
sentencing and one charge stood down. Lee was sentenced to 
nine years’ imprisonment.

As for Lee Ong, he faces charges under Sections 477A and 468 
of the PC, for his alleged involvement in falsifying and forging 
supporting documents.

As at the time of publication, apart from Lee whose case has 
since concluded, six of the nominee account holders had also 
pleaded guilty to their charges under Section 201(b) of the 
SFA and were each fined between S$19,000 and S$54,000.  
Court proceedings against the remaining three key accused 
persons and the last nominee account holder are ongoing.

Source: The Business Times © SPH Media Limited
Reprinted with permission.

By Tan Nai Lun 
 
 

Singapore 

FORMER executives, including the 
chief executive officer (CEO), and 
related individuals of wound-up 
Oriental Group have been charged 
with offences under the Securities 
and Futures Act and the Penal 
Code.

Oriental, which was previously 
listed on the Catalist board of the 
Singapore Exchange (SGX), delisted 
after the Singapore High Court 
ordered the group to be wound up 
in 2019. 

The steel  trader  had earlier  
failed to secure a deal with poten-
tial investors to justify an exten-
sion of its judicial management or-
der.

The former CEO was charged 
over allegedly misappropriating a 
sum of S$500,000 entrusted to 
him in his capacity as chief execut-
ive between November 2014 and 
August 2015.

Investigations against the CEO 
are ongoing; he had left Singapore 
prior to the commencement of in-
vestigations and was arrested in 
Malaysia on Dec 1, 2021, the Singa-
pore Police Force said in a state-
ment on Thursday (Dec 23).

Oriental’s former group finan-
cial controller, finance manager 
and a substantial shareholder were 
also charged over allegedly con-
spiring with various persons to cre-
ate a false appearance of the com-
pany’s share price between April 
2015 and January 2016.

Separately, the former group fin-
ancial controller was charged over 
allegedly instigating a former em-
ployee to forge a document for the 
purpose of cheating.

Meanwhile, 7 individuals were 
charged over allegedly placing or-
ders in the group’s shares – under 
the instruction of the former CEO – 
without the authorisation of their 
respective brokerages, “thereby en-
gaging in practices which were 
likely to operate as deceptions on 
these brokerage firms”.

In 2016, Oriental received a spe-
cial audit report that highlighted 
potential  legal  and  regulatory  
breaches at the group from 2013 to 
2015, and noted involvement of 
former key directors and officers 
of the company in the potential 
breaches.

That year, the company termin-
ated former CEO Lee Wan Sing, 
who had been appointed chief exec-
utive in 2014, and said that its 
board was investigating alleged un-
authorised deals made by then 
chairman Wu Dingrong and his 
son-in-law and then executive dir-
ector Sun Lu.

Later, the High Court placed the 
company under judicial manage-
ment upon a creditor’s application.

In 2018, SGX reprimanded the 
company and 8 individuals – Wu 
Dingrong, Lee Wan Sing, Sun Lu, 
former  non-executive  director  
Richard Ong Wee Chuan, former in-
dependent  directors  Tan  Song  
Kwang and Koh Choon Kong, then 
independent director Chua Hung 
Meng and former group financial 
controller Lee Ong – for several 
breaches of listing rules.

These include providing mis-
leading and inaccurate announce-
ments in relation to 3 fundraising 
exercises and unauthorised corpor-
ate guarantees extended in favour 
of its interested persons and/or un-
authorised interested person trans-
action.

By Wong Pei Ting 
wongpeiting@sph.com.sg 
@WongPeiTingBT 

Singapore 

ASTI Holdings’  dismissal  of  its  
chief executive officer (CEO) Mi-
chael Loh Soon Gnee with a S$1.4 
million  termination  entitlement  
has at least one corporate gov-
ernance expert questioning the ap-
propriateness of such a move.

In a blog post on Thursday (Dec 
23), Mak Yuen Teen, professor of 
accounting at the NUS Business 
School, noted Asti’s annual report 
for 2020 declared there are no ter-
mination, retirement or post-em-
ployment benefits provided for in 
employment contracts with its dir-
ectors, CEO or top 5 key manage-
ment personnel.

Yet, in a bourse filing on Loh’s re-
trenchment on Wednesday, Asti 
said Loh is “contractually entitled” 
to an aggregate of S$2 million as 
part of his termination, and that 

the board has decided to pay him 
some S$1.4 million instead.

Pointing out the discrepancy, 
Mak said: “Why does the board now 
say he is contractually entitled to a 
termination payment?”

Mak  also  noted  issues  with  
Asti’s claim that no shareholder ap-
proval was required for the payout 
as the amount of S$1.4 million 
does not exceed a threshold stipu-
lated under the Companies Act.

Section 168(1A) of the Act states 
that shareholder approval is not re-
quired “if the amount of the pay-
ment does not exceed the total 
emoluments of the director for the 
year immediately preceding his ter-
mination of employment”, among 
other things.

But Mak pointed out that the 
company’s annual report for the 
year ended Dec 31, 2020 men-
tioned that the total amount of re-
muneration paid to Loh was close 
to S$1.3 million. 

“Did the total remuneration dis-
closed  exclude  certain  emolu-
ments? Or does the termination 
payment actually exceed his total 
emoluments for last year and there-
fore shareholder approval is re-
quired?” he asked.

In response to questions from 
The Business  Times,  Mak  high-
lighted that the Code of Corporate 
Governance for listed companies 
says the remuneration committee 
should ensure that service con-
tracts contain “fair and reasonable 
termination clauses which are not 
overly generous”.

The S$2 million contractual ter-
mination payment in Asti’s case is 
“not fair and not reasonable”, he 
stated. 

“It is more than a year’s remuner-
ation. For such senior positions, I 
would say 3 to 6 months would be 
more the norm.”

Asti, which provides semicon-
ductor manufacturing services, is 
one of the many companies here 
that are owned and controlled by 
individual entrepreneurs and their 
families, and that’s where one of 
the issues lie, Mak said.

He pointed out that companies 
that are not family or founder con-
trolled would have held the CEO ac-
countable for prolonged poor per-
formance and replaced the CEO, 
but this often does not happen for 
family or founder controlled com-
panies.

This is because the founder or 
family in such situations would es-
sentially be appointing the direct-
ors, including the independent dir-
ectors, who in turn appoint the 
CEO.

“The board is often not inde-
pendent and would not act to re-
move a poorly performing CEO,” 
Mak added.

Mak, meanwhile, pointed out 
that Asti did not state if Loh, who 
was also executive chairman of the 
company, will stay on at the post or 
be redesignated to non-executive 
chairman.

Asti, in its announcement, only 
generally stated that he will con-
tinue to act as chairman.

Asti also said that Loh was dis-
missed as part of an “ongoing re-
trenchment exercise”. 

BT has sent Asti queries to find 
out more about the exercise, such 
as the number of employees it is ex-
pected to retrench and their re-
lated entitlements. 

The company had not respon-
ded as of the time of this article’s 
publication.

Shares of Asti closed at S$0.028, 
down 3.4 per cent or 0.1 cent on 
Thursday.

By Sharon See 
sharons@sph.com.sg 
@SharonSeeBT 

Singapore 

AMERICAN chipmaker Applied Ma-
terials and an A*Star research insti-
tute have extended their research 
collaboration and will make a new 
combined investment  of  about  
US$210 million over 5 years.

This will bring the total invest-
ment between Applied Materials 
and the Institute of Microelectron-
ics  (IME),  which  is  under  the  
Agency for Science, Technology 
and Research (A*Star) to US$460 
million,  since the collaboration 
began 10 years ago, the two organ-
isations said in a joint media brief-
ing.

The fresh funds will be used to 
add 3,500 square feet of new labor-
atory space as well as expand the 
research team’s headcount by 20 
per  cent  from  the  current
150-strong  team,  said  Terence
Gan, executive director-designate
at IME.

Both Applied Materials and IME 
expressed confidence in  hiring  
local talent, especially given that 
the semiconductor industry, the 

largest manufacturing sector here, 
currently  employs  more  than  
30,000 people.

They will also upgrade and ex-
pand the Centre of Excellence in Ad-
vanced Packaging in Singapore to 
accelerate  materials,  equipment  
and process technology solutions 
for hybrid bonding and other emer-
ging 3D chip integration technolo-
gies, according to a joint state-
ment.

This third phase of their re-
search collaboration focuses on 
heterogenous integration and ad-
vanced packaging solutions to en-
able continued advances in power, 
performance, area, cost and time-
to-market (PPACt).

“The traditional role of pack-
aging is to protect the delicate 
semiconductor chip from physical 
damage and to provide electrical 
connections to connect the chip 
with the printed circuit board,” 
said Gan.

However, over the years, the in-
dustry had been investing in mak-
ing transistors smaller in a bid to 
deliver PPACt, and this has become 
increasingly challenging in accord-
ance to Moore’s law.

“In this third phase, what we are 
going to make possible is to manu-
facture a big chip – not as one 
single chip as they do today, but as 
what we call chiplets and then use 
our packaging technology to create 
the thousands to millions of fine in-

terconnects between the chiplets,” 
Gan said.

He added that this would give 
companies the freedom to source 
for chiplets from different suppli-
ers, helping to increase supply 
chain resilience.

Arvind Sundarrajan, managing 
director and head of the applied 
packaging development centre in 
Singapore at  Applied Materials,  
said applied packaging is becom-
ing more and more sophisticated, 
and this requires access to a num-
ber of tools.

“Some of these tools, Applied 
Materials manufactures and fabric-
ates. There are several other tools 
in the integration flow that we re-
quire  access  to  and  that  is  
provided by IME,” said Dr Arvind, 
adding that the institute has other 
non-applied tools as well as expert-
ise in the area, making them an im-
portant local partner.

Alfred Huan, assistant chief ex-
ecutive of the science and engineer-
ing research council at A*Star said: 
“There’ll be a great demand for 
chips because of the AI era of com-
puting, chips with different func-
tionalities, and the easier way is to 
organise them as chips through 
heterogenous integration, rather 
than through building a single 
monolithic kind of system... what 
we’re going to do in the next 5 
years will put us really in the fore-
front for this demand of chips.”

Oriental Group’s former 
CEO, execs hauled 
to court for alleged 
misappropriation, 
securities fraud, cheating

Asti’s move to retrench CEO with
S$1.4m entitlement questioned

Applied Materials and A*Star invest US$210m in 
research on heterogenous integration over 5 years

Trade and Industry Minister Gan Kim Yong (right) visiting the 
Centre of Excellence in Advanced Packaging on Thursday. 
PHOTO:  A*STAR  AND  APPLIED  MATERIALS

IN THE MATTER OF THE INSOLVENCY, RESTRUCTURING
AND DISSOLUTION ACT 2018 (ACT 40 OF 2018)

AND IN THE MATTER OF
RW MORIYA PTE. LTD.

(IN MEMBERS’ VOLUNTARY LIQUIDATION)
(Company Registration No. 201727776R)

NOTICE OF RESOLUTIONS
Notice is hereby given that at an Extraordinary General Meeting of
the company held on 20 December 2021, the following resolutions,
amongst others, were duly passed:
Special Resolutions
1. “That the company be wound up voluntarily pursuant to Section

160(1) of the Insolvency, Restructuring and Dissolution Act 2018
(Act 40 of 2018) of Singapore (the “Act”).”

2. “That Keoy Soo Earn and Muk Siew Peng, as the Joint and
Several Liquidators, be and are hereby authorised to divide
among the contributory in cash or in specie the whole or any
part of the assets of the company.”

3. “That the Joint and Several Liquidators be at liberty to exercise
all or any of the powers conferred on themselves pursuant to
the Act.”

Ordinary Resolutions
1. “That Keoy Soo Earn and Muk Siew Peng, of 6 Shenton Way, OUE

Downtown 2, #33-00, Singapore 068809 be and are hereby
appointed as the Joint and Several Liquidators for the purpose of
winding up of the company.”

2. “That the remuneration and winding up disbursements of the
Joint and Several Liquidators be fixed on a time basis at rates
normally charged for such an assignment.”

3. “That the Joint and Several Liquidators be authorised to destroy
all books and papers of the company and of the Joint and
Several Liquidators five years after the date of dissolution of the
company pursuant to Section 195(2) of the Act.”

Dated this 24th day of December, 2021.
Lim Teng Hong, Joseph
Director

NOTICE TO SUBMIT PARTICULARS OF DEBTS OR CLAIMS
Notice is hereby given that the creditors of the abovenamed
company, which is being voluntarily wound up are required on or
before 25th January 2022 to send their names and addresses and
full particulars of their debts or claims and the names and addresses
of their solicitors (if any) to the Liquidators of the said company
and, if so required by notice in writing from the said Liquidators,
are, by their solicitors or personally, to come in and prove their said
debts or claims at such time and place as shall be specified in such
notice or in default thereof, they will be excluded from the benefit
of any distribution made before such debts are proved.
Dated this 24th day of December, 2021.
Keoy Soo Earn and Muk Siew Peng
Joint and Several Liquidators
6 Shenton Way, OUE Downtown 2, #33-00
Singapore 068809

IN THE MATTER OF THE INSOLVENCY, RESTRUCTURING
AND DISSOLUTION ACT 2018 (ACT 40 OF 2018)

AND IN THE MATTER OF
RW MIDORI-KU PTE. LTD.

(IN MEMBERS’ VOLUNTARY LIQUIDATION)
(Company Registration No. 201624816C)

NOTICE OF RESOLUTIONS
Notice is hereby given that at an Extraordinary General Meeting of
the company held on 20 December 2021, the following resolutions,
amongst others, were duly passed:
Special Resolutions
1. “That the company be wound up voluntarily pursuant to Section

160(1) of the Insolvency, Restructuring and Dissolution Act 2018
(Act 40 of 2018) of Singapore (the “Act”).”

2. “That Keoy Soo Earn and Muk Siew Peng, as the Joint and
Several Liquidators, be and are hereby authorised to divide
among the contributory in cash or in specie the whole or any
part of the assets of the company.”

3. “That the Joint and Several Liquidators be at liberty to exercise
all or any of the powers conferred on themselves pursuant to
the Act.”

Ordinary Resolutions
1. “That Keoy Soo Earn and Muk Siew Peng, of 6 Shenton Way, OUE

Downtown 2, #33-00, Singapore 068809 be and are hereby
appointed as the Joint and Several Liquidators for the purpose of
winding up of the company.”

2. “That the remuneration and winding up disbursements of the
Joint and Several Liquidators be fixed on a time basis at rates
normally charged for such an assignment.”

3. “That the Joint and Several Liquidators be authorised to destroy
all books and papers of the company and of the Joint and
Several Liquidators five years after the date of dissolution of the
company pursuant to Section 195(2) of the Act.”

Dated this 24th day of December, 2021.
Lim Teng Hong, Joseph
Director

NOTICE TO SUBMIT PARTICULARS OF DEBTS OR CLAIMS
Notice is hereby given that the creditors of the abovenamed
company, which is being voluntarily wound up are required on or
before 25th January 2022 to send their names and addresses and
full particulars of their debts or claims and the names and addresses
of their solicitors (if any) to the Liquidators of the said company
and, if so required by notice in writing from the said Liquidators,
are, by their solicitors or personally, to come in and prove their said
debts or claims at such time and place as shall be specified in such
notice or in default thereof, they will be excluded from the benefit
of any distribution made before such debts are proved.
Dated this 24th day of December, 2021.
Keoy Soo Earn and Muk Siew Peng
Joint and Several Liquidators
6 Shenton Way, OUE Downtown 2, #33-00
Singapore 068809

IN THE MATTER OF THE INSOLVENCY, RESTRUCTURING
AND DISSOLUTION ACT 2018 (ACT 40 OF 2018)

AND IN THE MATTER OF
RW MORIYA SPE 1 PTE. LTD.

(IN MEMBER’S VOLUNTARY LIQUIDATION)
(Company Registration No. 201231338K)

NOTICE OF RESOLUTIONS
Notice is hereby given that at an Extraordinary General Meeting of
the company held on 20 December 2021, the following resolutions,
amongst others, were duly passed:
Special Resolutions
1. “That the company be wound up voluntarily pursuant to Section

160(1) of the Insolvency, Restructuring and Dissolution Act 2018
(Act 40 of 2018) of Singapore (the “Act”).”

2. “That Keoy Soo Earn and Muk Siew Peng, as the Joint and
Several Liquidators, be and are hereby authorised to divide
among the contributory in cash or in specie the whole or any
part of the assets of the company.”

3. “That the Joint and Several Liquidators be at liberty to exercise
all or any of the powers conferred on themselves pursuant to
the Act.”

Ordinary Resolutions
1. “That Keoy Soo Earn and Muk Siew Peng, of 6 Shenton Way, OUE

Downtown 2, #33-00, Singapore 068809 be and are hereby
appointed as the Joint and Several Liquidators for the purpose of
winding up of the company.”

2. “That the remuneration and winding up disbursements of the
Joint and Several Liquidators be fixed on a time basis at rates
normally charged for such an assignment.”

3. “That the Joint and Several Liquidators be authorised to destroy
all books and papers of the company and of the Joint and
Several Liquidators five years after the date of dissolution of the
company pursuant to Section 195(2) of the Act.”

Dated this 24th day of December, 2021.
Lim Teng Hong, Joseph
Director

NOTICE TO SUBMIT PARTICULARS OF DEBTS OR CLAIMS
Notice is hereby given that the creditors of the abovenamed
company, which is being voluntarily wound up are required on or
before 25th January 2022 to send their names and addresses and
full particulars of their debts or claims and the names and addresses
of their solicitors (if any) to the Liquidators of the said company
and, if so required by notice in writing from the said Liquidators,
are, by their solicitors or personally, to come in and prove their said
debts or claims at such time and place as shall be specified in such
notice or in default thereof, they will be excluded from the benefit
of any distribution made before such debts are proved.
Dated this 24th day of December, 2021.
Keoy Soo Earn and Muk Siew Peng
Joint and Several Liquidators
6 Shenton Way, OUE Downtown 2, #33-00
Singapore 068809

IN THE MATTER OF THE INSOLVENCY, RESTRUCTURING
AND DISSOLUTION ACT 2018 (ACT 40 OF 2018)

AND IN THE MATTER OF
MDK JAPAN PTE. LTD.

(IN MEMBER’S VOLUNTARY LIQUIDATION)
(Company Registration No. 201624833N)

NOTICE OF RESOLUTIONS
Notice is hereby given that at an Extraordinary General Meeting of
the company held on 20 December 2021, the following resolutions,
amongst others, were duly passed:
Special Resolutions
1. “That the company be wound up voluntarily pursuant to Section

160(1) of the Insolvency, Restructuring and Dissolution Act 2018
(Act 40 of 2018) of Singapore (the “Act”).”

2. “That Keoy Soo Earn and Muk Siew Peng, as the Joint and
Several Liquidators, be and are hereby authorised to divide
among the contributory in cash or in specie the whole or any
part of the assets of the company.”

3. “That the Joint and Several Liquidators be at liberty to exercise
all or any of the powers conferred on themselves pursuant to
the Act.”

Ordinary Resolutions
1. “That Keoy Soo Earn and Muk Siew Peng, of 6 Shenton Way, OUE

Downtown 2, #33-00, Singapore 068809 be and are hereby
appointed as the Joint and Several Liquidators for the purpose of
winding up of the company.”

2. “That the remuneration and winding up disbursements of the
Joint and Several Liquidators be fixed on a time basis at rates
normally charged for such an assignment.”

3. “That the Joint and Several Liquidators be authorised to destroy
all books and papers of the company and of the Joint and
Several Liquidators five years after the date of dissolution of the
company pursuant to Section 195(2) of the Act.”

Dated this 24th day of December, 2021.
Lim Teng Hong, Joseph
Director

NOTICE TO SUBMIT PARTICULARS OF DEBTS OR CLAIMS
Notice is hereby given that the creditors of the abovenamed
company, which is being voluntarily wound up are required on or
before 25th January 2022 to send their names and addresses and
full particulars of their debts or claims and the names and addresses
of their solicitors (if any) to the Liquidators of the said company
and, if so required by notice in writing from the said Liquidators,
are, by their solicitors or personally, to come in and prove their said
debts or claims at such time and place as shall be specified in such
notice or in default thereof, they will be excluded from the benefit
of any distribution made before such debts are proved.
Dated this 24th day of December, 2021.
Keoy Soo Earn and Muk Siew Peng
Joint and Several Liquidators
6 Shenton Way, OUE Downtown 2, #33-00
Singapore 068809

IN THE MATTER OF THE INSOLVENCY, RESTRUCTURING
AND DISSOLUTION ACT 2018 (ACT 40 OF 2018)

AND IN THE MATTER OF
RW NODA PTE. LTD.

(IN MEMBERS’ VOLUNTARY LIQUIDATION)
(Company Registration No. 201624822K)

NOTICE OF RESOLUTIONS
Notice is hereby given that at an Extraordinary General Meeting of
the company held on 20 December 2021, the following resolutions,
amongst others, were duly passed:
Special Resolutions
1. “That the company be wound up voluntarily pursuant to Section

160(1) of the Insolvency, Restructuring and Dissolution Act 2018
(Act 40 of 2018) of Singapore (the “Act”).”

2. “That Keoy Soo Earn and Muk Siew Peng, as the Joint and
Several Liquidators, be and are hereby authorised to divide
among the contributory in cash or in specie the whole or any
part of the assets of the company.”

3. “That the Joint and Several Liquidators be at liberty to exercise
all or any of the powers conferred on themselves pursuant to the
Act.”

Ordinary Resolutions
1. “That Keoy Soo Earn and Muk Siew Peng, of 6 Shenton Way, OUE

Downtown 2, #33-00, Singapore 068809 be and are hereby
appointed as the Joint and Several Liquidators for the purpose of
winding up of the company.”

2. “That the remuneration and winding up disbursements of the
Joint and Several Liquidators be fixed on a time basis at rates
normally charged for such an assignment.”

3. “That the Joint and Several Liquidators be authorised to destroy
all books and papers of the company and of the Joint and
Several Liquidators five years after the date of dissolution of the
company pursuant to Section 195(2) of the Act.”

Dated this 24th day of December, 2021.
Lim Teng Hong, Joseph
Director

NOTICE TO SUBMIT PARTICULARS OF DEBTS OR CLAIMS
Notice is hereby given that the creditors of the abovenamed
company, which is being voluntarily wound up are required on or
before 25th January 2022 to send their names and addresses and
full particulars of their debts or claims and the names and addresses
of their solicitors (if any) to the Liquidators of the said company
and, if so required by notice in writing from the said Liquidators,
are, by their solicitors or personally, to come in and prove their said
debts or claims at such time and place as shall be specified in such
notice or in default thereof, they will be excluded from the benefit
of any distribution made before such debts are proved.
Dated this 24th day of December, 2021.
Keoy Soo Earn and Muk Siew Peng
Joint and Several Liquidators
6 Shenton Way, OUE Downtown 2, #33-00
Singapore 068809

IN THE MATTER OF THE INSOLVENCY, RESTRUCTURING
AND DISSOLUTION ACT 2018 (ACT 40 OF 2018)

AND IN THE MATTER OF
MOR JAPAN PTE. LTD.

(IN MEMBER’S VOLUNTARY LIQUIDATION)
(Company Registration No. 201713385R)

NOTICE OF RESOLUTIONS
Notice is hereby given that at an Extraordinary General Meeting of
the company held on 20 December 2021, the following resolutions,
amongst others, were duly passed:
Special Resolutions
1. “That the company be wound up voluntarily pursuant to Section

160(1) of the Insolvency, Restructuring and Dissolution Act 2018
(Act 40 of 2018) of Singapore (the “Act”).”

2. “That Keoy Soo Earn and Muk Siew Peng, as the Joint and
Several Liquidators, be and are hereby authorised to divide
among the contributory in cash or in specie the whole or any
part of the assets of the company.”

3. “That the Joint and Several Liquidators be at liberty to exercise
all or any of the powers conferred on themselves pursuant to
the Act.”

Ordinary Resolutions
1. “That Keoy Soo Earn and Muk Siew Peng, of 6 Shenton Way, OUE

Downtown 2, #33-00, Singapore 068809 be and are hereby
appointed as the Joint and Several Liquidators for the purpose of
winding up of the company.”

2. “That the remuneration and winding up disbursements of the
Joint and Several Liquidators be fixed on a time basis at rates
normally charged for such an assignment.”

3. “That the Joint and Several Liquidators be authorised to destroy
all books and papers of the company and of the Joint and
Several Liquidators five years after the date of dissolution of the
company pursuant to Section 195(2) of the Act.”

Dated this 24th day of December, 2021.
Lim Teng Hong, Joseph
Director

NOTICE TO SUBMIT PARTICULARS OF DEBTS OR CLAIMS
Notice is hereby given that the creditors of the abovenamed
company, which is being voluntarily wound up are required on or
before 25th January 2022 to send their names and addresses and
full particulars of their debts or claims and the names and addresses
of their solicitors (if any) to the Liquidators of the said company
and, if so required by notice in writing from the said Liquidators,
are, by their solicitors or personally, to come in and prove their said
debts or claims at such time and place as shall be specified in such
notice or in default thereof, they will be excluded from the benefit
of any distribution made before such debts are proved.
Dated this 24th day of December, 2021.
Keoy Soo Earn and Muk Siew Peng
Joint and Several Liquidators
6 Shenton Way, OUE Downtown 2, #33-00
Singapore 068809

Corporate governance 
expert Mak Yuen Teen notes 
discrepancy in annual report 
about such a payment
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ENFORCEMENT GROUP

Kimly Limited (Kimly), widely recognised as one of the largest 
traditional coffee shop operators in Singapore, started as a 
simple coffeeshop venture by Lim Hee Liat (Lim) and a group 
of friends in 1990. Over the years, the company grew and 
expanded to operate an extensive network of coffee shops, 
food courts and industrial canteens, eventually listing on the 
Catalist Board of the Singapore Exchange (SGX) on 20 March 
2017. Lim himself took on the role of Executive Chairman of 
the company.

On 2 July 2018, Kimly announced the acquisition of Asian 
Story Corporation Pte Ltd (Asian Story Corporation) for 
a purchase consideration of S$16 million. Asian Story 
Corporation marketed and sold a variety of drinks under 
its “Asian Story” brand and bottled water under its “Simply 
Water” brand. What appeared to be a simple acquisition by 
Kimly had more to it – unbeknownst to the other directors of 
Kimly apart from then Executive Director Chia Cher Khiang 
(Chia), Lim had a 30% stake in Asian Story Corporation which 
was never disclosed. 

Lim’s ownership of Asian Story Corporation meant that the 
acquisition constituted an interested person transaction (IPT), 
and required immediate disclosure. Further, due to the value 
of the acquisition, shareholder approval had to be obtained 
for the acquisition. None of these were done. 

Lim and Chia, who were the only two Executive Directors of 
Kimly at the relevant time, had intentionally failed to disclose 
the information regarding Lim’s partial beneficial ownership 
in Asian Story Corporation, resulting in Kimly’s offence of 
intentional failure to make the necessary disclosure to SGX. 

The duo resigned from their respective positions in Kimly on 
11 November 2021.

On 12 November 2021, both Lim and Chia were each charged 
with one count under Section 203(1) read with Section 203(2) 
read with Section 331(1) of the Securities and Futures Act 
(SFA). Lim was also charged with one count under Section 
156 of the Companies Act (CA) for failing to disclose his 
interest in the acquisition of Asian Story Corporation to Kimly. 

PP  Lim Hee Liat and Others

Lim and Chia pleaded guilty on 16 February 2022 and were 
sentenced to fines of S$150,000 and S$100,000 respectively. 
They were both disqualified from acting as a director of any 
company for a mandatory 5-year period. Lim’s charge under 
Section 156 of the CA was taken into consideration for the 
purposes of sentencing. 

Separately, Ong Eng Sing (Ong), the former Chief Executive 
Officer of beverage company Pokka International Pte 
Ltd (Pokka International), was charged and convicted 
on three counts of offence under Section 156 of the CA. 
He, as a director in both Pokka International and Pokka 
Corporation (Singapore) Pte Ltd, had partial beneficial 
ownership of Asian Story Corporation but had failed to 
disclose his interest to these companies on three occasions 
when the companies entered into transactions with Asian  
Story Corporation.

29/07/2022, 08:43 Two ex-directors of Kimly fined for not revealing conflict of interest in drinks company acquisition deal | Th…
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Two ex-directors of Kimly fined for not revealing
conflict of interest in drinks company acquisition deal
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SINGAPORE - Two former directors of coffee shop operator Kimly were on Wednesday (Feb 16)

fined for their role in failing to notify the Singapore Exchange (SGX) that Kimly's acquisition of

drinks company Asian Story Corporation (ASC) involved a conflict of interest.

Former executive chairman Lim Hee Liat was fined $150,000 and disqualified from acting as a

director of any company for five years.

Former executive director Chia Cher Khiang was fined $100,000 and also handed the same

disqualification.
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PP  G B Vasudeven
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Ex-lawyer jailed for offences including
misappropriating more than $15k

G.B. Vasudeven was a director at the Advaitha Law Corporation when he committed the offences in 2016.  ST PHOTO: KELVIN CHNG

 

Shaffiq Alkhatib

Court Correspondent

SINGAPORE - A man was working as a lawyer when he misappropriated cash totalling more than

$15,000 that had been entrusted to him.

G. B. Vasudeven, now 53, was a director at Advaitha Law Corporation when he committed the

offences in 2016.

The Singaporean is now unemployed after he was struck off the rolls in August 2019.

On Thursday, he was sentenced to two years and three months' jail after he pleaded guilty to two

counts of criminal breach of trust involving $10,700. The former lawyer also admitted to one

count of forgery.
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Since 2010, Murugaiyan Ramkumar (Ramkumar) had been 
actively trading on the foreign exchange (forex) markets and 
offered his forex trading services to a group of investors.  
When the forex markets went against him, Ramkumar 
sustained massive trading losses. To turn the dire situation 
around, he devised a plan.

Between 2016 and 2018, Ramkumar, through a friend, 
received over S$4.16 million from nine investors to trade in 
forex. He promised these investors a 20% to 50% annual 
return. He then used some of these monies to pay investors 
their returns, his personal expenses and used a portion to 

PP  Murugaiyan Ramkumar

trade in forex in hopes of recovering the losses. His deceit 
was exposed when he could not pay the promised returns to 
the current batch of investors. 

On 1 August 2022, Ramkumar pleaded guilty to four counts 
of cheating offences, and one count of breaching the 
capital market services licence requirement of the Securities 
and Futures Act (Section 82 SFA). He was sentenced to  
46 months’ imprisonment. The remaining cheating charges 
(3) and Section 82 SFA licensing breach (1) were taken into 
consideration for the purposes of sentencing.

G B Vasudeven (Vasudeven), a practicing lawyer, director and 
sole proprietor of M/s Advaitha Law Corporation, was engaged 
to act for a client whose friend owed him an outstanding debt of 
S$82,500. Eventually, a writ of summons was filed, and a default 
judgement of S$135,000 was awarded to Vasudeven’s client on 
15 August 2016.

The client’s erstwhile friend was unable to pay the judgement 
sum. This set the stage for him to be defrauded by Vasudeven. 
Vasudeven told him that his friend, Vasudeven’s client,  
had instructed to commence bankruptcy proceedings against 
him even though there was none. Vasudeven then offered to help 
him delay the bankruptcy proceedings. He also told him that he 
was required to make various payments to the Court to hold back 
the appointment of the Official Assignee. Vasudeven lied to him 
that he had taken S$30,000 from another client to pay to the 
Court on his behalf.

From 7 September 2016 to 25 October 2016, the victim, having 
trusted the representations made by Vasudeven, made payments 
to Vasudeven totalling S$15,290 over four separate occasions. 

To bolster his lies to the victim, Vasudeven forged a court 
document for the victim to sign. In this document, the victim’s 
friend was reflected as the plaintiff, and the victim as the defendant.  
This document also stated that the defendant had made a 
payment that was duly registered with the Registry of Supreme 
Court. In reality, this document was never filed in court,  
and Vasudeven did not make payment to the Court on the 
victim’s behalf.

On 16 September 2021, Vasudeven pleaded guilty and was 
sentenced to 27 months’ imprisonment for criminal breach 
of trust, and forgery of court documents to facilitate criminal 
breach of trust.
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So Seow Tiong (also known as Arthur So), was the director 
of SPE Technology (Singapore) Pte Ltd (SPE), a company 
providing electronics manufacturing services. At the same time,  
he managed FSL Business Enterprise (Singapore) Pte Ltd (FSL), 
a company selling electronic components. He managed FSL 
as a shadow director by giving instructions to the registered 
director of FSL, Quek Swee Wah (also known as Shirley Quek).

Between March 2007 and January 2011, Arthur So instructed 
Shirley Quek to prepare and sign 75 FSL invoices and 
corresponding delivery orders to reflect SPE’s purported 
purchases of various items from FSL. These documents were 
fictitious as there were no such purchases. They were used to 
apply for trade financing from five different banks. These banks 
were Chang Hwa Commercial Bank Ltd, United Overseas 
Bank, Oversea-Chinese Banking Corporation Limited, Malayan 
Banking Berhad, and ABN AMRO Bank. Over the material period,  
the banks disbursed S$3,797,422.16 and US$4,798,106.91 
(about S$6,943,034.56) to FSL based on the fraudulent 
applications and invoices submitted to them. 

On 16 September 2021, Arthur So was sentenced to 26 months’ 
imprisonment for cheating and dishonestly inducing delivery of 
property under Section 420 of the Penal Code. He has made a 
full repayment of the disbursed monies to the banks.

On 3 November 2020, Shirley Quek, being the registered director 
of FSL, was sentenced for one charge under Section 157(1) 
punishable under Section 157(3)(b) of the Companies Act,  
for failing to take reasonable steps to ensure that FSL did not 
issue the fake invoices and delivery orders. She was fined 
S$5,000 and disqualified from being a director for four years.

PP  So Seow Tiong

Rei Kurohi

Socio-political website The Online Citizen (TOC) and 
its various social media channels were taken offline 
yesterday morning, ahead of a 3pm deadline set by the 
Infocomm  and  Media  Development  Authority
(IMDA).

Attempts to access the TOC website returned an “ac-
cess denied” error. The website was also not accessi-
ble from outside Singapore.

TOC’s  Facebook,  Twitter  and  Instagram  profiles  
were  deactivated,  while  all  video  content  on  its  
YouTube channel was delisted.

In response to queries from The Straits Times, TOC 
chief editor Terry Xu confirmed that he had taken the 
website offline at around 9am.

He also said  he  intends  to  file  a  judicial  review 
against IMDA’s order for TOC to suspend its social me-
dia platforms.

Mr Xu noted that in 2014, the then Media Develop-
ment Authority had “clearly stated that the licensing 
is for the purpose of the website and there had been 
no mention of the social media platforms”. 

Noting that IMDA controls licensing in Singapore 
only and not the rest of the world, he said the author-
ity “cannot reasonably expect TOC to cease all its oper-
ations outside of Singapore just because it has sus-
pended the class licence that it granted for the pur-
pose of operation in Singapore”.

The development comes after IMDA on Monday sus-
pended TOC’s class licence to run its website and so-
cial media channels owing to its repeated failure to 
comply with legal obligations to declare all sources of 
funding.

TOC has not  fully  complied  with  this  obligation 
since 2019, IMDA had said. It set a deadline of 3pm yes-
terday for TOC to disable its website and social media 
channels, adding that it would take steps to block ac-
cess to TOC in Singapore otherwise.

The authority also threatened to cancel TOC’s class 
licence by Sept 28 if it “does not provide further infor-
mation to bring it into full compliance”. It added that 
TOC’s officers may be held liable for criminal offences 
under the Broadcasting Act.

ST understands that IMDA had not yet taken steps 
to block TOC in Singapore when the website went 
dark.

Founded in 2006, TOC had styled itself as Singa-
pore’s  longest-running  independent  online  media  
platform. 

Since at least 2016, it has largely been a one-man 
show run by Mr Xu.

On Sept 1, Mr Xu was ordered by the High Court to 
pay Prime Minister Lee Hsien Loong $210,000 for 
defamation over an article published on the TOC web-
site.

According to Mr Xu’s lawyer Lim Tean, a crowdfund-
ing effort to help Mr Xu pay the damages had raised 
close to $195,000 as at Wednesday night.

rei@sph.com.sg So Seow 
Tiong 
submitted 
fraudulent 
documents to 
five banks on 
75 occasions. 
However, the 
monies 
disbursed by 
the banks 
were repaid 
before 
investigations 
began. 
ST PHOTO: 
KELVIN CHNG

Jean Iau 

A  housewife  who  claimed  she  
was disciplining her two daugh-
ters,  aged  six  and  10,  slapped,  
kicked, and even dragged one of 
them by the hair when she was 
left alone with them.

Her abusive behaviour came to 
light when her husband, 37, dis-
covered that the older girl’s front 
teeth were broken.

He  took  her  to  KK  Women’s  
and  Children’s  Hospital  (KKH)  
where a police report was made.

But  the  38-year-old  mother  
downplayed the extent of the at-
tacks  to  investigating  officers  
and also told her elder daughter 
to lie to a child protection officer.

Yesterday,  she  appeared  in
court  via  video-link  with  a
blank expression  and  admitted  
to seven counts of abusing her 
daughters.

The  woman,  who  cannot  be  
named to protect the identity of 
her  children,  also  has  a  son
whose  age  was  not  stated  in  
court documents.

Four other similar charges will 
be taken into consideration for 
her sentencing.

A psychiatric report found that 
the  woman  was  not  suffering  
from  any  mental  illness  at  the  
time of the offences.

The court heard that in Decem-
ber 2018, her husband installed a 
closed-circuit television (CCTV) 
camera in the living room of their 
home for occasions when the chil-

dren were left alone.
On  June 18,  2019,  he  discov-

ered  that  his  elder  daughter’s  
front  teeth  were  broken.  She  
told  him  that  her  mother  had  
slapped and kicked her, causing 
her mouth to bleed and her front 
teeth to break.

He took her  to  KKH  without  
confronting his wife. 

The  father  later  checked  the  
CCTV footage and found that his 
wife had assaulted both daugh-
ters on other occasions.

Several clips of CCTV footage 
played  in  court  showed  the
woman  assaulting  the  girls  by  
slapping,  pinching  and  kicking  
them. She was also seen pulling 
the older girl’s ears and dragging 
her into a bedroom by her hair.

The  older  daughter  revealed  
during  investigations  that  the  
abuse started when  she was in 
Kindergarten 2 but it worsened 
in 2018.

She did not tell her father be-
cause she was afraid of more beat-
ings,  Deputy  Public  Prosecutor  
Lim Ying Min told the court.

The  psychiatric  report  also
found that the risk of the woman 
using  harsh  physical  punish-
ment on children in future re-
mains high.

The  woman’s  mitigation  and  
sentencing  are  scheduled  for
Sept 29.

For each charge of abusing her 
children, she can be fined up to 
$4,000, jailed up to four years, 
or both.

jeaniau@sph.com.sg

Audrey Tan
Environment Correspondent

As an island nation surrounded by 
the sea, Singapore is vulnerable to 
changes in the realm of the blue as 
the world warms.

Sea level rise brought about by 
the  melting  of  land  ice,  for  in-
stance, is a major threat for the 
low-lying country.

A warming ocean could also re-
sult  in  more  frequent  harmful  
algae blooms, which could kill fish 
in  kelongs  here  and  affect  the  
Republic’s food security.

But Singapore is taking steps to 
better  understand  how  climate  
change could impact the marine 
environment,  with  the  Govern-
ment launching a call for research 
proposals under the new Marine 
Climate  Change  Science  pro-
gramme in November.

Minister for National Develop-
ment Desmond Lee said during a 

marine science symposium yester-
day: “We will study the impact of 
climate  change  on  our  marine  
ecosystems, such as rising sea lev-
els, increasing sea surface temper-
atures and extreme storm events, 
and how we can overcome these 
challenges in a sustainable man-
ner, such as by using nature-based 
solutions  to  protect  our  coasts  
against rising sea levels.”

Mangroves,  for  example,  are  
habitats that stand where the sea 
meets land, and are considered a 
nature-based  solution  to  help
mankind  mitigate  and  adapt  to  
the changing climate.

The $25 million Marine Climate 
Change Science programme, first 
announced in March, is led by the 
National Parks Board and involves 
government agencies, research in-
stitutes and industry partners.

The November grant call for the 
new programme comes as the Ma-
rine Science Research and Devel-
opment Programme, an initiative 
launched in 2016, draws to a close.

The  earlier  programme,  also  
funded to the tune of $25 million, 
was helmed by the National Re-
search  Foundation  and  had  a  
broader scope. Thirty-three initia-
tives were funded under the ear-
lier  programme,  with  research  
projects on various topics such as 
biodiversity, including horseshoe 
crabs and coral reefs, as well  as 
the marine microbial world.

The Marine Climate Change Sci-
ence programme has a more fo-
cused scope on climate change.

The oceans cover more than 70 
per cent of  the planet’s  surface. 
The bounty in their depths helps 
to  feed  mankind  through  fish-
eries, while the weird and wonder-
ful creatures that swim in the seas 
help spark the imagination.

But the oceans are also crucial in 
helping to regulate the global cli-
mate – absorbing about a quarter 
of the carbon dioxide that humans 
spew into the atmosphere when 
fossil fuels are burned.

At  Thursday’s  event,  Mr  Lee  

said  marine  science  research  is  
particularly important for Singa-
pore, which has to balance the con-
servation of its rich marine habi-
tats with its shipping hub status. 

The event was attended by ma-
rine  science  researchers,  repre-
sentatives from the marine indus-
try and government officials.

Mr Lee said the Republic  also 
has to deal with problems such as 
marine pollution with its neigh-
bours.

“We have a strong responsibility 
to protect our coastal and marine 
habitats, and the research commu-
nity plays an instrumental role in 
this,” he said.

“With your help, we can more ac-
curately model and predict envi-
ronmental changes across a range 
of scientific and geographical con-
siderations which in turn helps us 
to  develop better  ways  of  safe-
guarding our marine environment 
and biodiversity.”

audreyt@sph.com.sg

Shaffiq Alkhatib 
Court Correspondent 

A director of a now-dissolved com-
pany who duped five banks into dis-
bursing more than $10 million for 
transactions that never took place 
was yesterday  sentenced  to  two  
years and two months’ jail. 

On Tuesday, So Seow Tiong, 61, 
had pleaded guilty to 25 cheating 
charges. Another 50 similar char-
ges were taken into consideration 
during sentencing. 

The Singaporean’s  offences in-
volved  using  fraudulent  docu-
ments to apply for trade financing 
from five banks between 2007 and 
2011. They were Chang Hwa Com-
mercial  Bank, UOB,  OCBC Bank,  
Maybank and ABN Amro Bank. 

Senior District Judge Bala Reddy 
noted the scam was  perpetrated 
over several years and a deterrent 
sentence  was  warranted  to  dis-
suade others from similar crimes. 

At the time of the offences, So 
was director of electronics manu-
facturer  SPE Technology (Singa-

pore) and held a 38 per cent 
stake. The company was dis-
solved on Jan 24, 2015. He 
also managed FSL Business 
Enterprise  (Singapore),
which sold electronic com-

ponents, though he was 
not its director. 

So  had  authority
over the use of FSL’s 
funds and would give 
instructions  to  its
then  director,  
Ms Quek Swee Wah, 
who  had  no  say  in  
the company’s busi-
ness. 

Accounting and Corporate Regu-
latory Authority records show that 
FSL has since ceased business. 

Between  March  27,  2007,  and  
Jan 11, 2011, So instructed FSL to 
prepare  75  invoices  and  corre-
sponding delivery orders to reflect 
SPE Technology’s purported pur-
chases of various items from it. 

He also took steps to make the 
documents look authentic, by acts 
such  as  instructing  Ms  Quek  to  
sign  them  and  ensuring  the  in-
voices were stamped. 

So submitted the fraudulent doc-
uments to the banks to apply for 
trade financing on 75 occasions. 

After  FSL  received  the  funds  
from the banks, So got the com-
pany to transfer the money to SPE 
Technology. 

He then made SPE Technology’s 
accounting records falsely reflect 
that the supposed purchases had 
been cancelled. 

So also got Ms Quek to sign on 
documents purportedly issued by 
FSL stating that the “goods” had 
been supposedly returned to it. 

So’s offences were uncovered af-
ter the Commercial Affairs Depart-
ment (CAD) received a complaint 
on Aug 1, 2012, from SPE Technol-
ogy’s  liquidators  about  the com-
pany getting trade financing from 
banks using fictitious purchases. 

The  monies  disbursed  by  the  
banks were repaid before the CAD 
began investigations. 

Ms Quek was fined $5,000 last 
year over her involvement in So’s 
offences. 

For cheating and dishonestly in-
ducing another person to deliver 
property, offenders can be jailed 
for up to 10 years and fined. 

A man was hauled to a district court yesterday after he 
allegedly tried to bribe a policeman.

Chinese national Xu Shoupei,  29,  who faces two 
graft charges, is accused of offering a bribe of $76 to 
Special Constable Ong Shu Hong on two occasions on 
July 4.

The Corrupt Practices Investigation Bureau (CPIB) 
said in a statement that the policeman rejected the of-
fers.

The matter was then referred to the CPIB.
According to court documents, Xu allegedly offered 

a bribe as he did not want the officer to conduct an 
identity check on him. 

On another occasion, Xu is accused of offering the 
policeman $76 as he wanted the latter to release him 
from custody.

Court documents did not disclose why the authori-
ties conducted a check on Xu’s identity.

The accused’s bail was set at $7,000 and his case has 
been adjourned to Oct 13.

If convicted, he can be jailed for up to five years and 
fined up to $100,000 for each graft charge.
Shaffiq Alkhatib

Pulau Ubin (foreground) and southern Johor (across the strait) are seen in this photo taken by a drone last year from Kekek Quarry on the isle. Marine science research is particularly 
important for Singapore, which has to balance the conservation of its rich marine habitats with its shipping hub status. ST FILE PHOTO

Its website also not accessible 
from outside Singapore; social 
media channels go dark as well

New marine climate science programme in 
Singapore to call for proposals in November

Woman who kicked, 
slapped daughters 
admits to abuse

Ex-director jailed for duping
5 banks to obtain financing

Man allegedly tried to 
bribe cop on 2 occasions

TOC 
goes
offline 
ahead of 
deadline 
set by 
IMDA
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Drawn by a promised monthly investment return of 2% to 
5%, 24 investors handed over S$2.3 million of their savings to 
invest with Skycastle Capital LLP (Skycastle Capital) between 
2014 and 2017. Wan Lai Kuan (Wan) and Chan Xuan Feng 
(Chan) were the persons behind Skycastle Capital who had 
convinced these investors to part with their hard-earned 
monies. Wan was in charge of managing the investments, 
which purportedly were in various financial instruments, 
including trading in leveraged foreign exchange. 

Unbeknownst to these investors, Wan was in fact building 
castles in the air. Only a minute fraction of the monies raised 
was actually used for trading in financial instruments. Instead,  
Wan used a significant portion of these monies to pay the 
investors the promised returns, to keep her personal business 
venture going, and personal expenses. Her fraud was 
finally exposed when she could no longer keep up with the 
repayments of capital and returns to the investors. 

PP  Wan Lai Kuan and Chan Xuan Feng

Chan, who had no knowledge of what Wan had done with 
the investor monies, but had assisted to bring investors 
in, was charged for carrying on a business in a regulated 
activity without the requisite capital market services licence. 
In April 2022, Chan pleaded guilty and was sentenced to a 
S$5,000 fine. Wan was charged with 18 counts of cheating 
and one count of carrying on a business in a regulated 
activity without the requisite capital markets services 
licence (Section 82 of the Securities and Futures Act (SFA)).  
On 30 August 2022, Wan pleaded guilty to six counts 
of cheating offences. She was sentenced to 69 months’ 
imprisonment. The remaining cheating charges (12) and  
Section 82 SFA licensing breach (1) were taken into 
consideration for the purposes of sentencing.
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In one of the most extensive frauds perpetrated against the 
Government, Chester Lim Chit Foo (Lim) conspired with others to 
cheat the Inland Revenue Authority of Singapore (IRAS) of more 
than S$11.8 million through the submission of 400 fraudulent 
Productivity and Innovation Credit (PIC) claims. 

The now defunct PIC scheme was a government assistance 
scheme which offered tax deductions or cash payouts to 
businesses, which incurred qualifying expenditures that 
encouraged productivity and innovation. 

In April 2015, Lim began using companies (which were mostly 
dormant) to submit fraudulent PIC claims based on fictitious 
software purchases from vendor companies under his control. 
To further exploit the scheme, Lim roped in co-conspirators 
to incorporate and take over more companies so that more 
fraudulent claims could be submitted to IRAS. Between April 
2015 and September 2016, a total of 230 companies were used 
for the purposes of perpetrating the fraud.

To obscure his identity and evade detection, Lim did not register 
himself as director or shareholder in any of the companies. 
Instead, more than 100 individuals were recruited and paid to 
be nominee directors for the companies, and their Singpass 
credentials used to submit the fraudulent claims. Some of these 
nominee directors were also instructed by Lim to open corporate 
bank accounts, or to use existing bank accounts to receive the 
payouts disbursed by IRAS. Lim further instructed these nominee 
directors on how to launder the criminal proceeds, including 
depositing monies directly into his personal bank accounts. In so 
doing, Lim acquired criminal proceeds of at least S$1.14 million.

PP  Chester Lim Chit Foo and Others

Lim’s fraudulent scheme eventually came to light when IRAS 
detected forged documents submitted by one of the nominee 
directors as part of the PIC application process and made a 
police report. 

But even while police investigations were ongoing, Lim made 
strenuous efforts to conceal the fraud and his involvement in it. 
He began instigating the nominee directors to lie to the Police, 
by saying that they were directed by others to incorporate the 
companies (instead of Lim) or that they had seen the purchased 
software being used in their companies’ operations before  
(when they had not). For instigating these nominee directors to lie, 
Lim was charged with witness tampering offences in November 
2016, and was convicted on these charges in September 2018 
after a lengthy court trial. 

For his part in the fraudulent PIC claims scheme, Lim was further 
charged in January 2019 with over 400 counts of offences, 
including cheating and attempted cheating offences in relation to 
the fraudulent claims, possessing forged documents, and money 
laundering offences.

In January 2022, Lim pleaded guilty to 20 counts of cheating 
offences, with most of the remaining offences taken into 
consideration for the purposes of sentencing. He has been 
sentenced to 11 years and eight months’ imprisonment for the 
cheating and witness tampering offences. 

At the time of publication, court proceedings against Lim’s  
co-conspirators are ongoing.

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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ENFORCEMENT GROUP

On 30 April 2020, Zarifah Binti Idris (Zarifah) applied to the 
Ministry of Social and Family Development (MSF) for a S$500 
pay-out under the Temporary Relief Fund, on the basis 
that she had lost her job at a childcare centre due to the 
pandemic. The reality was that she had been dismissed due 
to her poor work performance during her probation period.  
To substantiate her false application, she forged and 
submitted a termination letter purportedly issued by the 
centre. Her application was approved, and she received the 
S$500 pay-out the next day.

Emboldened by the successful application, Zarifah decided to 
try her luck with other COVID-19 financial support schemes. 

Between 5 May 2020 and 12 November 2020, Zarifah made 
four applications for the COVID-19 Support Grant (CSG) 
and The Courage Fund. For each of these applications,  

PP  Zarifah Binti Idris

she submitted forged documents (including a medical 
certificate and an SMS from a hospital) as proof of her 
purported employment or contracting COVID-19 when 
she had not. To cover her tracks, she had listed her phone 
number in the “employer” section of the applications in the 
event MSF contacted her “employer” for verification.

MSF disbursed S$2,400 to Zarifah in relation to one of her 
fraudulent CSG applications. Fortunately, the meticulous 
MSF processing officers spotted signs of forgery in the 
remaining applications, preventing a further S$5,800 from 
being disbursed to Zarifah. 

On 14 January 2022, Zarifah was sentenced to 12 months’ 
imprisonment after she pleaded guilty to two counts of 
cheating, two counts of attempted cheating, and one count 
of forgery.
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SINGAPORE - A woman unlawfully exploited Government-related initiatives amid the Covid-19

pandemic and duped the Ministry of Social and Family Development (MSF) into disbursing

$2,900 in total.

Zarifah Idris also tried to cheat MSF of another $5,800. She has made no restitution.

On Friday (Jan 14), the 37-year-old Singaporean was sentenced to a year in jail after she pleaded

guilty to two counts each of cheating and attempted cheating.

She also admitted to one count of forgery. Eight other charges were considered during

sentencing.
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ENFORCEMENT GROUP

In December 2011, Logistics Construction Pte Ltd (Logistics) 
was appointed by the Ministry of Home Affairs (MHA) as 
the term contractor for the maintenance and addition and 
alteration of building works at Home Team Departments 
in the West Zone. Logistics then sub-contracted the term 
contract to Buildforms Construction (Pte) Ltd (Buildforms), 
a building construction and renovation works company.  
At that time, Cheow Boon Peng (Cheow) and his wife Kuan 
Pooi Yee (Kuan) were the general manager and director of 
Buildforms respectively. 

Under the MHA Term Contract, the costs of construction 
works are based on a Fixed Schedule of Rates. Construction 
works not covered by the Fixed Schedule of Rates are 
termed star rate works. To determine the price of star rate 
works under the MHA Term Contract, Term Contractors had 
to source for at least three quotations for the works from 
three different ACRA registered contractors. The rationale for 
requiring three quotations is to ensure transparency, fairness, 
and open competition during the procurement process. 
The works would normally be awarded to the lowest-priced 
quotations that met MHA’s requirement, and offered the best 
value for money. 

As part of its sub-contract arrangement 
with Logistics, Buildforms agreed to 
perform all works and tasks that were 
to be performed by Logistics under 
the MHA Term Contract, including 
Logistics’ responsibility to source for 
three quotations as required under 
the MHA Term Contract. To determine 
the cost of star rate works, Buildforms 
was obliged to source for and submit 
at least three genuine quotations 
made by three different, independent 
companies.

Sometime in January 2012, Cheow 
came up with the idea to prepare 
fictitious quotations from other 
companies to be submitted with 
Buildforms’ quotations as part of the 
three required quotations. His plan  

PP  Cheow Boon Peng and Kuan Pooi Yee

Siti Sarah 

Almost every workday sees Singa-
pore Civil  Defence Force (SCDF) 
paramedic Benjamin Yeo, 26, carry-
ing out strenuous tasks such as lift-
ing casualties onto stretchers and 
carrying heavy medical equipment 
like oxygen tanks. 

Back pain comes with the job,  
but that could change with the use 
of a new “soft” exoskeleton. 

Unveiled  yesterday,  the  “exo-
suit”  is  a  lightweight  device
strapped over the chest with an ad-
justable shoulder harness and belt 
around the hips, to alleviate strain 
on the lower back. 

Chest pads support the wearer 
when he is leaning forward, reduc-
ing the strain on the spine. 

“Smart joints” store energy as a 

wearer  bends  forward,  releasing  
this energy to provide a slight push 
against the thighs when the wearer 
shifts upright. 

This  assistive  force  can  be
switched on and off. 

“The suit has no electronics, just 
a  spring-loaded  system,”  said
Sergeant  (2)  Yeo.  “The  spring
helps to rebound my weight, so in-
stead  of  using  my  full  effort,  it  
helps me to come back up easier.” 

This alleviates muscle fatigue on 
busy days, he added. 

The exosuit will soon be trialled 
in the daily operations of SCDF’s 
Emergency  Medical  Services
(EMS) and Disaster Assistance and 
Rescue Team (Dart), whose jobs de-
mand  physical  strength  and  en-
durance. 

EMS officers such as paramedics 
and  emergency  medical  techni-
cians have to carry oxygen tanks 
and  other  heavy  medical  equip-
ment. 

Dart teams often have to hold 
heavy hydraulic rescue equipment 
for long periods of time when extri-

cating  casualties  from  collapsed  
structures or confined spaces. 

The  Home  Team  Science  and  
Technology  Agency  (HTX)  de-
signed trials to assess the efficacy 
of the suits for SCDF. 

At the launch at Bukit Batok Fire 
Station yesterday, HTX senior scien-
tist Leong Hin Fong said controlled 
environment trials found that Dart 
specialists’  endurance  was  pro-
longed by 39 per cent on average. 

Unlike a bulkier robotic exoskele-
ton developed in 2016,  the com-
pact exosuit weighs less than 3kg 
and does not hinder movement. 

In a demonstration of the exo-
suit’s operational advantage yester-
day, a Dart officer lifted a 20kg bag 
and walked from the back of a fire 
truck to the front with ease. 

SCDF first explored exoskeleton 
technology  in  2014,  launching  a  
hard suit in 2016 that aimed to en-
hance a responder’s ability to exe-
cute front-line functions such as 
firefighting,  rescue  and  casualty  
evacuation. 

But trials conducted from 2018 

to 2019 revealed that the hard suit 
was too bulky and difficult to wear. 

Mr Ying Meng Fai,  director  of  
HTX’s Human Factors and Simula-
tion Centre of Expertise, said: “See-
ing the potential in using soft ex-
oskeleton to ergonomically (help) 
Home Team  front-liners  to  per-
form their roles, we made it  our 
mission to design a rigorous trial 
to assess the suitability  of using 
soft  exoskeleton  for  emergency  
operations.” 

Eight exosuits have been devel-
oped for a year-long trial that will 
begin in January. 

ssbar@sph.com.sg 

Samuel Devaraj 

The  death  of  a  42-year-old
woman  who  was  repeatedly
stabbed by her husband has been 
ruled an unlawful killing.

Delivering  his  findings  in  the  
coroner’s inquiry into the deaths 
of  the  couple  earlier  this  year,  
Coroner Prem Raj also said yester-
day that the man, 45, committed 
suicide by jumping from their flat 
in Punggol.

The Straits Times is not naming 
the couple to protect the identi-
ties of their children, who are pro-
tected  under  the  Children  and  
Young Persons Act.

The man, a food caterer, and the 
woman,  a  teacher,  married  in  
2000, but had been living apart 
since  Feb  15  last  year,  after  he  
grabbed  her  by  the  neck  and  
pushed her against a wall in their 
home.

She took their children – two 
daughters and a son – to her par-
ents’  home in  Tampines,  while  
the  estranged  husband  contin-
ued to live in the marital home in 
Punggol.

After she had moved out,  the 
man  harassed  her,  repeatedly
stalking and calling her, and the 

police had to intervene on multi-
ple occasions.

Later that month, the woman, 
who had started divorce proceed-
ings, was granted an expedited or-
der to restrain her husband from 
using family violence against her 
and their children. She was also 
granted a personal protection or-
der in March last year.

On Feb 10 this year, the man, 
who  was  armed  with  a  knife,  
waited for his wife near her par-
ents’ block in Tampines.

When he spotted the woman, 
he approached her from behind 
and stabbed her 18 times in the 
chest, back and arms. Eight of the 
chest wounds were fatal.

The man then fled and removed 
the  long-sleeved  black  shirt  he  
was wearing. He returned home 
and barricaded himself in the flat 
using  a  cupboard  and  plastic
chairs. He moved a gas cylinder 
from the kitchen to the master  
bedroom and turned it on. All the 
windows in the flat were closed.

By then, police officers had gath-
ered on the ground floor of the 
block and in the corridor outside 
the flat.

The man then climbed out of a 
window and jumped. He was pro-
nounced dead at Sengkang Gen-
eral Hospital later that morning.

The coroner said the couple had 
not been on speaking terms for 
some time and that the man was 
having great difficulty accepting 
that  his  marriage  had  broken  
down with little, if any, hope for 
reconciliation.

samuelsd@sph.com.sg

Shaffiq Alkhatib 
Court Correspondent

The mastermind of a scheme that 
saw numerous departments under 
the  Ministry  of  Home  Affairs
(MHA) cheated over a  period of 
three  years  was  yesterday  sen-
tenced to 19 months’ jail.

Singaporean Cheow Boon Peng, 
now  43,  and  his  Malaysian  wife  
Kuan Pooi Yee committed the of-
fences  by  submitting  quotations  
for works from their company as 
well  as  fake  quotations  purport-
edly from other firms.

Kuan, now 37, was fined $15,000 
over her roles in the ruse.

At  the  time  of  the  offences,  
Cheow was the general manager of 
Buildforms Construction while his 
wife was a director.

The scheme involved the submis-
sion of fictitious quotations to sev-
eral MHA departments for bidding 
in construction projects.

These quotations paved the way 
for Buildforms Construction to be 
awarded  projects  worth  some
$165,000 from 2012 to 2014.

On  Sept  29,  Cheow  was  con-

victed  of  10  cheating  charges,  
while Kuan was convicted of three.

In sentencing the pair yesterday, 
District  Judge  Marvin  Bay  said:  
“The  deceptions  had  effectively  
locked MHA into a closed market 
of just one party – Buildforms – 
(which) could specify their price at 
will since the fictitious bids would 
always be higher.”

In December 2011, Buildforms be-
came the sole sub-contractor for 
all MHA building works at its West 
Zone properties.

MHA departments in that zone 
included  the  Singapore  Police
Force, Home Team Academy, Im-
migration and Checkpoints Author-
ity,  and  Singapore  Civil  Defence  
Force. 

As  part  of  this  arrangement,  
Buildforms was to source for three 
quotations for certain works.

These jobs would be awarded to 
the lowest  priced quotation that 

met MHA’s requirements and of-
fered the best value for money.

Cheow and Kuan had initially at-
tempted to obtain genuine quota-
tions from other sub-contractors 
through Buildforms Construction. 

But the sub-contractors did not 
always respond.

In January 2012, Cheow came up 
with the idea to prepare fake quota-
tions from other companies to be 
submitted  together  with  Build-
forms’ own. His plan was to have 
Buildforms’ quotation be the low-
est bid, ensuring the firm would be 
awarded the jobs.

Cheow then taught Kuan how to 
prepare  fake  quotations  from
other companies and she in turn 
taught some of Buildforms’ admin-
istrative staff to do this. It was not 
disclosed how the conspiracy was 
finally uncovered. 

Singapore Civil 
Defence Force’s 
Disaster 
Assistance and 
Rescue Team 
specialists 
Bahiyudin Abas 
(left) and 
Zulhelmi Sa’adon 
with their soft 
exosuits. “Smart 
joints” store 
energy as the 
wearer bends 
forward, 
releasing this 
energy to 
provide a slight 
push against the 
thighs when the 
wearer shifts 
upright. 
This assistive 
force can be 
switched on 
and off. 
ST PHOTO: 
NG SOR LUAN

An exoskeleton suit that 
reduces the impact of strenuous 
and repetitive tasks? I jumped 
at the chance to don this 
“bionic” suit yesterday, when it 
was unveiled by the Singapore 
Civil Defence Force (SCDF). 

The “exosuit” is being 
assessed for use by the SCDF in 
trials designed by the Home 
Team Science and Technology 
Agency (HTX). 

It comprises supportive chest 
pads to reduce the strain on the 
wearer’s spine when leaning 
forward, such as when 
paramedics lift patients on a 
stretcher or perform 
cardiopulmonary resuscitation 
(CPR) for prolonged periods. 

This exosuit weighs no more 
than 3kg, and is designed to be 
donned in 40 seconds. Except... 
Mayday. Its design has been 
optimised for the average 
height of SCDF officers, which 
is 1.6m. Standing at 1.56m, I just 
couldn’t fit it on myself. 

Two HTX employees, then 
two SCDF officers came to my 
rescue as I struggled to adjust 
the exosuit. But nothing could 
be done about the big gap 
between my body and the chest 
pads. The belt, where the smart 
joints are attached, also sat way 
too low on my hips. 

I was determined to go on, but 
was told I might not experience 
the full effect of the exosuit. 

Instead of testing the suit’s 
prowess while performing CPR 
on a dummy as originally 
planned, I was told to do 
“simple tasks” such as squatting 
and reaching for my toes. 

The sensations were strange 
– anti-gravitational, in a way. 

As I lowered my body, it felt 
like there were springs in my 
feet that were simultaneously 
pushing me upwards. 

However, I felt very little 
pressure on my spine, despite 
bending down low. Doing a 
quick series of squats did not 
leave me with burning thighs or 
an aching back. Front-liners 
using this suit would feel less 
strain and fatigue when 
carrying heavy equipment. 

While I was in the exosuit, I 
certainly felt like I could 
accomplish much more, such as 
moving things repetitively from 
one point to another. If the 
exosuit passes trials, it will help 
SCDF officers achieve even 
greater heroic deeds in the 
course of their work. 
Siti Sarah 

Cheow Boon 
Peng and his 
wife Kuan Pooi 
Yee had 
submitted 
quotations for 
works from their 
company as well 
as fake 
quotations 
purportedly from 
other firms to 
the Ministry of 
Home Affairs. 
ST FILE PHOTO

It reduces lower back strain for 
front-liners carrying heavy loads

HELPLINES

• National Care Hotline:

1800-202-6868 (8am-12am)

MENTAL WELL-BEING
• Institute of Mental Health’s

Mental Health Helpline:
6389-2222 (24 hours)

• Samaritans of Singapore:

1800-221-4444 (24 hours) 
/1-767 (24 hours)

• Singapore Association for 

Mental Health:
1800-283-7019

• Silver Ribbon Singapore:

6386-1928
• Tinkle Friend: 1800-274-4788

• Community Health

Assessment Team 
6493-6500/1

COUNSELLING
• TOUCHline (Counselling):

1800-377-2252
• TOUCH Care Line (for seniors,

caregivers): 6804-6555
• Care Corner Counselling 

Centre: 1800-353-5800

Man jailed, 
wife fined 
for cheating 
MHA

AT THE COURTS

Man lay in wait for
wife before stabbing 
her to death: Coroner

An SCDF officer 
wearing an 
earlier version of 
the exoskeleton 
suit in a 2019 
photo. Trials 
conducted from 
2018 to 2019 
revealed that 
the hard suit 
was too bulky 
and difficult 
to wear.
PHOTO: MINISTRY 
OF HOME AFFAIRS

Softer, lighter SCDF 
exosuit goes on trial

Commentary

Feeling 
up to the 
task in 
new suit

B6 SINGAPORE | THE STRAITS TIMES | SATURDAY, OCTOBER 30, 2021 |

was to price Buildforms’ quotation as the lowest of the three 
submitted quotations to ensure that Buildforms would be 
awarded the star rate work by the relevant Home Team 
Departments. Cheow then taught Kuan how to prepare the 
fictitious quotations of other companies for this purpose. 
She in turn taught some of Buildforms’ administrative staff 
to do this. 

In order to create the appearance that Buildforms 
had sourced for genuine quotations from these other 
companies, Cheow created fake email accounts and 
falsified email correspondences between Buildforms and 
these other companies. 

As a result, MHA were cheated into awarding works totalling 
S$165,269.60 to Buildforms between 2012 and 2014. 

Cheow and Kuan pleaded guilty to a combined 13 charges of 
conspiring to cheat MHA. On 29 October 2021, Cheow was 
sentenced to 19 months’ imprisonment as the mastermind 
of the scheme, while Kuan was fined S$15,000 for her 
involvement in the scheme.

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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Lim Tean, a lawyer and sole proprietor of M/s Carson Law 
Chambers (CLC), and the Secretary-General of the political 
party, People’s Voice, was charged on 12 May 2022 with 
one count of criminal breach of trust, and three counts 
of acting as an advocate and solicitor without a valid  
practicing certificate.

Lim Tean is alleged to have dishonestly misappropriated 
S$30,000 paid by AXA Insurance Pte Ltd as settlement of 
damages to his client, between 14 November 2019 and  
4 December 2019. 

Separately, Lim Tean’s practicing certificate had expired on  
31 March 2021, and he did not renew his practicing 
certificate for the practicing year 2021/2022. He is alleged 
to have carried out acts of an advocate or solicitor for his 

PP  Lim Tean

clients on 66 occasions during the practicing year without a 
valid practicing certificate.

Lim Tean was handed a further two charges on 22 September 
2022. One of these was an additional count of criminal breach 
of trust under Section 409 of the Penal Code, alleging that he 
had dishonestly misappropriated a sum of S$5,500 paid by 
AXA Insurance Pte Ltd as settlement monies to another client 
on 3 April 2020. Lim Tean was also charged with one count 
under Section 179 of the Penal Code for refusing to answer 
questions relating to a case posed to him by the Commercial 
Affairs Officer on 10 June 2022 despite being legally bound 
to do so under Section 22 of the Criminal Procedure Code.

At the time of publication, court proceedings against Lim Tean 
are ongoing.

Rasman Bin Saridin (Rasman) was a former religious teacher who 
fell from grace after being exposed for misappropriating funds 
entrusted to him by unsuspecting students. 

Between 2014 and 2017, a group of scholars had engaged 
Rasman to assist in enrolling them in a three-year PhD programme 
in Islamic studies in a foreign university, and handed S$27,900 
to him. However, Rasman took advantage of their trust and 
pocketed the fees, using some of the monies to keep afloat one 
of his personal tour businesses.

Rasman became an undischarged bankrupt on 2 November 
2017, but had a flagrant disregard for the bankruptcy-related 
restrictions imposed on him. He left Singapore multiple times 
between June 2018 and November 2019 without obtaining 
permission from the Official Assignee, and also managed a 
company called Khalifa SG Private Limited (Khalifa SG) between 
June 2019 and November 2019 without the permission of the 
Court or Official Assignee.

PP  Rasman Bin Saridin

Khalifa SG was in the business of selling pilgrimage trip 
packages. From the monies that he had collected for some 
pilgrimage trip packages over the period from June 2019 
to November 2019, Rasman misappropriated $32,901.90.  
He used S$15,000 to settle personal debts and spent the 
rest on living expenses and on “Hira Society”, a charitable 
organization promoting empowerment and development of 
ex-addicts in Singapore. To paint the picture that he had already 
made the booking for air tickets for one of the pilgrimage trips, 
Rasman resorted to forging an air ticket booking to deceive the 
unsuspecting pilgrim. 

Rasman pleaded guilty on 7 July 2023 and on 26 September 
2023, he was sentenced to 11 months and 2 weeks’ 
imprisonment for criminal breach of trust, forgery, carrying on the 
business of a travel agent without a licence, and breaches of his  
bankruptcy-related restrictions.

Malavika Menon

A few months into the pandemic in 
2020, food charity Willing Hearts 
began receiving more requests for 
its food distribution. 

In  response,  its  volunteers  
ramped  up  production  at  its  
kitchen  in  Chai  Chee,  packing  
about  11,000  meals,  compared  
with 7,000 before the pandemic. 

Now, with the opening of a new 
kitchen in  Joo Chiat,  the charity  
will be able to cook up to 15,000 
meals a day. 

The kitchen is part of new and 
larger premises that are expected 
to serve as a shelter for homeless 
beneficiaries  from  August.  The  
shelter  will  provide  temporary  
housing and meals to beneficiaries 
as they try to reintegrate back into 
society. 

The new kitchen is about the size 
of three four-room Housing Board 
flats and is three times bigger than 

the charity’s  previous kitchen in 
Chai  Chee.  It  includes  facilities  
that will help the charity boost its 
meal production, such as industrial 
ovens and stove tops. 

Willing  Hearts  founder  Tony  
Tay,  who  started  the  charity  at  
home in 2003, said it is looking to 
recruit  more  volunteers  and  ex-
pand its services. 

“During the pandemic,  we saw 
more  requests  from  different  
groups  of  residents,  like  elderly  
folk living alone and families who 
have lost their income, so we de-
cided to step up our efforts to help 
them,” he said. 

“It is the vision of the volunteers 
that has helped us move into the 
new space, and I am thankful for 
their support.” 

During his  opening address  at  
the  blessing  ceremony  for  the  
new premises yesterday, Minister 
for  Culture,  Community  and  
Youth  Edwin  Tong,  who  was  
guest of honour, noted the volun-
teers’ dedication to transitioning 

to the new kitchen. 
“I believe these are the ways we 

can make Singapore truly more in-
clusive and a place in which people 
will say there will be someone to 
look out and care for them. I think 
we start by putting a hot meal on 
the table,” he said. 

The  halal-certified  kitchen  is  
managed by a team of about 200 
volunteers  and  runs  throughout  
the year. It produces a nutritious 
spread daily, with about a tonne of 
rice cooked each day. 

Mr Tay said the charity, which 
receives  support  from  wholesale  
producers  and  sponsors  such  as  
RedMart and Amazon for its gro-
ceries, has been able to continue 
providing cooked food to its benefi-
ciaries despite rising raw material 

costs in recent months. 
Looking ahead, he is hopeful that 

the charity will find new ways of 
helping the community. 

He said: “While we will continue 
offering  more  meals  to  those  in  
need, I  hope that the number of 
people requesting our meals will  
go down, because that would mean 
more people are not facing hard-
ship and they are able to put food 
on the table. 

“Instead, we will find new ways 
of giving help to those around us, 
spreading a message of unity and 
the willingness to help, whether it 
is by giving shelter or giving some-
one an opportunity to give back to 
the community.” 

mmala@sph.com.sg

Selina Lum
Senior Law Correspondent

The Court of Appeal on Wednes-
day upheld  the  death  sentence  
handed  down  to  a  57-year-old  
man for heroin trafficking, reject-
ing  his  defence  that  the  drugs  
were meant for his personal use.

In  a  written  judgment,  the  
three-judge court said A. Steven 
Paul  Raj  had  failed  to  provide  
credible evidence to support his 
claim that he was heavily consum-
ing 16g to 24g of heroin a day.

The sheer number of weighing 
scales and empty resealable bags 
found in Steven’s flat further un-
dermined  his  consumption  de-
fence, said the court.

The  court  was  also  not  con-
vinced  by  Steven’s  explanation  
that he had purchased double his 
usual order of heroin because his 
drug supplier warned him of pos-
sible  supply  disruptions  during  
the Deepavali festive period.

Steven,  an  odd-job  labourer,  
was arrested on his way home in 
the wee hours of Oct 24, 2017, af-
ter  collecting  two  packets  of  a  
powdery substance, weighing a 
total of 901.5g, from his drug sup-
plier at Boon Keng MRT station. 
The substance was found to con-
tain over 35.85g of pure heroin.

A large assortment of empty re-
sealable  bags  and  four  digital  
weighing  scales  were  among  
items found in his flat.

Under the Misuse of Drugs Act, 
anyone who is proved to be in pos-
session of more than 2g of heroin 
is presumed to be trafficking the 
drug.  The  law  provides  for  the  
death penalty  if  the  amount  of  
heroin trafficked is more than 15g.

Steven  contended  that  the  
drugs were for his personal con-
sumption,  and  claimed  to  be  a  
heavy  user  of  heroin,  smoking  
two to three packets of 8g per day.

Sometimes,  he  would  give  a  
packet to his friends as part of re-
ciprocal  arrangements  to  help  
one another, he said.

In August last year, after a trial 
that  began  in  2019,  the  High  
Court rejected this defence, con-
victed  him  of  drug  trafficking,  
and  imposed  the  mandatory  
death penalty. Steven appealed.

On Wednesday, the Court of Ap-
peal  affirmed the lower court’s  
finding that Steven had failed to 
establish  his  claimed  rate  of  
heroin  consumption.  The  apex  
court noted that the key pillar of a 
consumption defence is the ac-
cused’s rate of consumption.

Other factors, such as his finan-
cial  means  to  support  his  drug  
habit, how he came to be in pos-
session of the drugs, and his pos-
session of drug trafficking para-
phernalia, are secondary.

Steven’s claimed consumption 
rate was undermined by the evi-
dence given by the doctors who 
examined him at different points.

selinal@sph.com.sg

Shaffiq Alkhatib
Court Correspondent

Lawyer and opposition politician 
Lim  Tean,  57,  was  handed  five  
charges  in  court  yesterday  for  
multiple offences.

They are for criminal breach of 
trust (CBT), unlawful stalking and 
acting as an advocate or solicitor 
without a valid practising certifi-
cate.

A search on the Ministry of Law’s 
website reveals he is currently the 
sole  proprietor  of  Carson  Law  
Chambers.

According to court documents, 
he  allegedly  committed  criminal  
breach of trust as a solicitor of the 
firm between Nov 14 and Dec 4,  
2019.

In a statement on Tuesday, the 
police said Lim had been entrusted 
with  $30,000  which  had  been  
awarded to a former client as settle-
ment in a motor injury civil suit.

Lim is said to have misappropri-
ated the monies.

In an unrelated case, he allegedly 
stalked  a  former  employee  be-
tween  April  and  May  2020  by  
repeatedly sending her flirtatious 
text messages, causing her distress. 
Details about her job were not men-
tioned in court documents.

Lim is also accused of acting as 
an advocate or solicitor without a 
valid practising certificate on 66 
separate occasions between April 1 
and June 9 last year.

Among other things, on April 19 
last year, he attended a court hear-
ing as the legal representative for 
The Online Citizen (TOC) editor 
Xu  Yuanchen,  better  known  as  
Terry Xu, in a case involving Prime 
Minister Lee Hsien Loong.

PM Lee had filed two defamation 
suits over an article published on 
the TOC  website  and  separately  
sued  Mr  Xu  and  Ms  Rubaashini  
Shunmuganathan,  the  Malaysian  
author of the article.

Last September, the High Court 

awarded  Mr  Lee  a  total  of  
$210,000 in damages.

The  Singapore  Courts  website  
states  that  every  solicitor  who  
wishes to act in the capacity of an 
advocate and solicitor must apply 
for a practising certificate.

It  added:  “For  every  practice  
year, every solicitor must apply for 
a practising certificate before act-
ing in the capacity of an advocate 
and solicitor.  The  term  ‘practice  
year’ means the period from April 1 
in any calendar year to March 31 in 
the next calendar year.”

For  the  current  case,  Lim was  
offered bail of $30,000 yesterday 
and his pre-trial conference will be 
held on July 6.

If convicted of criminal breach of 
trust, he can either be jailed for life 
or receive a sentence of up to 20 
years’ jail and fined.

For  unlawful  stalking,  an  of-
fender can be jailed for up to a year 
and fined up to $5,000.

Offenders convicted of being an 
unauthorised person acting as an 
advocate or solicitor can be jailed 
for up to six months and fined up 
to $25,000.

ashaffiq@sph.com.sg

Osmond Chia 

A  drug  abuser  with  a  vendetta  
against his flatmate spiked his food 
with methamphetamine at  night,  
with a  plan to get  the victim ar-
rested.

The victim found the food tasted 
odd. He checked the surveillance 
camera footage at home, saw that 
it was his flatmate who had spiked 
the food, and called the police.

Don Goh Tiong Hong, 49, yester-
day pleaded guilty to three charges 
for offences that included drug con-
sumption  and  causing  hurt  by  
means of poison.

Goh, who attended the court ses-
sion while in remand, was jailed for 
six years with three strokes of the 
cane. Another three charges were 
taken  into  consideration  during  
sentencing.

According to court documents, 
Goh and his 48-year-old flatmate 
were then living together at a resi-
dence in Waterloo Street. Their oc-
cupations were not mentioned.

Deputy  Public  Prosecutor  
Regina Lim said that in Septem-
ber 2019, Goh planned to drug the 
victim to cause hurt to him as he 
had a personal grievance against 
him and wanted to teach him a les-
son.

Goh  bought  a  packet  of  meth  

from a drug supplier for $150 and 
waited till his flatmate was asleep 
on Oct 8. 

He then mixed the drug into the 
victim’s food and water bottle in 
the fridge. 

He planned to report the victim 
to the Central Narcotics Bureau af-
ter he had consumed the drugs in 
order to have him arrested.

But the victim felt the food and 
water tasted oddly bitter and felt a 
tingling sensation in his body. 

He called the police after check-
ing the camera footage and went to 
hospital,  complaining  of  palpita-
tions,  lethargy  and  hyper-alert-
ness. Traces of drugs were found in 
his urine sample.

DPP  Lim  said  that  Goh  was  
charged in court  in March 2020 
but  absconded  in  December,  
which led to a warrant for his ar-
rest.

Separately, traces of meth were 
found in Goh’s urine sample when 
he  was  arrested  in  August  last  
year.

Goh admitted he had relapsed to 
taking drugs two months earlier as 
he was stressed and upset. 

The court heard that he failed to 
report for mandated urine tests on 
21 occasions without a valid reason 
after his arrest in 2020, and was 
placed in  remand on Sept  2 last  
year.

DPP Lim said Goh had breached 

the trust placed in him by the vic-
tim as they lived in the same home, 
and  had  committed  the  offence  
with premeditation.

She said: “He took steps to drug 
the victim, which involved purchas-
ing the drug and waiting for the op-
portune moment to spike his food. 
He  acted  out  of  malice  and  in-
tended for the victim to suffer the 
consequences.”

The judge backdated Goh’s jail  
term to September last year to ac-
count for his time in remand.

The maximum penalty for poi-
soning a victim is 10 years’ jail with 
a fine and caning.

osmondc@sph.com.sg

Left: Willing 
Hearts founder 
Tony Tay (at 
right) briefing 
Minister for 
Culture, 
Community and 
Youth Edwin 
Tong at the 
charity’s new 
kitchen in Joo 
Chiat yesterday. 
The charity will 
be able to cook 
up to 15,000 
meals a day, 
from about 
11,000 
previously. 

Below: The 
charity’s new 
and larger 
premises are 
expected to 
serve as a 
shelter for 
homeless 
beneficiaries 
from August. 
ST PHOTOS: 
GIN TAY

Willing Hearts’ larger premises also set to 
serve as shelter for homeless beneficiaries

Lim Tean was 
also charged with 
unlawful stalking 
and acting as an 
advocate or 
solicitor without 
a valid practising 
certificate.

AT THE COURTS

New kitchen 
lets charity 
offer more 
free meals

Lawyer Lim Tean faces 5 charges 
including criminal breach of trust
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Drug abuser spiked flatmate’s food with meth to get him arrested

901.5g
Total weight of two packets that 
A. Steven Paul Raj collected from his 
drug supplier in the early hours of 
Oct 24, 2017.

35.85g
Weight of pure heroin in the said 
packets.

15g
The law provides for the death penalty 
if the amount of heroin trafficked is 
more than this weight. 

Apex court rejects trafficker’s 
claim heroin was for own use
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Davos
CORPORATE boards globally are
falling far short on executive pay
packages, and many chiefs are
paid too much, said Nicolai Tan-
gen, chief executive of Norges Bank
Investment Management, at the
World Economic Forum. 

Norges manages the Norwegian
Government Pension Fund Global,
which has assets of some 12 trillion
kroners (S$1.6 trillion). According
to its website, the fund is the large-
st single owner in the world’s stock
markets – owning almost 1.5 per

cent of all shares in the world’s list-
ed companies. It owns stakes in
around 9,000 companies world-
wide.

Speaking in Davos on Wednes-
day (Jan 18), Tangen said executive
pay has “gone out of proportion”.

In 2021, as the global economy
was still feeling the negative ef-
fects of the pandemic, the median
pay of chief executive officers (CE-
Os) at S&P 500 constituent compa-
nies went up 15 per cent.

“It’s never been a worse time to
show that kind of corporate greed
because we have this (cost of) liv-
ing crisis,” Tangen said. “It’s just
not the thing to do in this particular

time period.”
Such behaviour is bad for busi-

ness, he added, as paying CEOs too
much can create tension within the
company.

Norges is scrutinising pay pack-
ages of roughly 150 companies on
the S&P 500 whose CEOs are paid
US$20 million per annum or more.
The average pay package for CEOs
in the index is roughly US$15 mil-
lion, Tangen said.

But the asset manager is less
concerned with absolute figures
and more concerned with pay
structures. The best pay packages
are linked to value creation, don’t
allow for resets in exceptional sit-

uations (such as the Covid-19 pan-
demic), vest over a long period,
and are stock-based rather than op-
tion-based, Tangen said.

When pay packages don’t meet
its standards, Norges votes against
them.

“Afterwards, the companies typ-
ically invite us to a dialogue,” Tan-
gen said, adding that such dia-
logues are typically fruitful.

Norges is one of the most vocal
asset managers globally on envi-
ronmental, social and corporate
governance (ESG) considerations.

It is often compared with US-
based asset manager BlackRock,
which has also been exercising its

votes as an institutional sharehol-
der to effect change on the ESG
front.

One major difference between
Norges and BlackRock, however, is
the stance on executive pay. In fact,
BlackRock is among those compa-
nies who had raised compensation
for its top executive. CEO Larry
Fink was paid US$36 million in
2021 – a 21 per cent increase.

As a listed fund manager whose
top executives are themselves paid
well, Tangen said BlackRock lacks
the credibility to lecture its portfo-
lio companies on pay. “And that’s
why it’s important for us to raise
this issue.”

WORLD ECONOMIC FORUM

Corporate pay is ‘out of proportion’: Norges CEO
Paying CEOs too much can create tension within the company, says Nicolai Tangen; fund scrutinising pay packages of roughly 150 companies on S&P 500
By Joan Ng
joanng@sph.com.sg 

Norges Bank Investment
Management is voting down
poorly structured pay packages,
says CEO Nicolai Tangen.
PHOTO: REUTERS

Ng is facing 105 charges. The High
Court has the power to mete out
sentences that exceed the District
Court’s maximum sentencing ju-
risdiction of 20 years.

Also, Ng’s bail amount on Thurs-
day (Jan 19) has been raised to S$6
million from S$4 million, upon the
prosecution’s application on
grounds that the accused is a
heightened flight risk now that he
could possibly be sentenced to a
longer imprisonment should he be
found guilty.

Ng faces 105 criminal charges in
relation to a nickel trading invest-
ment scheme offered by his com-
panies, Envy Asset Management
(EAM) and Envy Global Trading
(EGT). The charges are for cheating,
criminal breach of trust, forgery,
fraudulent trading and money
laundering. 

Deputy Public Prosecutor Gor-
don Oh on Thursday argued before
the Magistrate’s Court for the in-
crease in bail amount, saying that
Ng’s charges are serious and a sig-

nificant amount of money in-
volved remains unrecovered. 

For instance, the money-laun-
dering charge carries a maximum
of 10 years of imprisonment, while
the cheating and misappropriation
charges have prescribed mandato-
ry jail terms. 

And Ng has received a total of
S$486.2 million out of the S$1.46
billion taken in by his two compa-
nies involved in the fraudulent
trading charges, the prosecution
said in its submissions. “To date,

investigations confirm that a sig-
nificant portion of these monies re-
mains unrecovered.”

The 35-year-old recently bank-
rupted accused, who has changed
his lawyers from Davinder Singh
Chambers to Dentons Rodyk & Da-
vidson, objected to the S$2 million
increase in bail amount. Ng’s law-
yer Navin Naidu said: “This is really
a crushing and baseless applica-
tion by the prosecution… It would
be an error to say the increase in ju-
risdiction increases the flight risk.”

Naidu pointed out that nothing
“material” in circumstances has
changed; and Ng has known for six
to seven months the transfer to the
High Court, but he has not run
away. Moreover, Ng is subject to
“restrictive” bail conditions and a
curfew. If Ng is remanded, prepara-
tion for his defence would be “se-
verely hampered”, Naidu argued. 

Ng was remanded right after the
court hearing was over on Thurs-
day, but can be bailed out when his
bailor posts the S$6 million bail.

By Tay Peck Gek
 

NG Yu Zhi, the alleged nickel trad-
ing fraudster at the centre of a 
US$1.1 billion scam, faces the 
spectre of a lengthy imprisonment 
exceeding 20 years if convicted, 
now that his case is to be heard by 
the High Court.

This comes as the prosecution 
has designated the High Court to 
hear one of Singapore’s largest in-
vestment fraud schemes, for which

Nickel scam accused Ng Yu Zhi faces possibly over 20 years in jail if convicted
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In the Matter of
the Insolvency, Restructuring and Dissolution Act 2018

(No. 40 of 2018)
And

In the Matter of
ABX LOGISTICS (SINGAPORE) PTE. LTD.

(IN MEMBERS’ VOLUNTARY LIQUIDATION)
(Co. Reg. No. 198905639R)

NOTICE OF FINAL GENERAL MEETING
NOTICE IS HEREBY GIVEN that pursuant to Section 180
of the Insolvency, Restructuring and Dissolution Act
2018 (No. 40 of 2018), the Final General Meeting of
the abovenamed Company will be held by electronic
means by way of video conference via Zoom, on
the 20th day of February 2023 at 10.00 am for the
purposes of having an account laid before the meeting
showing the manner in which the winding-up has been
conducted and the property of the Company disposed
of and hearing any explanation that may be given by
the Liquidators.
Dated this 20th day of January 2023
LEOW QUEK SHIONG
GARY LOH WENG FATT
SEAH ROH LIN
LIQUIDATORS
c/o 600 North Bridge Road
#23-01 Parkview Square
Singapore 188778

IN THE MATTER OF
THE INSOLVENCY, RESTRUCTURING AND

DISSOLUTION ACT 2018
AND

IN THE MATTER OF
THE SUFFERFEST PTE. LTD.

(IN MEMBER’S VOLUNTARY LIQUIDATION)
COMPANY REGISTRATION NO.

201011531Z
NOTICE OF FINAL GENERAL MEETING

Notice is hereby given that a Final General
Meeting of The Sufferfest Pte. Ltd. (In Member’s
Voluntary Liquidation) (“the Company”) will be
held at 6 Shenton Way, OUE Downtown 1 #38-01,
Singapore 068809 on Thursday, 23 February 2023
at 03:00 pm for the purposes of having an account
laid before the meeting showing the manner in
which the winding-up has been conducted and
the property of the Company disposed of and
hearing any explanation that may be given by the
Liquidators.

Dated this 20th day of January 2023

Sajjad A. Akhtar and Ong Woon Pheng
Liquidators

IN THE MATTER OF
THE INSOLVENCY, RESTRUCTURING AND

DISSOLUTION ACT 2018
(NO. 40 OF 2018)

AND IN THE MATTER OF
HUA SHIN ELECTRONIC PTE. LTD.

(IN MEMBER’S VOLUNTARY LIQUIDATION)
(Company Registration No. 199100501K)

NOTICE OF FINAL MEETING
Notice is hereby given that pursuant to Section 180 of
the Insolvency, Restructuring and Dissolution Act 2018
(No. 40 of 2018), the Final Meeting of the Member of the
abovementioned company will be held on 20 February
2023 at 10:00 a.m. at 6 Shenton Way, OUE Downtown 2,
#33-00, Singapore 068809.
The meeting is being held for the purpose of having an
account laid before the Member showing the manner
in which the winding up has been conducted and the
property of the company disposed of, and of hearing
any explanation that may be given by the Liquidator
and to consent to the release of the Liquidator upon the
dissolution of the company and thereby discharge him
from all liabilities in respect of any act done or default
made by him as Liquidator in the administration of the
affairs of the company.
Dated this 20th day of January, 2023
Lau Chin Huat
Liquidator
c/o 6 Shenton Way, OUE Downtown 2, #33-00
Singapore 068809

IN THE MATTER OF
THE INSOLVENCY, RESTRUCTURING

AND DISSOLUTION ACT 2018
(NO. 40 OF 2018)

AND IN THE MATTER OF
NAWARAT LAND PTE. LTD.

(IN MEMBER’S VOLUNTARY LIQUIDATION)
(Company Registration No. 199301769G)

NOTICE OF FINAL MEETING
Notice is hereby given that pursuant to Section 180 of the
Insolvency, Restructuring and Dissolution Act 2018 (No.
40 of 2018), the Final Meeting of the Members of the
abovementioned company will be held on 20 February
2023 at 10:00 a.m. at 6 Shenton Way, OUE Downtown 2,
#33-00, Singapore 068809.
The meeting is being held for the purpose of having an
account laid before the Members showing the manner
in which the winding up has been conducted and the
property of the company disposed of, and of hearing
any explanation that may be given by the Liquidator
and to consent to the release of the Liquidator upon the
dissolution of the company and thereby discharge him
from all liabilities in respect of any act done or default
made by him as Liquidator in the administration of the
affairs of the company.
Dated this 20th day of January 2023
Lau Chin Huat
Liquidator
c/o 6 Shenton Way, OUE Downtown 2, #33-00
Singapore 068809

IN THE MATTER OF THE INSOLVENCY,
RESTRUCTURING AND DISSOLUTION ACT 2018

AND
IN THE MATTER OF

(a) CANTON-I PTE. LTD.
(UEN No. 200902447H)

(b) NAN FUNG (SINGAPORE)
(UEN No. 199100042Z)

(c) GREENVIEW RESIDENCES PTE. LTD.
(UEN No. 201321998Z)

(ALL IN MEMBERS’ VOLUNTARY LIQUIDATION)
Extract of the minutes at the Extraordinary General
Meetings of the members for (a) and for (b) & (c) by
Corporate Representatives of the holding companies of the
abovementioned Companies held and convened on Saturday,
14 January 2023 for (a) & (b) and Tuesday, 17 January 2023
for (c).
1. WINDING-UP – SPECIAL RESOLUTION

RESOLVED:
(i) THAT the Company be wound up voluntary pursuant to

Section 160(1)(b) of the Insolvency, Restructuring and
Dissolution Act 2018.

(ii) THAT upon such winding up any surplus assets
whatsoever remaining in the Company after satisfaction
of all debts and liabilities shall be distributed to the
members either in cash or in specie at the discretion of
the Liquidators.

(iii) THAT the Liquidators be authorized to exercise any or
all of the powers provided under Section 144(1)(b), (c),
(d), (e), (f) and (g) of the Insolvency, Restructuring
and Dissolution Act.

2. APPOINTMENT OF LIQUIDATOR – ORDINARY
RESOLUTION
RESOLVED:
(i) THAT Mr Don M Ho and Mr David Ho Chjuen Meng, of

M/s DHA+ pac, Licensed Insolvency Practitioners of, 63
Market Street, #05-01A Bank of Singapore Centre,
Singapore 048942 be appointed as joint and several
Liquidators to conduct the winding up and that their
remunerations be in the scale of their usual professional
charges for the work involved.

(ii) THAT the books and papers of the Company be
destroyed pursuant to Section 195(2) of the Insolvency,
Restructuring and Dissolution Act 2018.

(a) Tan Boon Seng (Chairman)
Dated 14th January 2023

(b) Tang Chun Wai Nelson
(Corporate Representative of Nan Fung Shipping Limited)

Dated 14th January 2023
(c) Toh Ban Leng James

(Corporate Representative of Act Seaview Homes Pte. Ltd.)
Dated 17th January 2023

IN THE MATTER OF THE INSOLVENCY,
RESTRUCTURING AND DISSOLUTION ACT 2018

AND
IN THE MATTER OF

(a) CANTON-I PTE. LTD.
(UEN No. 200902447H)

(b) NAN FUNG (SINGAPORE)
(UEN No. 199100042Z)

(c) GREENVIEW RESIDENCES PTE. LTD.
(UEN No. 201321998Z)

(ALL IN MEMBERS’ VOLUNTARY LIQUIDATION)
NOTICE IS HEREBY GIVEN that the creditors of the abovenamed
Companies, which are being voluntarily wound up, are
required on or before 22nd February 2023 to send in their
names, addresses and full particulars of their debts or claims
and the names and addresses of their solicitors (if any) to the
Liquidators of the said Companies, and, if so required by notice
in writing from the said Liquidators, are, by their solicitors or
personally, to come in and prove their said debts or claims
at such time and place as shall be specified in such notice, or
in default thereof, they will be excluded from the benefit of
any distributions made before such debts are proved. If there
are any information that may assist the Liquidators in the
investigation into the affairs of the Companies and the recovery
of the assets, please forward the same to us. We will preserve
the confidentiality of the information given and non-disclosure
of the identity of the informant.
Dated this 20th day of January 2023

Messrs Don M Ho and David Ho Chjuen Meng,
Joint & Several Liquidators

c/o DHA+ pac, UEN. No. 201318941R
Public Accountants & Chartered Accountants
Singapore, Corporate Advisory & Recoveries

63 Market Street, #05-01A Bank of
Singapore Centre, Singapore 048942

Tel : 6532 0320 (8 lines) Fax : 6532 0331

IN THE MATTER OF THE INSOLVENCY,
RESTRUCTURING AND DISSOLUTION ACT 2018

AND
IN THE MATTER OF

UTRACO INVESTMENT PTE. LTD.
(Incorporated in Singapore)

UEN NO. 201215517M
(IN CREDITORS’ VOLUNTARY LIQUIDATION)

Extract of the minutes at the Extraordinary General Meeting
of the members held and convened through an audio-visual
conference on the Zoom Platform on Thursday, 12 January
2023 at 11:00 am.
1. WINDING-UP – SPECIAL RESOLUTION

(i) THAT the Company be wound up voluntarily pursuant to
Section 160(1)(b) of the Insolvency, Restructuring and
Dissolution Act 2018.

(ii) THAT upon such winding up any surplus assets
whatsoever remaining in the Company after satisfaction
of all debts and liabilities shall be distributed to the
members either in cash or in specie at the discretion of
the Liquidators.

2. APPOINTMENT OF LIQUIDATOR – ORDINARY
RESOLUTION
(i) THAT Mr. Don M Ho and Mr. David Ho Chjuen Meng of

M/s DHA+pac, Chartered Accountants of Singapore, 63
Market Street, #05-01A Bank of Singapore Centre,
Singapore 048942 be and are hereby appointed as
joint and several Liquidators for the purposes of such
winding up and that their remunerations be in the scale
of the usual professional charges for the work involved.

(ii) THAT the books and papers of the Company be
destroyed pursuant to Section 195(2) of the Insolvency,
Restructuring and Dissolution Act 2018.

Tay Watt Moi
Chairman

Dated: 12th day of January 2023

IN THE MATTER OF THE INSOLVENCY,
RESTRUCTURING AND DISSOLUTION ACT 2018

AND
IN THE MATTER OF

UTRACO INVESTMENT PTE. LTD.
(Incorporated in Singapore)

UEN NO. 201215517M
(IN CREDITORS’ VOLUNTARY LIQUIDATION)

NOTICE IS HEREBY GIVEN that the creditors of the abovenamed
Company, which is being voluntarily wound up, are required on
or before 22 February 2023 to send in their names, addresses
and full particulars of their debts or claims and the names and
addresses of their solicitors (if any) to the Liquidators of the
said Company, and, if so required by notice in writing from the
said Liquidators, are, by their solicitors or personally, to come
in and prove their said debts or claims at such time and place
as shall be specified in such notice, or in default thereof, they
will be excluded from the benefit of any distributions made
before such debts are proved. If there are any information
that may assist the Liquidators in the investigation into the
affairs of the Company and the recovery of the assets, please
forward the same to us. We will preserve the confidentiality of
the information given and non-disclosure of the identity of the
informant.
Dated this 20th day of January 2023

Mr Don M Ho & Mr David Ho Chjuen
Meng, Joint and Several Liquidators

c/o DHA+ pac,
UEN. No. 201318941R

Public Accountants & Chartered
Accountants Singapore, Corporate Advisory

& Recoveries
63 Market Street, #05-01A Bank of
Singapore Centre, Singapore 048942

Tel : 6532 0320 Fax : 6532 0331

In the Matter of
The Insolvency, Restructuring and Dissolution Act 2018

(Act 40 of 2018)
And

In The Matter of
ERC UNICAMPUS PTE. LTD.

(In Members’ Voluntary Liquidation)
(Co. Reg. No. 200506523E)

(the “Company”)
At an Extraordinary General Meeting of the Company duly convened
and held by way of electronic means via Zoom video conferencing
on 17 January 2023 at 11:00 a.m., the following Resolutions were
duly passed: -
SPECIAL RESOLUTIONS
a) THAT the Company be wound up voluntarily pursuant to Section

160(1)(b) of the Insolvency, Restructuring and Dissolution Act
2018 (the “IRDA”).

b) THAT Timothy James Reid and Ng Yau Yee Theresa, both care
of Baker Tilly Reid, 600 North Bridge Road, #05-01 Parkview
Square, Singapore 188778, acting jointly and severally, be
appointed as liquidators of the Company (individually and
collectively, the “Liquidators”).

c) THAT the remuneration of the Liquidators fixed by the Company
shall be based on the Liquidators’ normal scale rates and time
costs incurred in carrying out the winding up of the Company,
subject to goods and services tax as well as disbursements in
respect of the costs and expenses from time to time reasonably
incurred by the Liquidators.
The Liquidators’ remuneration and disbursements are to be paid
out of the assets of the Company.

d) THAT the Liquidators be and hereby authorised to exercise any
and all of the powers provided by Section 144(1) and 144(2)
of the IRDA.

Dated this 20th day of January 2023
Ng Yau Yee Theresa
Director

IN THE MATTER OF
THE INSOLVENCY, RESTRUCTURING AND DISSOLUTION ACT 2018

(ACT 40 OF 2018)
AND

IN THE MATTER OF
ERC UNICAMPUS PTE. LTD.

(In Members’ Voluntary Liquidation)
(Co. Reg. No. 200506523E)

NOTICE IS HEREBY GIVEN that the creditors of the abovenamed
Company, which is being wound up voluntarily are required on or
before 20 February 2023 to send in their names and addresses and
particulars of their debts or claims, and the names and addresses
of their solicitors (if any) to the undersigned, the Liquidators of the
said Company and, if so required by notice in writing by the said
Liquidators are, by their solicitors or personally, to come in and prove
their debts or claims at such time and places as shall be specified
in such notice, or in default thereof they will be excluded from the
benefit of any distribution made before such debts are proved.
Dated 20th day of January 2023

Timothy James Reid
Ng Yau Yee Theresa

Joint and Several Liquidators
c/o Baker Tilly Reid

600 North Bridge Road
#05-01 Parkview Square

Singapore 188778

In 2016, a relatively unknown nickel trader, Ng Yu Zhi (Ng) came 
out from nowhere, solicited investors for his nickel trading,  
and delivered highly impressive returns to them. They poured 
money into his nickel trading scheme, operated through Envy 
Asset Management Pte Ltd (EAM) and subsequently Envy 
Global Trading Pte Ltd (EGT), companies where he was a 
director and the main decision maker. His ability to deliver results 
spread by word of mouth. The scheme grew to a level beyond 
anyone’s wildest expectations. By the time the music stopped, 
an unprecedented S$1.46 billion from over 900 investors had 
been invested into the scheme. 

The proposition Ng offered to the investors is relatively simple. 
Investors were told that their monies would be used to finance 
the purchase of physical nickel that was acquired at a discount.  
This would then be sold at a profit, and the investors were entitled 
to part of these profits. The promised returns differed for each 
tranche of funds raised, but averaged about 15% every quarter. 
This lucrative opportunity was spread only by word of mouth. 
Such was Ng’s reputation among those in the know, that there 
was no need for flashy road shows or seminars. 

In February 2021, the CAD commenced investigation into the  
above-mentioned companies based on information that led 
us to believe that the investment scheme may not be genuine. 
The scheme was stopped in its tracks. An application was 
made by the companies’ other director to place the companies 
under judicial management. The findings by the interim judicial 
managers indicated that the purported nickel scheme was 
non-existent and there was no other meaningful business 
undertaken by the companies. Given that there was no business 
activity or assets, the objectives of judicial management could 
not be achieved, and the companies have both been placed 
under liquidation by the High Court upon the recommendation of 
the interim judicial managers. 

PP  Ng Yu Zhi

At the time of publication, Ng has been charged in Court for 
a total of 105 charges, including cheating and other offences. 
The court proceedings against Ng, have been transmitted to the 
High Court in January 2023, and are ongoing. In the meantime, 
investigations into other individuals are still ongoing. In the course 
of the CAD’s investigations, dealings in bank accounts and 
properties belonging to various entities connected to Ng have 
been curtailed. The value of these assets is expected to exceed 
S$100 million, making this one of the largest asset recoveries in 
recent years.

Source: The Business Times © SPH Media Limited
Reprinted with permission.

By Yong Jun Yuan
junyuany@sph.com.sg
@JunYuanBT

Singapore
MAINBOARD-LISTED Venture Cor-
poration will temporarily halt its 
operations in Shanghai for a short 
period this week, after Shanghai’s 
city government announced that 
the city will go through a two-
phase lockdown for 9 days, start-
ing with residents to the east of the 
Huangpu river.

In  response to  The Business  
Times’ queries, the company said it 
will continue to monitor the situ-
ation closely as it evolves and that 
the safety and well-being of its em-
ployees remains its top priority. Its 
initial assessment of the lockdown 
suggests that there is no signific-
ant impact to the business.

According to its 2020 annual re-
port, Venture Electronics (Shang-
hai), a wholly-owned subsidiary, 
trades  and  manufactures  elec-
tronic  and  computer-related
products. Another wholly-owned 
subsidiary, Shanghai GES Informa-
tion Technology, provides elec-
tronic manufacturing services.

“Prior to the recent lockdowns, 
we have minimised disruptions to 
the  business  by  working  very  
closely with our customers, and 
providing food supplies and other 
essentials to our employees at our 
plants to continue to run our opera-
tions,” the company added.

According to  the  company’s  
spokesperson, 85 per cent of the 
company’s employees in China are 
vaccinated and there  have not  
been any infected cases detected 
as of Mar 28.

Additionally, the company has 
also set up task forces to deal with 
operation challenges by working 
with customers, suppliers, govern-
ment agencies and industry associ-
ations.

Shares of Venture Corp rose 0.5 
per cent on or S$0.09 to close at 
S$17.73 on Monday.

BT has reached out to other 
Singapore firms with a presence in 
Shanghai.

By Tan Nai Lun 

Singapore
BUSINESSMAN Ng Yu Zhi, who is al-
legedly involved in a US$1.1 billion 
nickel  trading  scam,  was  on  
Monday (Mar 28) slapped with 12 
new charges, bringing the total 
number of charges he is facing to 
105.

The new charges relate to the 
transfer of funds that represent his 
benefits from criminal conduct,  
and also include the purchase of 
cars, jewellery and other property, 
the Attorney-General’s Chambers 
said.

Among the fresh charges, Ng 
was  charged  with  receiving
S$110.3 million in his personal 
bank accounts from Envy Asset 
Management, while he knowingly 
carried on its business with fraudu-
lent intent.

He was also charged with spend-
ing some US$250,000 on diamond 
jewellery, S$2.5 million on prop-
erty – including 2 cars, insurance, 
convertible bonds and shares – and 
S$3.7 million on credit card bills, 
condominium rent, and interior 
design services. The transactions 
were  made  between  December  
2019 and February 2020.

Additionally, Ng was charged 
with transferring US$108,000 and 
S$3.4 million in his personal ac-
counts to other parties, as well as 
US$6.6 million to foreign bank ac-

counts in the UK, Vietnam, Cam-
bodia, France and Taiwan. 

He had also made transfers  
amounting to S$9.8 million within 
his personal accounts.

Ng, who was director of Envy As-
set Management and Envy Global 
Trading, allegedly raised at least 
S$1 billion from investors for fake 
deals related to nickel trading in 
one of Singapore’s largest invest-
ment fraud schemes.

The next court date for Ng is a 
pre-trial conference on May 10.

By Angela Tan
angelat@sph.com.sg

Singapore

CHINA’S policy pivot to a more ac-
commodative stance since Decem-
ber and latest signals of a possible 
easing of regulatory crackdown 
have resurrected interest in over-
sold  Chinese  equities;  but  not  
everyone wants to jump back onto 
the roller coaster.

Market  volatility  in  Chinese  
stocks has been punishing, with 
Russia’s invasion of Ukraine creat-
ing another headwind for China. 

Almost two weeks after battered 
Chinese  equities  soared  and
clawed back some losses, they 
were down again on Monday (Mar 
28) after Beijing ordered a lock-
down of its largest city, Shanghai.
The move renewed concerns over
the economic toll on the mainland.
The CSI 300 Index lost almost 2 per 
cent, before settling at 4,147.62,
down 0.65 per cent.

Stephen Innes, managing part-
ner at SPI Asset Management, told 
BT the overall market tone was 
quite bearish given soaring US 
yields and a stronger US dollar.

“And of course the Covid con-
cerns in Shanghai aren’t helping,” 
Innes said. “It’s not clear if Pudong 
Airport or the Yangshan container 
port will close.”

In the first three months of this 
year, an estimated US$6 billion 
worth of Chinese shares had been 
dumped  by  foreign  investors,  
spooked by concerns ranging from 
China’s zero-Covid strategy, regu-
latory crackdowns, the delistings 
of Chinese companies listed in the 
US and China’s relationship with 
Russia in the Ukraine war. The sell-
off was large enough to prompt 
Chinese Vice Premier Liu He to ad-
dress most of the concerns at the 
Financial Stability and Develop-
ment Committee meeting on Mar 
16. 

UBS’s strategists said the meet-
ing reinforces its belief that Beijing 
would seek to stabilise the eco-
nomy this year: “We expect China 
to outperform Asia and emerging 
markets in the coming months 
with mid-teen percentage returns 
this year. For longer-term investors 
who hold less than our recommen-
ded strategic allocation to China 
(about 4 per cent of global equity 

portfolio), we think this should be a 
potentially good time to build up 
exposure.”

Within China, UBS strategists 
prefer A-shares, stocks exposed to 
the  digital  economy,  5G,  and  
greentech.

Goldman  Sach’s  chief  China  
equity strategist Kinger Lau be-
lieves this policy “circuit breaker” 
on Mar 16 has set a floor on valu-
ation downside, and propelled the 
market back to where it was before 
the historic selloff.

“Macro momentum should start 
to improve in the second quarter 
on monetary, fiscal, and property 
easing, and a more pragmatic ap-
proach to contain Covid spread 
should partially ease growth fears,” 
he said, expecting an improvement 
in regulation clarity and buybacks 
from cash-rich China companies to 
boost  valuations  of  technology 
stocks.

“All these point to a better trad-
ing backdrop in the run-up to the 
National Party’s Congress in au-
tumn,” Lau added. Goldman is over-
weight China and is expecting 22 

per cent upside over the next 12 
months.

His optimism hinges on China’s 
easing stance in 2022, therefore 
supporting  equity  performance;  
the stock market historically per-
forming well in the lead-up to the 
leadership transition event; easing 
regulatory crackdown which will 
be condusive to China Internet 
stocks which represent 40 per cent 
of MSCI China index cap; cheap 
valuations with potential for re-rat-
ing on stable growth and policy eas-
ing; and funds’ low exposures to 
China.

Credit Suisse made a tactical 
shift from India to Chinese equities 
earlier in March. It reckoned China 
is able to withstand global head-
winds better than most Asian peers 
due to its low oil import bill (as a 
percentage  of  GDP),  insulation  
from US rate hikes, low export de-
pendence and improved macro in-
dicators. 

Analysts Dan Fineman and Kin 
Nang Chik also noted that during 
the Great Financial Crisis and the 
first quarter of the 2020 pandemic 

panic, China outperformed on the 
downside. Credit Suisse’s China 
economist, David Wang, said China 
almost always meets or beats its 
growth target,  which has  been 
pegged at 5.5 per cent this year.

Beijing has more policy tools 
available to it than peer govern-
ments in Asia, the analysts said. 
China is still highly competitive. 
Despite  the  turbulence  of  the  
2018-20 trade war, China remains 
fiercely competitive. Its share of 
global exports has risen and for-
eign direct investments boomed 
last year. 

While  positive  catalysts  are  
emerging, China’s fundamental out-
look  remains  challenging.  One  
political observer even warned that 
President Xi Jinping’s policy stance 
might change after he wins his 
third term as leader of the Chinese 
Communist Party.

Bruce Pang, head of macro and 
strategy research at China Renais-
sance Securities, said valuations 
did not seem to matter as much 
now and that it might be too early 
to call the bottom of the market. 

Concerns and uncertainty re-

volving  around  geopolitical
spillover risk and ADR delisting 
will keep equity risk premium at el-
evated levels.

James Wang,  head of  China  
equity strategy at  UBS, expects 
more earnings downgrades due to 
elevated commodity prices, which 
could hamper near-term share mar-
ket performance.

While  China’s  monetary  and  
fiscal policy shift have been prom-
ising, more supportive measures 
are still needed to stabilise and 
drive a recovery in the beleaguered 
property  sector,  analysts  said.  
Home sales among the 100 largest 
property developers in the first 
two months of the year plunged 43 
per cent from a year earlier.

Ultimately, the Russian war and 
earnings are the top factors to pay 
attention to for China equity. 

“Can Chinese companies con-
tinue making money in the face of 
all these risks? That’s the most im-
portant question for long-term in-
vestors,” said Liqian Ren, director 
of Modern Alpha.

Shanghai launches 2-phase 
lockdown as Covid surges, Page 18 

By Claudia Chong
chongkmc@sph.com.sg
@ClaudiaChongBT

Singapore

SINGAPORE has become the first 
South-east Asian country to sign 
the Artemis Accords, an agreement 
between countries to abide by cer-
tain key principles when conduct-
ing space exploration activities.

Minister for Trade and Industry 
Gan Kim Yong signed the Accords 
on behalf of Singapore on Monday 
(Mar 28) in Washington DC.

Established in 2020, the Artemis 
Accords were initiated by the Na-
tional Aeronautics and Space Ad-
ministration (NASA) in the US to 
promote the peaceful, sustainable 
and beneficial use of space for hu-
mankind.

Signatories have agreed to be 
transparent in the dissemination of 
information regarding their space 
policies and plans, and to commit 
to open sharing of scientific data.

They have also agreed that the 
extraction and usage of space re-
sources should be conducted in a 
manner that  complies with the 
Outer Space Treaty of 1967, among 
other conditions.

Singapore is the 18th signatory 
of the Accords. The founding mem-
ber nations include the UK, Japan 
and the  United  Arab  Emirates.  
Other signatories include Romania, 
Ukraine, Brazil and Korea.

The signing happened on the 
sidelines of  Prime Minister Lee 

Hsien Loong’s bilateral visit to the 
United States from Mar 26 to Apr 2. 
During his meeting with US Treas-
ury Secretary Janet Yellen, Lee and 
Yellen discussed cooperation at in-
ternational fora to deal with emer-
ging challenges affecting the global 
financial system.

They also exchanged views on 
domestic responses to facilitate 
pandemic recovery and discussed 
regional and international issues, 
including  the  developments  in  
Ukraine,  Lee’s  press  secretary,  
Chang Li Lin, said.

“Prime Minister Lee and Secret-
ary Yellen welcomed the growing 
economic and financial coopera-
tion between Singapore and the US 
bilaterally and internationally, in-
cluding the US-Singapore Climate 
Partnership and sustainable fin-
ance,” Chang added.

Spacetech is an emerging in-
dustry that Singapore, a relatively 
new player, has been investing in. 
Last month, the government an-
nounced S$150 million will go to re-
search and development for space 

capabilities in nationally important 
sectors such as aviation and mari-
time, and for other everyday applic-
ations.

Singapore’s  indigenously-de-
veloped satellite, the X-SAT, was 
launched only in 2011. To date, 16 
satellites have been built in Singa-
pore and launched into space,  
mostly comprising research satel-
lites from the National University 
of Singapore (NUS) and Nanyang 
Technological University (NTU).

But the city-state’s spacetech 
startup scene is getting more vi-
brant, supported by funding pro-
grammes, universities and govern-
ment agencies. The industry now 
has over 50 companies, including 
many startups, which employ over 
1,800 professionals.

In January, two local startups 
were involved in the successful de-
ployment of a satellite during a 
space mission launched from the 
US by SpaceX.  The Internet  of  
Things satellite was developed by 
NUS spin-off NuSpace, while the en-
gine fitted to the satellite, weighing 
less than 2kg, was developed by 
NTU spin-off Aliena.

The Office for Space Technology 
& Industry, which was set up under 
the Economic Development Board 
in 2013, became a full-fledged na-
tional space office in April 2020. 
Among other areas, it is exploring 
how space-based communications, 
navigation and surveillance techno-
logies can help improve air and 
maritime traffic management.

Venture 
Corp: 
Temporary 
halt of 
Shanghai 
ops not big 
impact

Among the fresh charges, Ng was 
charged with receiving S$110.3 
million in his personal bank 
accounts from his company Envy 
Asset Management. BT  FILE  PHOTO

GLOBAL ENTERPRISE

China equities are cheap,
but not everyone is sold

Singapore signs international pact
for space exploration

Ng Yu Zhi slapped with
12 new charges from
nickel trading fraud

Almost two weeks 
after battered 
Chinese equities 
clawed back some 
losses, they were 
down again on 
Mar 28 after 
Beijing ordered a 
lockdown of its 
largest city, 
Shanghai. 
PHOTO:  REUTERS

During PM Lee’s meeting with US Treasury Secretary Janet Yellen, they 
discussed cooperation at international fora on emerging challenges 
affecting the global financial system. PHOTO:  PRIME  MINISTER’S  OFFICE

Concerns over  geopolitical risks,  policy changes, rising commodity  prices,  corporate  earnings  temper optimism
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Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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ENFORCEMENT GROUP

On 4 October 2013, the share prices of Blumont Group Ltd 
(now known as Southern Archipelago Ltd), Asiasons Capital 
Ltd (now known as Attilan Group Ltd) and LionGold Corp Ltd  
(now known as Shen Yao Holdings Ltd), collectively referred to 
here as BAL, experienced sharp dips.

By 10.05 am, when the Singapore Exchange suspended trading 
in the three counters, BAL share prices had plummeted between 
38% and 61% within one trading hour. 

When the trading suspension was lifted on 7 October 2013,  
BAL share prices continued to fall. Collectively, more than S$8 
billion in market value was wiped out in just three trading days.

The October 2013 price crash unravelled the elaborate scheme 
orchestrated by masterminds Soh Chee Wen (Soh) and Quah 
Su-Ling (Quah), to manipulate the market and prices of BAL 
shares between August 2012 and October 2013. The duo had 
employed a massive web of 187 trading accounts belonging 
to 58 nominees to trade in BAL shares with the purpose of 
creating a false appearance as to the market and price of these 
shares. Within a space of nine months between January and 
September 2013, the share prices of BAL, soared by up to 800%,  
with Blumont Group Ltd shares registering the sharpest price 
spike from S$0.305 to S$2.45.

This is the most serious case of stock market manipulation the 
authorities have seen in Singapore’s history. Following a joint 
investigation conducted by the CAD and the Monetary Authority 
of Singapore, Soh and Quah were charged with a total of 367 
counts of offences under the Securities and Futures Act (SFA),  
the Penal Code (PC) and the Companies Act (CA) in November 
2016. Additionally, six charges under the SFA were preferred 
against Goh Hin Calm (Goh), a key accomplice of Soh and Quah, 
for intentionally aiding the duo to create the false appearance  
with respect to the market for BAL shares.

Just before the High Court trial for the trio commenced in March 
2019, Goh pleaded guilty. Goh admitted that at Quah’s request, 
he and his wife had opened ten personal trading accounts 
with five different financial institutions between 2008 and 
2011, and ceded control of these accounts to Soh and Quah.  
Further, Goh managed an intricate web of fund movements in 
relation to the accounts controlled by Soh and Quah. Put in charge 
of a sizable pool of funds, which at times, exceeded S$2 million, 
Goh made payment arrangements for trading losses incurred 
in the controlled accounts, without having to seek any specific 
prior approval from Soh or Quah. In addition, Goh aided Soh 
and Quah in monitoring the BAL shareholdings held in accounts 
under their control and provided them with regular updates.  
Goh was convicted on two counts of offences under Section 
197(1)(b) of the SFA and sentenced to 3 years’ imprisonment. 
Four similar charges were taken into consideration for the 
purpose of sentencing.

After a marathon trial spanning close to 200 days involving 
95 prosecution witnesses, Soh and Quah were respectively 
convicted by the High Court on 180 and 169 charges on 5 May 
2022. These included charges of market and price manipulation 
under Section 197(1)(b) of the SFA for all three counters, engaging 
in deceptive practices against financial institutions under Section 
201(b) of the SFA, and cheating two financial institutions under 
Section 420 of the PC. 

In addition, Soh was further convicted on (i) witness tampering 
charges under Section 204A of the PC for instigating four 
witnesses to lie to investigators on Quah’s and his involvement in 
the manipulative trades and (ii) charges under Section 148 of the 
CA for being concerned in the management of BAL while he was 
an undischarged bankrupt.

Describing the duo’s scheme as “elaborate, complex and 
highly exploitative, yet … intricate and very tightly planned 
and managed, specifically with a view to avoiding detection”, 
the High Court found that Soh and Quah had conspired to 
control the 187 trading accounts and conducted thousands 
of manipulative trades in BAL shares. The Court further found 
that the duo had traded with the intention to generate artificial 
liquidity and demand for the shares, to cause the share prices 
to rise over time, and to retain control of large amounts of 
shares without disclosing this to the market. Soh and Quah had 
concealed their involvement in 153 controlled accounts from  
16 financial institutions.

To secure additional funds to finance their scheme, Soh and 
Quah had pledged BAL shares as collateral under margin 
financing facilities granted by Goldman Sachs International 
and Interactive Brokers LLC. The High Court further found that 
the duo had dishonestly concealed the fact that the pledged 
BAL shares were the subject of manipulative practices, thereby 
deceiving and inducing the two financial institutions into 
disbursing more than S$957 million in margin financing.

On 28 December 2022, Soh and Quah were handed with high 
imprisonment terms of 36 and 20 years respectively. Both have 
appealed against their convictions and sentences, save for 
Soh’s conviction under Section 148 of the CA. At the time of 
publication, the appeals are pending.

PP  Soh Chee Wen and Others

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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Penny stock crash mastermind John Soh gets 36 years’
jail, Quah Su-Ling sentenced to 20 years

Grace Leong

Senior Business Correspondent

SINGAPORE - The mastermind behind Singapore’s biggest case of stock market manipulation

was sentenced to 36 years in jail on Wednesday, which lawyers say is the longest custodial

sentence for the offence to date in Singapore.

John Soh and Quah Su-Ling masterminded Singapore’s biggest case of stock market manipulation that wiped out nearly $8 billion in market value in October
2013. PHOTOS: ST FILE, GAVIN FOO
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ENFORCEMENT GROUP

Founded in 1989 and listed on the Singapore Exchange 
since 17 January 2001, Hyflux Ltd (Hyflux) is a home-grown 
water solutions company that rose to become a global 
leader in water treatment. Throughout its operating history,  
Hyflux and its founder, Lum Ooi Lin (better known as Olivia 
Lum), had made big splashes in the water treatment arena. 

Riding on its successful bid for Singapore’s first seawater 
treatment facility, SingSpring Desalination Plant, Hyflux went 
on to clinch a further tender from the Public Utilities Board 
(PUB) to design, build, own and operate then Singapore’s 
second and largest seawater desalination plant in Tuaspring 
(Tuaspring Project). 

Hyflux submitted the lowest bid among eight local and 
international companies, undercutting the next lowest bidder 
by close to 30%. Hyflux proposed to construct an integrated 
desalination plant with power generating facility, which will 
generate electricity both for the desalination plant’s operations 
and for sale to the power grid, a first for Hyflux and in the  
Asia region.

This Tuaspring Project also marked Hyflux’s first foray into the 
energy sector.

A month later, Hyflux issued perpetual preference shares on 
13 April 2011, promising dividends of 6%. This fund-raising 
exercise hit the news as Hyflux was the first non-bank in 
Singapore to offer perpetual preference shares. 

Hyflux’s offer attracted substantial interest from investors. 
Five times over-subscribed, the original offer of S$200 
million was upsized to the maximum of S$400 million.  
Retail investors sank in a total of S$200 million, or half of the 
total amount raised by Hyflux from the offer.

However, the seemingly rosy outlook took a different turn 
subsequently.

On 22 May 2018, Hyflux abruptly announced that it and five 
of its subsidiaries had applied to the High Court to commence 
a court-supervised process to reorganise their liabilities and 
businesses. In an accompanying letter to its shareholders, 
Hyflux attributed this development to the depressed electricity 
prices in Singapore, which resulted in Hyflux registering its 
first full-year losses. Not only did this sudden development 
catch the market by surprise, it also caught the attention of 
regulators from the Monetary Authority of Singapore (MAS), 

PP  Lum Ooi Lin and Others

the Accounting and Corporate Regulatory Authority (ACRA), 
and the Singapore Exchange Regulation.

In June 2020, the CAD, along with the MAS and ACRA, 
launched an investigation into Hyflux and its current and 
former directors for suspected disclosure breaches under the 
Securities and Futures Act (SFA) as well as non-compliance 
with accounting standards under the Companies Act (CA). 
This multi-agency joint investigation resulted in charges 
preferred against former executives and directors of Hyflux 
between November 2022 and May 2023.

The founder and former Chief Executive Officer of Hyflux,  
Lum Ooi Lin, its former Chief Financial Officer, Cho Wee Peng, 
and five former independent directors of Hyflux were charged 
with disclosure-related offences under the SFA. In summary, 
the SFA charges averred that Hyflux had intentionally failed to 
disclose material information relating to the Tuaspring Project. 
The material information include the facts that revenue from 
the sale of electricity was projected to make up the significant 
majority of the Tuaspring Project’s revenue, and that the 
profitability of the project was contingent on electricity sale. 

The charges further allege that the non-disclosure was 
made with the consent of Lum Ooi Lin, the connivance 
of Cho Wee Peng, and attributable to the neglect of the 
independent directors.

Lum Ooi Lin was additionally charged with offences under the 
CA for failing to ensure Hyflux’s compliance with accounting 
standards in its financial statements issued for the financial 
year ended 31 December 2017, and for failing to exercise 
reasonable diligence in the discharge of her duties as a 
director of Hyflux.

At the time of publication, court proceedings against all 
accused persons are ongoing.

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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British Chancellor of the Exchequer Jeremy Hunt
on Thursday said the country was already in the
grip of a recession, unveiling statistics that pro-
jected a 1.4 per cent shrinkage of the economy in
2023. 

SEE THE BIG STORY • A8
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BANGKOK – Chinese President Xi
Jinping said the Asia-Pacific
would not stand for any attempt to
wage a “new Cold War” in the re-
gion, which is “no one’s back-
yard”, as he called for deeper, non-
discriminatory cooperation
among regional countries on
Thursday.

“The Asia-Pacific is no one’s
backyard and should not become
an arena for big power contests.
No attempt to wage a new Cold
War will ever be allowed by the
people or by our times,” he said in
written remarks to regional and
business leaders at the Asia-Pacif-
ic Economic Cooperation (Apec)
CEO Summit. 

Mr Xi also urged the region to
strive for “higher-standard con-
nectivity”, in the remarks that
were distributed by the Chinese
embassy in Thailand. 

“China will actively enhance the
complementarity between the
Belt and Road Initiative and the
development strategies of other
parties to jointly build a high-
quality Asia-Pacific connectivity
network,” he added. 

Mr Xi, who had a series of high-
profile meetings with internation-
al leaders this week, was due to
speak at the summit, but his in-
person speech was cancelled due
to scheduling conflicts, said meet-
ing organisers. 

“Unilateralism and protection-
ism should be rejected by all; any
attempt to politicise and weapon-
ise economic and trade relations
should also be rejected by all,” his

remarks read. 
While he did not name the Unit-

ed States in particular, the Asia-
Pacific region has seen growing
economic and political rifts be-
tween China and the United States
result in heightened tensions. 

Earlier this week at the Group of
20 (G-20) Leaders’ Summit in Ba-
li, Indonesia, Mr Xi had called for
inclusive development and
slammed “group politics and bloc
confrontation”. 

He also held an ice-breaking
meeting with US President Joe Bi-
den after months of escalating
rhetoric between their two coun-
tries. 

Arriving in Bangkok on Thurs-
day ahead of the Apec Economic
Leaders’ Meeting on Friday and
Saturday, Mr Xi held meetings

with several regional leaders, in-
cluding Singapore’s Prime Minis-
ter Lee Hsien Loong and Japan’s
Prime Minister Fumio Kishida. 

He is due to meet New Zealand
leader Jacinda Ardern on Friday,
and Thai Premier Prayut Chan-o-
cha on Saturday. 

On Thursday, US Secretary of
State Antony Blinken said main-
taining open lines of communica-
tion between the US and China is
vital to avoid conflict and work to-
gether on challenges like the cli-
mate crisis and health security. 

“Neither of our countries, or any
other for that matter, can solve
(these challenges) alone,” he said,
addressing reporters after the
Apec ministerial meetings. 

US Trade Representative Kathe-
rine Tai also said that the current

geopolitical fallout and climate
crisis have shaken people’s confi-
dence in the global economic sys-
tem, and Apec is in a position to
build more durable and resilient
economies. 

In particular, the US is commit-
ted to working with Apec econo-
mies in two areas – protecting the
environment and addressing
shared challenges like supply
chain disruptions and economic
inequality. 

“The right trade policies can fa-
cilitate access to lower-emission
goods and services, promote in-
vestment and climate-friendly
technologies and help incenti-
vise environmental protection,”
she said. 

During the Apec ministerial
meetings, which are a precursor to

the Apec leaders meeting, minis-
ters from the 21 member economies
agreed to pursue sustainable eco-
nomic growth as they worked to-
wards a free trade area in the Asia-
Pacific. 

According to Thailand’s Deputy
Prime Minister and Minister of
Commerce Jurin Laksanawisit, the
ministers agreed to drive forward
the Thailand-originated Bio-Circu-
lar-Green Economy Model, under
which science and technology are
applied to make efficient use of re-
sources and restore the environ-
ment, and to help businesses to
thrive. 

tanhy@sph.com.sg
tammei@sph.com.sg
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Xi warns against waging a 
‘new Cold War’ in Asia-Pacific
He says region
should not become
an arena for ‘big
power contests’
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Indochina Bureau Chief 
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Thailand Correspondent 

Prime Minister Lee Hsien Loong meeting Chinese President Xi Jinping in Bangkok on Thursday, ahead of the Apec Economic Leaders’ Meeting on Friday and Saturday.
In remarks that were distributed by the Chinese embassy in Thailand, Mr Xi urged the region to strive for “higher-standard connectivity”. ST PHOTO: KELVIN CHNG

Singapore will continue to embrace digital asset in-
novation, but it is not open to cryptocurrency spec-
ulation at all, said Deputy Prime Minister and Fi-
nance Minister Lawrence Wong at the Bloomberg
New Economy Forum on Thursday. 
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Three out of 10 Build-To-Order
(BTO) projects to be launched in
the November sales exercise will
come under the prime location
public housing (PLH) model. 

Two – Ulu Pandan Banks and
Ghim Moh Natura – are in the ma-
ture estate of Queenstown. The
third is Kallang Horizon in Kal-
lang Whampoa, also a mature es-
tate. 

The sales exercise will begin on
Nov 23, with the Housing Board
launching over 9,500 units, Na-
tional Development Minister Des-
mond Lee said in a Facebook post
on Thursday.

Flat owners of the three PLH
projects will have to pay a portion
of the resale price or valuation,
whichever is higher, to HDB when
they sell their homes on the open
market for the first time under a

subsidy clawback clause. So far,
the clawback for all PLH projects
has been set at 6 per cent.

Owners will also be subject to a
10-year minimum occupation pe-
riod (MOP) before they can sell
their flats on the open market.
Standard BTO flats come with a
five-year MOP and do not have a
subsidy clawback clause.

A third project in Queenstown,
Queensway Canopy, will not fall
under the PLH model as it is locat-
ed farther away from the main
transport nodes and major retail
amenities, Mr Lee said.

“These flats thus have lower
market values than the PLH flats
at Ulu Pandan Banks and Ghim
Moh Natura,” he said, adding that
Queensway Canopy residents will
still have access to essential amen-
ities such as supermarkets and
food centres.

Mr Lee noted that the three PLH
projects are located near trans-
port nodes like Dover, Buona Vista

and Kallang MRT stations, and are
well served by existing amenities
and facilities.

“Given the attractive locations
and attributes, these flats would
naturally command higher market
values. To keep such PLH projects
affordable and accessible, we ap-
ply an additional subsidy, on top of
the substantial subsidies already
provided for all BTO flats,” he said.

Ulu Pandan Banks sits on the
eastern half of Dover Forest and is
gazetted as car-lite, so there will
be fewer parking spaces. This will
free up space for public facilities.

This comes after plans to use the
33ha Dover Forest for public hous-
ing were revised last year follow-
ing an outcry from nature groups.
About 11ha in the eastern half will
be developed for public housing,
while the western half is set aside
to preserve its biodiversity.

On Nov 23, BTO projects will al-
so be launched in Bukit Batok,
Tengah and Yishun. 

The two projects in Tengah,
comprising 2,070 units, will trial a
beamless flat design that gives
residents greater flexibility to
configure the layout of their flats.

There is one project in Bukit Ba-
tok and three projects in Yishun.

In February 2023, HDB will
launch about 2,900 to 3,900 units
in estates such as Kallang Wham-

poa, Queenstown and Tengah.

iliew@sph.com.sg
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9,500 BTO flats being launched; 
3 projects under prime area model 

Isabelle Liew 

An artist's impression of Kallang Horizon, one of the Build-To-Order projects to be launched in November that will come
under the prime location public housing model. The other two are Ulu Pandan Banks and Ghim Moh Natura. PHOTO: HDB

Hyflux’s founder and former chief
executive Olivia Lum Ooi Lin, for-
mer chief financial officer Cho
Wee Peng and four former board
members were on Thursday
charged with violations of the Se-
curities and Futures Act.

This comes 17 months after the
water treatment firm was ap-
proved to be wound up, which like-
ly left about 34,000 investors of
perpetual securities and prefer-
ence shares, who had sunk in a
combined $900 million, with
nothing. 

In a joint statement, the author-
ities said the six were charged over
“Hyflux’s intentional failure to dis-
close information relating to the
Tuaspring Integrated Water and
Power Project”. According to the
charges, this information was nec-
essary to avoid the establishment
of a false market in Hyflux’s securi-
ties. 

Lum, 61, who was handed three
charges, is out on bail of $100,000. 

She was charged with consent-

Hyflux
ex-CEO and
5 others
charged over
info omission

CONTINUED ON PAGE A2

Hyflux founder and former chief
executive Olivia Lum Ooi Lin was
handed three charges and is out on
bail of $100,000. ST PHOTO: GAVIN FOO

Grace Leong
Senior Business Correspondent
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British Chancellor of the Exchequer Jeremy Hunt
on Thursday said the country was already in the
grip of a recession, unveiling statistics that pro-
jected a 1.4 per cent shrinkage of the economy in
2023. 
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BANGKOK – Chinese President Xi
Jinping said the Asia-Pacific
would not stand for any attempt to
wage a “new Cold War” in the re-
gion, which is “no one’s back-
yard”, as he called for deeper, non-
discriminatory cooperation
among regional countries on
Thursday.

“The Asia-Pacific is no one’s
backyard and should not become
an arena for big power contests.
No attempt to wage a new Cold
War will ever be allowed by the
people or by our times,” he said in
written remarks to regional and
business leaders at the Asia-Pacif-
ic Economic Cooperation (Apec)
CEO Summit. 

Mr Xi also urged the region to
strive for “higher-standard con-
nectivity”, in the remarks that
were distributed by the Chinese
embassy in Thailand. 

“China will actively enhance the
complementarity between the
Belt and Road Initiative and the
development strategies of other
parties to jointly build a high-
quality Asia-Pacific connectivity
network,” he added. 

Mr Xi, who had a series of high-
profile meetings with internation-
al leaders this week, was due to
speak at the summit, but his in-
person speech was cancelled due
to scheduling conflicts, said meet-
ing organisers. 

“Unilateralism and protection-
ism should be rejected by all; any
attempt to politicise and weapon-
ise economic and trade relations
should also be rejected by all,” his

remarks read. 
While he did not name the Unit-

ed States in particular, the Asia-
Pacific region has seen growing
economic and political rifts be-
tween China and the United States
result in heightened tensions. 

Earlier this week at the Group of
20 (G-20) Leaders’ Summit in Ba-
li, Indonesia, Mr Xi had called for
inclusive development and
slammed “group politics and bloc
confrontation”. 

He also held an ice-breaking
meeting with US President Joe Bi-
den after months of escalating
rhetoric between their two coun-
tries. 

Arriving in Bangkok on Thurs-
day ahead of the Apec Economic
Leaders’ Meeting on Friday and
Saturday, Mr Xi held meetings

with several regional leaders, in-
cluding Singapore’s Prime Minis-
ter Lee Hsien Loong and Japan’s
Prime Minister Fumio Kishida. 

He is due to meet New Zealand
leader Jacinda Ardern on Friday,
and Thai Premier Prayut Chan-o-
cha on Saturday. 

On Thursday, US Secretary of
State Antony Blinken said main-
taining open lines of communica-
tion between the US and China is
vital to avoid conflict and work to-
gether on challenges like the cli-
mate crisis and health security. 

“Neither of our countries, or any
other for that matter, can solve
(these challenges) alone,” he said,
addressing reporters after the
Apec ministerial meetings. 

US Trade Representative Kathe-
rine Tai also said that the current

geopolitical fallout and climate
crisis have shaken people’s confi-
dence in the global economic sys-
tem, and Apec is in a position to
build more durable and resilient
economies. 

In particular, the US is commit-
ted to working with Apec econo-
mies in two areas – protecting the
environment and addressing
shared challenges like supply
chain disruptions and economic
inequality. 

“The right trade policies can fa-
cilitate access to lower-emission
goods and services, promote in-
vestment and climate-friendly
technologies and help incenti-
vise environmental protection,”
she said. 

During the Apec ministerial
meetings, which are a precursor to

the Apec leaders meeting, minis-
ters from the 21 member economies
agreed to pursue sustainable eco-
nomic growth as they worked to-
wards a free trade area in the Asia-
Pacific. 

According to Thailand’s Deputy
Prime Minister and Minister of
Commerce Jurin Laksanawisit, the
ministers agreed to drive forward
the Thailand-originated Bio-Circu-
lar-Green Economy Model, under
which science and technology are
applied to make efficient use of re-
sources and restore the environ-
ment, and to help businesses to
thrive. 
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Prime Minister Lee Hsien Loong meeting Chinese President Xi Jinping in Bangkok on Thursday, ahead of the Apec Economic Leaders’ Meeting on Friday and Saturday.
In remarks that were distributed by the Chinese embassy in Thailand, Mr Xi urged the region to strive for “higher-standard connectivity”. ST PHOTO: KELVIN CHNG

Singapore will continue to embrace digital asset in-
novation, but it is not open to cryptocurrency spec-
ulation at all, said Deputy Prime Minister and Fi-
nance Minister Lawrence Wong at the Bloomberg
New Economy Forum on Thursday. 
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Three out of 10 Build-To-Order
(BTO) projects to be launched in
the November sales exercise will
come under the prime location
public housing (PLH) model. 

Two – Ulu Pandan Banks and
Ghim Moh Natura – are in the ma-
ture estate of Queenstown. The
third is Kallang Horizon in Kal-
lang Whampoa, also a mature es-
tate. 

The sales exercise will begin on
Nov 23, with the Housing Board
launching over 9,500 units, Na-
tional Development Minister Des-
mond Lee said in a Facebook post
on Thursday.

Flat owners of the three PLH
projects will have to pay a portion
of the resale price or valuation,
whichever is higher, to HDB when
they sell their homes on the open
market for the first time under a

subsidy clawback clause. So far,
the clawback for all PLH projects
has been set at 6 per cent.

Owners will also be subject to a
10-year minimum occupation pe-
riod (MOP) before they can sell
their flats on the open market.
Standard BTO flats come with a
five-year MOP and do not have a
subsidy clawback clause.

A third project in Queenstown,
Queensway Canopy, will not fall
under the PLH model as it is locat-
ed farther away from the main
transport nodes and major retail
amenities, Mr Lee said.

“These flats thus have lower
market values than the PLH flats
at Ulu Pandan Banks and Ghim
Moh Natura,” he said, adding that
Queensway Canopy residents will
still have access to essential amen-
ities such as supermarkets and
food centres.

Mr Lee noted that the three PLH
projects are located near trans-
port nodes like Dover, Buona Vista

and Kallang MRT stations, and are
well served by existing amenities
and facilities.

“Given the attractive locations
and attributes, these flats would
naturally command higher market
values. To keep such PLH projects
affordable and accessible, we ap-
ply an additional subsidy, on top of
the substantial subsidies already
provided for all BTO flats,” he said.

Ulu Pandan Banks sits on the
eastern half of Dover Forest and is
gazetted as car-lite, so there will
be fewer parking spaces. This will
free up space for public facilities.

This comes after plans to use the
33ha Dover Forest for public hous-
ing were revised last year follow-
ing an outcry from nature groups.
About 11ha in the eastern half will
be developed for public housing,
while the western half is set aside
to preserve its biodiversity.

On Nov 23, BTO projects will al-
so be launched in Bukit Batok,
Tengah and Yishun. 

The two projects in Tengah,
comprising 2,070 units, will trial a
beamless flat design that gives
residents greater flexibility to
configure the layout of their flats.

There is one project in Bukit Ba-
tok and three projects in Yishun.

In February 2023, HDB will
launch about 2,900 to 3,900 units
in estates such as Kallang Wham-

poa, Queenstown and Tengah.
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An artist's impression of Kallang Horizon, one of the Build-To-Order projects to be launched in November that will come
under the prime location public housing model. The other two are Ulu Pandan Banks and Ghim Moh Natura. PHOTO: HDB

Hyflux’s founder and former chief
executive Olivia Lum Ooi Lin, for-
mer chief financial officer Cho
Wee Peng and four former board
members were on Thursday
charged with violations of the Se-
curities and Futures Act.

This comes 17 months after the
water treatment firm was ap-
proved to be wound up, which like-
ly left about 34,000 investors of
perpetual securities and prefer-
ence shares, who had sunk in a
combined $900 million, with
nothing. 

In a joint statement, the author-
ities said the six were charged over
“Hyflux’s intentional failure to dis-
close information relating to the
Tuaspring Integrated Water and
Power Project”. According to the
charges, this information was nec-
essary to avoid the establishment
of a false market in Hyflux’s securi-
ties. 

Lum, 61, who was handed three
charges, is out on bail of $100,000. 

She was charged with consent-
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info omission
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Hyflux founder and former chief
executive Olivia Lum Ooi Lin was
handed three charges and is out on
bail of $100,000. ST PHOTO: GAVIN FOO

Grace Leong
Senior Business Correspondent

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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The CAD commenced investigations into Wirecard Asia 
Holding Pte Ltd (Wirecard Asia) and Wirecard Singapore Pte 
Ltd in February 2019.  Wirecard Asia is an indirect subsidiary 
of Wirecard AG, which during its peak was a global payment 
services company listed on the Frankfurt Stock Exchange. 
Wirecard Asia was Wirecard AG’s Asia headquarters and 
managed regional functions such as finance matters. 

Investigations were still ongoing when the payment 
processing giant made shockwaves on 25 June 2020 with 
its announcement that there was a “prevailing likelihood that 
the bank trust account balances in the amount of 1.9 billion  
EUR do not exist”. Various international media reports 
suggested that local company Citadelle Corporate Services Pte 
Ltd (Citadelle) had handled monies for Wirecard in a trustee 
capacity. Pursuant to a review of the developments relating to 
Wirecard AG, the CAD and the Monetary Authority of Singapore 
(MAS) jumped into action and launched a joint investigation 
into a number of Singapore incorporated companies including 
Citadelle, for suspected falsification of accounts under the 
Penal Code as well as carrying on a trust business without a 
licence under the Trust Companies Act.

Pursuant to the CAD’s investigations, the following people 
have been prosecuted.

R Shanmugaratnam, James Henry O’Sullivan and 
Thilagaratnam S/O Rajaratnam

R Shanmugaratnam (Shanmugaratnam), a director of Citadelle, 
was charged with 14 counts of falsification of accounts under 
Section 477A of the Penal Code by allegedly issuing letters 
from Citadelle to Wirecard AG, its subsidiaries and audit 
firm, which falsely confirmed the balances in Citadelle’s bank 
accounts to be between EUR20 million and over EUR327 
million held in escrow for Wirecard AG or its related companies. 
James Henry O’Sullivan (Henry) was also charged with seven 
counts of allegedly instigating Shanmugaratnam to issue 
such letters from Citadelle and Henry’s company, Strategic 
Corporate Investments Pte Ltd (Strategic). Shanmugaratnam’s 
brother, Thilagaratnam S/O Rajaratnam (Thila), was a director 
of Strategic, and was charged in court on 5 May 2022 for 
allegedly breaching his director’s duties under Section 157 of the 
Companies Act. He is alleged to have failed to use reasonable 
diligence in the discharge of the duties of his office, by signing 
seven of the letters issued by Strategic, which falsely stated 
that the company was holding various balances in escrow for 
Wirecard AG, without ascertaining whether the contents in 
these letters were true. 

Court proceedings against the trio are still ongoing at the time  
of publication.

Employees of Wirecard Asia Holding Pte Ltd

James Aga Wardhana (Wardhana), Chai Ai Lim (Chai) and See 
Lee Wee (See), former employees of Wirecard Asia, and Yeo 

Chiew Hai Henry (Yeo), managing director of Jacobson Fareast 
Marketing Services Pte Ltd (Jacobson), were prosecuted for 
conspiring to dishonestly misappropriate various amounts 
between S$41,200 and S$100,000 from Wirecard Asia 
between May and December 2018.

Wardhana, See, and Yeo were also charged with committing 
money laundering by allegedly transferring significant portions of 
the misappropriated amounts to other individuals. Additionally, 
Wardhana, acting on instructions from Edo, abetted Yeo to 
falsify four invoices issued by Jacobson to Wirecard Asia 
with a total value of S$184,870 to cover up for the dishonest 
misappropriation.

Chai Ai Lim and See Lee Wee

In October 2018, Edo approached See, the then Controlling 
Manager at Wirecard Asia, and asked her to take a loan 
from Wirecard Asia. Edo assured her that the loan would be 
converted to a “bonus” for her, and she was to withdraw the 
cash and hand it over to him. At that time, See reported to 
Chai, the then Head of Finance at Wirecard Asia. On 5 October 
2018, under the directions of Edo, Chai arranged for S$47,000 
to be transferred from Wirecard Asia to See’s personal bank 
account, and recorded the transaction as an employee loan 
in the company’s accounts. Both See and Chai knew that 
the purported employee loan was a pretext for Edo to illegally 
transfer the monies out of the company to himself. This caused 
a S$47,000 loss to Wirecard Asia.

Chai pleaded guilty to one count of criminal breach of trust 
and another count of criminal breach of trust was taken 
into consideration for the purpose of sentencing. Chai was 
sentenced to a total of 10 months’ imprisonment.

See pleaded guilty to one count of criminal breach of trust, and 
two counts of money laundering by transferring benefits from 
criminal conduct were taken into consideration for the purpose 
of sentencing. See was sentenced to 10 weeks’ imprisonment.

James Wardhana

Wardhana, the International Finance Process Manager of 
Wirecard Asia at the material time, was one of the authorised 
signatories of Wirecard Asia’s CIMB bank account, along with 
Edo. Sometime in May or June 2018, Edo asked Wardhana 
multiple times to find means of getting S$100,000, and also 
said that he could arrange for Wirecard Asia to pay the money to 
Wardhana as a bonus. Wardhana told Edo that he did not have 
any means to get the money, but agreed for Wirecard Asia to 
provide the money for Edo under the guise of a bonus payment 
to him. This is despite knowing that there was no such bonus 
due to him and not knowing what Edo needed the money for. 
On 17 July 2018, Edo arranged for Wirecard Asia to transfer 
S$100,000 from its bank account to Wardhana’s personal bank 
account. Following the transfer, he told Wardhana to withdraw 
the money and pass the cash to a person known as “Karthi”.  
As a result, Wirecard Asia suffered a loss of S$100,000.

Wirecard
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For one family, their gathering was not just a cosy get-together, 
but an opportunity to share hot stock tips, resulting in tidy 
profits. Unfortunately, the stock tips were illegal, and on  
26 May 2023, three members of this family were convicted 
on insider trading offences under the Securities and Futures 
Act (SFA) and sentenced to fines ranging S$100,000 to 
S$150,000. They are Shae Toh Hock, Senior Vice President 
of Corporate Planning and Development at a subsidiary of 
Nippon Paint Holdings Co. Ltd (Nippon Paint Holdings),  
his sister, Shae Hung Yee, and her husband, Siew Boon Liong.

Sometime in January 2019, Shae Toh Hock learnt of Nippon 
Paint Holdings’ intent to acquire DuluxGroup Limited 
(DuluxGroup), a company then listed on the Australian 
Securities Exchange. He and his team had been tasked 
to conduct a due diligence on DuluxGroup as part of the 
acquisition plan and he knew that Nippon Paint Holdings 
would likely make an offer which represented a premium of 
around 30% over DuluxGroup’s prevailing share price.

At a family gathering held in Resorts World Sentosa on 7 April 
2019, Shae Toh Hock tipped Shae Hung Yee and Siew Boon 
Liong off about the impending acquisition. That same night, 
the couple hatched a plan to capitalise on this hot tip. They 
set up a securities trading account that allowed for trading in  
Australia-listed shares and purchased 40,000 DuluxGroup 
shares on 12 April 2019, ahead of the positive announcement. 

PP  Shae Toh Hock and Others

On 17 April 2019, Nippon Paint Holdings and DuluxGroup 
announced the proposed acquisition and DuluxGroup’s share 
price rose 27.1% from its previous day’s closing price. Shae 
Hung Yee and Siew Boon Liong sold all 40,000 DuluxGroup 
shares between 17 April and 9 May 2019, making a handsome 
profit of more than S$75,000, representing a 25% return  
on investment.

Shae Toh Hock pleaded guilty to communicating non-public 
material information relating to DuluxGroup’s impending 
acquisition to Shae Hung Yee, in contravention of Section 219(3)(a) 
of the SFA. He was fined S$100,000.

As for Shae Hung Yee and Siew Boon Liong, they pleaded guilty  
to engaging in a conspiracy to purchase DuluxGroup shares 
while in possession of the same non-public material information 
in contravention of Section 219(2)(a) of the SFA read with Section 
109 of the Penal Code. Shae Hung Yee and Siew Boon Liong 
were each fined S$150,000.

In meting out the sentence, Senior District Judge Bala Reddy 
remarked that “[insider trading] is a crime that strikes at the 
heart of fairness, eroding the faith of investors and undermining 
the integrity of markets”. He added that “it is imperative that the 
courts, regulators and lawmakers recognise the immense harm 
inflicted by such illicit activities and impose deterrent sentences 
that send an unambiguous message: exploiting privileged 
information for personal gain attracts deterrent punishment.”

Yeo Chiew Hai Henry and James Wardhana

During the material time period, Yeo was the managing director 
of Jacobson, a company in the business of wholesale of textiles 
and furniture and trading of heavy equipment spare parts.  
On or about 5 October 2018, Yeo was informed by a friend 
from Mauritius about a business deal from which they “could 
get 3%”, and an “Edo” would reach out regarding this deal. 

Between October and December 2018, Edo instructed 
Wardhana to assist Yeo to prepare three invoices amounting 
to S$123,070 from Jacobson to Wirecard Asia, purportedly 
relating to a “Marketing MOU” between the two companies 
for “marketing and intelligence reports”, although there were 
no such reports provided. On 8 October 2018, at the behest 
of Edo, Wardhana transferred S$41,200 from Wirecard Asia 
to Jacobson’s bank account. Thereafter, pursuant to his 
arrangement with Wardhana, Yeo withdrew S$40,000 and 
handed it to Wardhana, and kept S$1,200 as a commission. 

On 23 December 2018, Wardhana approved a transaction 
for S$81,870 to be transferred from one of Wirecard Asia’s 
bank accounts to Jacobson’s bank account. Pursuant to his 

arrangement with Wardhana, Yeo withdrew S$79,485 from 
the bank account for Wardhana while retaining the rest as a 
commission. At the behest of Edo, Wardhana handed all the 
cash received from Yeo to strangers. In total, Wirecard Asia 
suffered a loss of S$123,070 from these events.

Wardhana pleaded guilty to one count of criminal breach of  
trust, one count of abetting the falsification of accounts, and one 
count of money laundering by transferring benefits from criminal 
conduct. Another six counts of the abovementioned offences 
were taken into consideration for the purpose of sentencing. 
Wardhana was sentenced to a total of 21 months’ imprisonment.

Yeo pleaded guilty to one count of criminal breach of trust,  
one count of money laundering by transferring Edo’s benefits 
from criminal conduct, and one count of falsifying documents in 
relation to Jacobson’s accounts. Five similar charges were taken 
into consideration for sentencing purposes. Yeo was sentenced 
to a total of 12 months’ imprisonment.

Presently, Edo is still at large. A Warrant of Arrest and an 
INTERPOL Red Notice have been issued against him in 
connection with the abovementioned offences.
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Khong Siak Meng David (David Khong) was a lawyer practising 
at David Khong & Associates, a sole proprietorship owned  
by him. 

On 17 May 2007, a married couple, sold their property to a 
buyer for S$2.2 million, and they engaged David Khong to act as 
the conveyancing lawyer for the sale. The buyer then exercised 
the option to purchase the property by handing over a cheque 
of S$88,000 to David Khong. This cheque was to be handed 
over to the couple upon the completion of the sale of property.  
However, instead of depositing the cheque into his firm’s client 
account (specifically required for holding clients’ money), David 
Khong deposited the sum into the firm’s office account and 
subsequently made withdrawals of the S$88,000 to settle 
his personal debts and expenses without the knowledge or 
authorisation of the couple. 

On 14 August 2007, the day of completion of the sale of the 
property, David Khong failed to hand the S$88,000 to the couple. 
The next day, he asked to meet the husband and during the 
meeting, he confessed that he had misappropriated the S$88,000. 
He handed over S$20,000 in cash and asked for time to repay 
the remaining S$68,000. He also handed over a document where 
he admitted to misappropriating the monies from the sale of the 
property. The husband gave David Khong until 18 August 2007 
to repay the remaining S$68,000, failing which he would make a 
police report. As David Khong was not able to raise S$68,000 by 
then, he booked a flight to Shanghai on the morning of 18 August 
2007 and fled Singapore. When the husband did not receive the 

PP  Khong Siak Meng David

Samtrade FX was providing online brokerage services to 
trade in foreign exchange, and other related services, to 
clients in Singapore and various countries. According to 
Its website, it was founded in 2015 and achieved multiple 
awards over the years. 

In December 2021, the CAD commenced a joint investigation 
with the Monetary Authority of Singapore (MAS) into Samtrade 
FX for operating a business dealing in a regulated activity 
without a valid capital markets services licence from MAS.  

Samtrade FX

As stated in the CAD’s Police News Release dated 3 January 
2022, there is reason to suspect that irregular trading activities 
have been carried out on the platform and investigations are 
being carried out on these activities. 

The business turned out to be insolvent after attracting over 
US$800 million in deposits from its clients. Six local and 
foreign companies, behind Samtrade FX, were subsequently 
being placed under the liquidation process. This was because 
its total liabilities far exceeded total assets.

balance from David Khong at the slated time, he lodged a police 
report the same day. 

A Warrant of Arrest and an INTERPOL Red Notice were 
subsequently issued against him. With the cooperation and 
assistance of our foreign counterparts in China, David Khong 
was deported back to Singapore on 23 September 2022,  
after 15 long years, and was arrested by the CAD on the same 
day. He was charged with three counts of criminal breach of trust 
under Section 409 Penal Code, for misappropriating a total of 
S$113,923.79 from three clients. 

David Khong pleaded guilty to one count of criminal breach of 
trust under Section 409 of the Penal Code. Two other similar 
charges of criminal breach of trust were taken into consideration 
for the purposes of sentencing. On 28 March 2023, David Khong 
was sentenced to 36 months’ imprisonment.
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AT THE COURTS

A former lawyer who went on the
run for more than 15 years after
misappropriating $88,000 of his
clients’ money in 2007 was sen-
tenced to 36 months’ jail on Tues-
day. 

David Khong Siak Meng, 55, who
fled to Shanghai, where he re-
mained a fugitive until he was de-
ported to Singapore on Sept 23,
2022, pleaded guilty to one charge
of criminal breach of trust.

At the time of his offence, Khong

was the sole proprietor of David
Khong & Associates (DKA).

Deputy Public Prosecutor Edwin
Soh said in May 2007 that Khong’s
victims, a married couple, offered
to sell a condominium unit to a
buyer for $2.2 million.

Khong acted as the couple’s con-
veyancing lawyer for this sale.

In June 2007, the buyer exercised
the option to purchase the proper-
ty by handing over a cheque for
$88,000 to Khong. 

He deposited the cheque into
DKA’s office account instead of the
firm’s client account used for hold-

ing clients’ money.
That same month, Khong made

several cash withdrawals and fund
transfers from the DKA office ac-
count, withdrawing the entire sum
of $88,000, which he used to settle
his personal debts and expenses.

On Aug 14, 2007, the day of com-
pletion of the sale of the property,
Khong failed to hand the $88,000
to the couple.

The next day, he called his client
and asked the man to meet him at a
carpark at Kim Seng Plaza. He con-
fessed to his client that he had mis-
appropriated the $88,000 as he
was experiencing personal prob-
lems.

Khong gave his client $20,000 in
cash and asked for time to repay
the other $68,000. He also handed

his client a document titled “con-
fession”, in which he admitted that
he misappropriated the funds.

The client gave Khong until Aug
18, 2007, to pay him the remaining
amount and said if he failed to do
so, he would make a police report.

As Khong was unable to raise
$68,000 in that time, he booked a
flight to Shanghai on the night of
Aug 18, 2007, to flee Singapore and
evade being arrested.

On April 6, 2022, the Jiangsu
Public Security Bureau in China in-
formed the Singapore Consulate in
Shanghai that Khong had been
convicted that month for overstay-

ing and working illegally in Shang-
hai. It was not mentioned in court
what job he held.

Khong was subsequently deport-
ed to Singapore by the Chinese au-
thorities on Sept 23, 2022. He was
arrested by the Singapore Police
Force that same day.

DPP Soh said Khong has not re-
paid his clients the remaining
$68,000.

Seeking a jail term of 36 to 42
months, the prosecutor said Khong
siphoned his clients’ monies for
himself because he was motivated
by greed.

He added that Khong did not

commit the offence on the spur of
the moment, but made a calculated
choice to steal the money entrust-
ed to him by his clients.

DPP Soh also said that no miti-
gating weight should be placed on
Khong’s plea of guilt, adding: “The
fact that he absconded with his cli-
ents’ monies for over 15 years inex-
orably points to his guilt. The ac-
cused now pleads guilty because
he has little choice but to do so.”

In mitigation, defence lawyer
Daniel Goh said his client’s surren-
der to the Chinese authorities was
voluntary.

“He would not have been arrest-
ed and deported (if not) for his
clear and deliberate act of surren-
dering with the knowledge that he
would have to be deported to Sin-
gapore to face the music,” added
Mr Goh.

The lawyer said that this was
Khong’s first brush with the law,
adding: “He has matured in the
long time away from home and
should be afforded the opportuni-
ty to turn over a new leaf.

“He just wants to serve his time
and hopefully see his ailing father
before he passes on.”

For each count of criminal
breach of trust as an attorney, an
offender can either be jailed for life
or receive up to 10 years’ jail and be
fined.

Ex-lawyer who went
on the run after taking
clients’ money jailed

He remained a fugitive in Shanghai for over
15 years after misappropriating couple’s $88k

Nadine Chua 

nadinechua@sph.com.sg

David Khong Siak Meng fled in 2007 after failing to return $68,000 of the money
he misappropriated. He was deported in 2022. PHOTO: SINGAPORE POLICE FORCE

A face-to-face transaction to sell
$320,000 worth of Bitcoin went
awry when a quarrel broke out over
who was entitled to the cash after
the buyer denied having received
the cryptocurrency, despite the
Bitcoin network confirming the
transfer.

Mr Christofle Rio, who had trans-
ferred 12.14 bitcoins to a digital wal-
let, eventually left the Tanjong Pa-
gar apartment without the cash
and bereft of the cryptocurrency.

He then sued Mr Malcolm Tan
Chun Chuen, the man who trans-
acted with him, for breach of con-
tract for failing to pay the agreed
price.

But Mr Tan argued that his com-
pany, Qrypt Technologies, was
merely a middleman that facilitat-

ed the sale of Bitcoin from Mr Rio’s
company, GCXpress Commerce
(GCX), to the actual buyers. 

He contended that he cannot be
liable, nor does Mr Rio have the le-
gal standing to sue, simply because
the agreement was not between
them as individuals, but between
their respective companies.

Mr Rio’s lawsuit was dismissed
last Wednesday, after the High
Court found that both men were
not the proper parties to the con-
tract as they were acting on behalf
of their respective companies, and
not in their personal capacities.

Mr Rio set up GCX in 2019 as a
cryptocurrencies trading business,
while Mr Tan, a disbarred lawyer,
was the managing director of
Qrypt, a digital assets and block-
chain company. 

According to Mr Tan, he was con-
tacted on Dec 1, 2020 via messag-
ing app Telegram by someone
identified as “Kenneth”, who asked

to buy more than $300,000 worth
of Bitcoin.

Mr Tan then contacted Mr Rio,
who said he had $320,000 worth
of Bitcoin to sell. They arranged to
conduct the transaction at Mr Tan’s
office at 18 Spottiswoode Park
Road that afternoon.

Mr Tan then informed Kenneth
about the meeting. Kenneth said
he would be present at the office
with his staff, and emphasised that
all communication should be done
via Telegram.

At 4.10pm, three men, who iden-
tified themselves as Kenneth, Eric
Foo and Chua Hong You, arrived at
Mr Tan’s office. Mr Foo took cash
out of a bag and placed it on a table
in the room. 

Mr Tan asked Kenneth for his
identity card to allow Qrypt’s com-
pliance manager to complete the
checks to comply with Monetary
Authority of Singapore regula-
tions.

Kenneth declined and asked Mr
Chua to provide his identity card
instead. Mr Chua was cleared to
proceed with the transaction.

Some confusion was caused
when a second buyer showed up,
also carrying $320,000 in cash.
The buyers had apparently ar-
ranged for him to wait downstairs.
He was told to leave the premises.

At about 4.30pm, Mr Rio, accom-
panied by a Mr Phoon Chee Kong,
arrived with counting machines.
After the cash was counted, Mr Rio
transferred 12.14 bitcoins to the
wallet specified by Mr Tan.

Mr Tan then sent 11.982443 bit-
coins – after deducting a 1 per cent
administrative fee – to the wallet
address stated in the Telegram
chat.

However, the verification proc-
ess took over an hour. 

Mr Rio and Mr Phoon were
stopped by the three buyers from
leaving with the cash until the

transfer had been verified. 
Things fell apart after confirma-

tion was received from the Bitcoin
network. 

Mr Tan said the person to whom
he had transferred the bitcoins de-
leted their entire Telegram chat,
while Kenneth denied that the bit-
coins were transferred to his wal-
let. 

Mr Rio called the police and
statements were taken from all six
men. The buyers were allowed to
keep the cash pending further in-
vestigations.

Mr Tan transferred the admin fee
to GCX’s wallet and also made a po-
lice report. 

Mr Rio sued Mr Tan for the bal-
ance of 11.982443 bitcoins, or
$315,846.93 in monetary terms.

Justice Lee said the fundamental
question in the suit was who were
the proper parties to the contract.

He noted that it was a trite prin-
ciple of law that only parties to a

contract have the standing to sue
and enforce those contractual obli-
gations.

The judge said a number of fac-
tors point to the conclusion that Mr
Rio was not acting in his personal
capacity, including the fact that he
had communicated with Mr Tan
via a chat group that was operated
by GCX to facilitate transactions.

As for Mr Tan, the judge said he
could not have intended to enter
into the agreement in his personal
capacity, as it was Qrypt that was
allowed by MAS to provide a digital
payment token service. 

Justice Lee also suggested that
the relevant authority look into
whether the due diligence process
in this case was satisfactory. He
noted that Mr Tan was prepared to
forgo compliance checks on Ken-
neth, whom he believed was the ul-
timate buyer.

Bitcoin seller loses lawsuit over deal involving $320,000 in cash

Selina Lum 
Senior Law Correspondent 

selinal@sph.com.sg

For about 10 years, the co-owner of
a property agency had the use of
5,381 sq ft of extra space that was
built without approval of the au-
thorities.

The illicit mezzanine floor,
which was built within the eight-
floor unit at The Alexcier building
in Alexandra Road, was used as a
working office and storage area for
items such as document files, IT
equipment and handyman goods.

When Yeo Choon Guan, also
known as Stanley Yeo, realised the
extra floor had been built without
approval, he erected a display shelf
door to hide the staircase to the
mezzanine floor. 

It was still accessible via the con-
cealed entrance to the staircase be-
hind the display shelf door, and
was subsequently used as an inte-
rior design showroom and resting
area for staff. 

On Tuesday, Yeo, 51, was fined
$50,000. He had pleaded guilty to
a charge of authorising the con-
struction of a mezzanine
floor within unit 08-01 at The Alex-
cier building – an eight-storey light
industrial building – despite the
plans not being approved by the
Commissioner of Building Control
under Section 5 of the Building
Control Act. 

Yeo was also convicted of permit-
ting the erection of the illegal floor
without the Commissioner of Civil

Defence’s approval of the plan for
fire safety works. Two more charg-
es were taken into consideration
during sentencing. 

Under the Building Control Act,
anyone convicted of carrying out
unauthorised building work is lia-
ble to a fine of up to $200,000, a jail
term of up to two years, or both.

The hidden floor, built between
2008 and 2009, was the first
known case of its kind that came to
light when the authorities acted on
a tip-off and conducted an inspec-
tion of the building in February
2019.

From 2008 to 2009, Yeo was a di-
rector and shareholder of SLP In-
ternational Property Consultants,
ZACD Investments and ZACD
Posh, which were in the real estate
development and sales business.

The unit at The Alexcier was
owned by Yeo and his wife Kain
Sim under ZACD Investments – a

real estate investment firm they
co-founded under the ZACD
Group. 

The couple are controlling share-
holders of ZACD Group, which has
been listed on the Growth Enter-
prise Market, Hong Kong’s ex-
change for smaller companies,
since 2018.

In early 2008, Yeo thought of op-
timising the space at The Alexcier
for his business as the unit had a
high ceiling that was not being util-
ised, according to the statement of
facts heard on Tuesday. 

He then used SLP International
as the corporate entity to coordi-
nate the works at the premises.

Furnisteel Systems was engaged
to construct the illegal floor, and
work began around March 2008. 

During the construction process,
Yeo and his wife attended several
meetings with Mr Steve Seet
Kwang Meng, a sales manager at

interior design and renovation firm
Communication Design Interna-
tional, which was providing interi-
or design and project management
services for works at his premises,
including the construction of the
mezzanine floor. 

But the couple had failed to con-
firm what or if any necessary ap-
provals from the authorities had
been obtained for the works, noted
the court papers.

The unauthorised floor was com-
pleted in the first quarter of 2009
and spanned 5,381 sq ft, about the
size of eight three-room HDB flats. 

The Straits Times reported in
March 2019 that various living and
work spaces with workstations,
beds, a kitchen and a meeting room
were found on the illegal ninth
floor.

At the time, the unit was on a
three-year lease to property and
asset management company ZACD

Posh for a monthly rent of $16,200,
as stated in the ZACD Group pro-
spectus. 

Property experts had said the il-
legal floor meant the owners had
avoided a development charge of
over $1 million payable to the Ur-
ban Redevelopment Authority
(URA), based on the 2019 rate, if
the additional level had been ap-
proved.

The floor was demolished by
April 2019 following an order from
the Building and Construction Au-
thority.

The unit was put up for sale later
that year. A URA caveat showed
the 10,505 sq ft property was sold
for $2.8 million in June 2022.

Yeo’s lawyer, Mr S. Balamurugan
of K&L Gates Straits Law, said in
mitigation that Yeo is deeply apo-
logetic and remorseful, and under-
stands the gravity of his mistake in
not obtaining the relevant approv-

als. 
However, the mezzanine floor

was created as a storage area and a
working office, and not used for
the purpose of increasing occu-
pancy or for rental profits, he add-
ed. 

Mr Balamurugan also said in
court that the mezzanine floor had
not posed any immediate structu-
ral hazard to the rest of the build-
ing or compromised the safety of
the public. 

Yeo, who was awarded the Public
Service Medal in 2015 and had
chaired the Tampines North Citi-
zens’ Consultative Committee,
took leave from his grassroots po-
sition in 2019. 

A People’s Association spokes-
man told The Straits Times that
Yeo ceased to be a grassroots lead-
er in September 2022. 

Property
agency
co-owner
fined $50k
for building
hidden floor

Joyce Lim 
Senior Correspondent 

joycel@sph.com.sg

Left: Workers clearing objects from
the unauthorised floor at The Alexcier
on March 18, 2019. The hidden floor,
built between 2008 and 2009, was
the first known case of its kind that
came to light when the authorities
acted on a tip-off and conducted an
inspection of the building in February
2019. ST FILE PHOTO

Yeo Choon Guan
pleaded guilty to
a charge of
authorising the
construction of
an illegal
mezzanine floor.

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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BEIJING • China’s  factory  activity
grew  at  its  fastest  pace  in  six  
months  in  December,  driven by  
production hikes and easing price 
pressures, but a weaker job market 
and  business  confidence  added  
uncertainty,  a  private  survey
showed yesterday.

The Caixin/Markit Manufactur-
ing  Purchasing  Managers’  Index  
(PMI) rose to 50.9 in December – 
its highest level since June. Econo-
mists  in  a  Reuters  poll  had

expected the index to rise to the 
50-point  mark,  which  separates
growth  from  contraction  on  a
monthly basis,  from November’s
49.9.

The  relative  strength  of  the
Caixin PMI tallied with an official 
survey  released  last  Friday  that  
showed  China’s  factory  activity  
had edged up. Factory output in-
creased at  the  fastest  pace in  a  
year, the private survey showed, 
helped by easing price pressures.

A gauge of input prices fell to the 
lowest level since May 2020. Soar-
ing  raw  materials  prices,  which  
have weighed on manufacturers, 
eased recently amid government 
efforts to increase supply and sta-
bilise prices.

But the survey also showed that 
new export orders fell, albeit at a 
slower pace, and a gauge for em-
ployment continued to contract,  
hitting the lowest level since last 
February.

“Supply was strong and demand 
rebounded. With the easing of sup-
ply constraints, output expanded 
for the second month in a row and 
at a faster pace,” said senior econo-

mist Wang Zhe at Caixin Insight 
Group.

“But the job market was still un-
der pressure and businesses were 
less optimistic,  indicating unsta-
ble  economic  recovery.  The  re-
peated Covid-19 flare-ups and slug-
gish overseas demand were fac-
tors of instability.”

The world’s second-largest econ-
omy has lost momentum since the 
early  summer  after  rebounding  
from last year’s pandemic slump, 
weighed down by a slowing manu-
facturing sector, debt problems in 
the  property  market  and  small-
scale Covid-19 outbreaks.

Analysts expect a further slow-

down in fourth-quarter gross do-
mestic product, after the economy 
grew 4.9 per cent  in  the  period 
from July to September.

The wealthy Zhejiang province 
on  China’s  eastern  coast  saw  a  
small-scale Covid-19 outbreak last 
month, which has now subsided, 
but some firms were forced to sus-
pend production.

In  the  north-west,  the  indus-
trial  and  tech  hub  of  Xi’an  has  
been under lockdown as a  local  
outbreak continues to spread in 
the city of 13 million people.

Last year, debt crises at major 
real  estate  developers  amid  a  
crackdown on the property sec-
tor also hurt an industry critical to 
China’s economic growth.

The central bank has said it will 
keep monetary policy flexible this 
year as it seeks to stabilise growth 
and lower financing costs for busi-
nesses  amid  growing  economic  
headwinds.

“Policymakers should focus on 
shoring up employment as well as 
on targeted support to small and 
mid-sized  businesses,”  said  Mr  
Wang. REUTERS

HONG  KONG • China  Evergrande
Group shares jumped as much as 
10 per cent in resumed trade yester-
day after the developer said a gov-
ernment  order  to  demolish  39  
buildings on the resort  island of  
Hainan would not affect the rest of 
its project there. 

The  firm,  struggling  to  repay  
more than US$300 billion (S$407 
billion) in liabilities, also said its con-
tracted sales for last year had fallen 
39 per cent from the previous year 
to 443 billion yuan (S$95 billion). 
Its shares were up 4.4 per cent early 
yesterday, in line with the broader 
Chinese property sector. 

Evergrande’s  shares  were  sus-
pended from trading on Monday 
and yesterday morning,  pending 
the release of inside information.

JPMorgan said in a report early 
this  week  that  most  developers  
had missed their 2021 sales targets, 
although sales still managed aver-
age growth of 3 per cent year on 
year.  The  investment  bank  ex-
pected yearly sales growth to con-
tinue to shrink in the first quarter 
due to a very high base and weak 
market sentiment.

Evergrande  confirmed  late  on  
Monday that on Dec 30, the author-
ities in Danzhou city, Hainan prov-

ince, had ordered it to demolish 
39 buildings at Ocean Flower Is-
land, a massive integrated resort 
development where Evergrande 
has spent 81 billion yuan to build 
over 60,000 homes. 

It has not disclosed the reason 
for  the  demolition  order,  and  
Reuters  could  not  reach  the
Hainan provincial authorities for 
comment.

The order did not involve other 
plots of land in the project, Ever-
grande said yesterday. “The com-
pany will actively communicate 
with the authority in accordance 
with the guidance of the decision 
letter and resolve the issue prop-
erly,” it added in the filing. 

On its liquidity status in gen-
eral, the firm said it would con-
tinue to actively maintain com-
munication with creditors.

Investors in financial products 
issued by the company protested 
outside the cash-strapped com-
pany’s offices in Guangzhou yes-
terday, with many worried that 
their returns would be sacrificed 
to keep real estate projects afloat. 

Members  of  the  crowd  of
roughly 100 people shouted “Ev-
ergrande,  return  our  money!”,  
reprising a chant used by disgrun-
tled investors and suppliers last 
autumn  as  the  deterioration in  
the developer’s financial position 
became apparent. 

Last  Friday,  Evergrande  an-
nounced a dial-back of plans to re-
pay investors in its wealth man-
agement  products,  announcing  
that  each  could  expect  8,000  
yuan per month in principal pay-
ment for three months starting in 
January,  irrespective  of  when  
their investment matures.

More than 80,000 people – in-
cluding employees, their families 
and friends as well as owners of 
Evergrande properties – bought 
products that raised more than 
100 billion yuan in the past five 
years, said a sales manager of Ev-
ergrande Wealth. REUTERS

Women on an 
assembly line 
producing 
speakers at a 
factory in 
Fuyang, in 
China’s eastern 
Anhui province. 
Manufacturing 
activity in China 
grew in 
December, 
driven by 
production hikes 
and easing price 
pressures. 
PHOTO: AGENCE 
FRANCE-PRESSE

The  chip  shortage  plaguing  the  
semiconductor and electronics in-
dustries will likely ease in the sec-
ond half of this year after the auto-
motive-related  backlog  is  ad-
dressed in the first half, according 
to a Morningstar sector report.

This will be followed by an over-
supply in 2024, after the pipeline 
foundry  capacity  announced  re-
cently  is  operational,  despite
trends like the metaverse, electric 
vehicles and artificial intelligence.

Morningstar equity analyst Phe-
lix Lee said: “Our tabulations sug-
gest there will be a semiconductor 
glut even if all these topics live up 
to their hype.”

The research team is bullish on 
contract chipmaker Taiwan Semi-
conductor  Manufacturing  Com-
pany (TSMC), given its resilience, 
wide  exposure  to  high  value-
added verticals like 5G and high-
performance computing systems. 
The company also has a relatively 

small exposure to commoditised 
legacy manufacturing processes.

Morningstar believes TSMC will 
be the only foundry able to sustain 
its  strong financial  performance 
since the third quarter of 2020.

The research team also expects 
TSMC to outperform the market 
with a 14.3 per cent revenue com-
pound  annual  growth  rate  from  
2020  to  2025.  This  underpins  
Morningstar’s fair value estimate 
of NT$800 (S$39) per share.

Developments such as the meta-
verse, Internet of Things (IoT) and 
electric  vehicles  will  likely  have  
varying  levels  of  impact  on  the  
semiconductor industry.

Morningstar said the metaverse 
trend will likely benefit semicon-
ductor companies in a huge but un-
even way. Large-scale manufactur-
ers with the capacity to produce 
chips  at  advanced  facilities  will  
benefit the most.

“Since  many  of  the  tasks  that  
take place in a metaverse involve 
real-time processing of immense 
amounts of data, this will require 
the  chips  involved  to  use  ad-
vanced  process  nodes  that  are  
only available at TSMC, Samsung 
and Intel,” Mr Lee said.

Smaller players like United Mi-
croelectronics Corporation, Semi-
conductor Manufacturing Interna-
tional  Corporation  and  Global
Foundries may gain only slightly 
in low-value parts like power man-
agement and display drivers.

Automotive and IoT demand is 
also less than half of new foundry 
capacity. Total incremental wafer 
demand from IoT and automotive 
applications will likely be about 1.5 
million wafers per month (wpm) 
up till 2025, short of the over 3.7 
million wpm new capacity from 
foundries for the same period.

Meanwhile, autonomous driving 
will  mostly  benefit  leading-edge  
foundries like TSMC and Samsung 
Electronics, while other foundries 
will  benefit  modestly  from  a  
higher proportion of outsourcing 
in mature products, Morningstar 
said. THE BUSINESS TIMES

Caixin PMI at highest level since June but survey 
flags weaker job market, business confidence

TOKYO • Japan’s  manufacturing
activity grew for an 11th straight 
month  in  December,  but  at  a  
slower  pace  than  in  the  prior  
month as output and new order 
growth softened while cost pres-
sures stayed elevated.

Businesses shook off some of 
the drag of the coronavirus pan-
demic, but growth in new export 
sales eased amid rising Covid-19 
cases in South Korea.

The Jibun Bank Japan Manufac-
turing Purchasing Managers’ In-
dex in December fell to 54.3 on a 
seasonally adjusted basis, easing 
from the previous month’s 54.5.

The  figure,  which  compared  
with  a  54.2  flash  reading,  still  
pointed to a solid improvement 
in  operating  conditions  in  the  
manufacturing sector.

“Domestic  markets  were
buoyed  by  a  gradual  recovery  
from Covid-19,” said IHS Markit 
economist Usamah Bhatti. 

A  recovery  in  parts  supplies  
eased some of the strains in car 
manufacturing,  even  as  high-
tech  chips  remain  in  great  de-
mand around the world.

But foreign orders for Japanese 
manufactured  goods  saw  their  
growth  rate  soften  compared
with the average for the year as a 
whole as a sharp rise in coron-
avirus  infections,  especially  in  
South Korea,  hurt  demand,  the 
survey showed.

Japan’s economy suffered from 
the global chip supply shortage in 
the third quarter of last year, de-
clining an annualised 3.6 per cent 
in part due to a blow to output 
and exports in that quarter from 
production bottlenecks.

While output is expected to re-
bound in the final quarter, manu-
facturers’ average lead times reg-
istered their worst quarterly per-
formance since the survey began, 
Mr Bhatti said.

“Though still  optimistic,  Japa-
nese goods producers were wary 
of the continued impact of the 
pandemic and supply chain dis-
ruption, which resulted in confi-
dence dipping to the softest since 
August,” he added. REUTERS

Rosalind Ang

Samtrade FX, an overseas online 
trading platform, is being investi-
gated for suspected irregular trad-
ing activities carried out over its 
system.

Three men,  aged  between 31  
and 36 years,  were arrested on 
Dec 28 and 29 in connection with 
a  joint  investigation,  which
started on Dec 28, said the Singa-
pore Police Force and the Mone-

tary Authority of Singapore (MAS) 
on Monday.

Samtrade  FX  Limited,  which  
runs the trading platform, and its 
related entities are not licensed by 
MAS and have been on its Investor 
Alert List since July last year.

The potential offences that Sam-
trade FX and its related entities are 
being probed for fall under local se-
curities laws, which prohibit any 
person from carrying on a business 
in any regulated activity without a 
capital markets services licence.

In a joint statement, the police 

and MAS advised the public to exer-
cise caution when dealing with fi-
nancial products and services and 
to deal only with people regulated 
by MAS. 

Members of the public can verify 
if an entity has a valid licence by 
checking MAS’  Financial  Institu-
tions  Directory.  They  can  also  
check  MAS’  Investor  Alert  List,  
which is a list of unregulated per-
sons and entities who, based on in-
formation received by MAS, may 
have been wrongly perceived as be-
ing licensed or authorised by MAS.

If anyone chooses to deal with un-
regulated entities or people, they 
will forgo the protection of MAS’ 
regulations.

Before committing to an invest-
ment,  members  of  the  public
should always ask as many ques-
tions as needed to fully understand 
the investment opportunity. They 
should also check the company, its 
owners,  directors  and  manage-
ment members to assess if the in-
vestment opportunity is genuine.

China factory activity grows 
at fastest pace in six months

Morningstar is 
bullish on 
contract 
chipmaker 
Taiwan 
Semiconductor 
Manufacturing 
Company (left), 
given its 
resilience, 
wide exposure 
to high 
value-added 
verticals like 5G 
and high-
performance 
computing 
systems. 
PHOTO: REUTERS

Chip shortage may turn into glut 
for Asian foundries in 2024: Report

Evergrande shares up 
as trading resumes; 
contracted sales plunge

Online trading platform Samtrade FX under probe; 3 men arrested 

Japan’s 
factory 
activity 
grows at 
slower pace

Last Friday, Evergrande 
announced a dial-back of 
plans to repay investors in 
its wealth management 
products, announcing that 
each could expect 
8,000 yuan per month in 
principal payment for 
three months starting in 
January, irrespective of 
when their investment 
matures.

B10 BUSINESS | THE STRAITS TIMES | WEDNESDAY, JANUARY 5, 2022 |

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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Saha Ranjit Chandra (Saha Ranjit), an ex-client liaison officer 
at Whitefield Law Corporation, was charged on 7 August 
2023 with two counts of cheating under Section 420 of the 
Penal Code for his involvement in cheating two insurance 
companies into disbursing settlement sums amounting 
to S$76,821.80 arising from his handling of work injury 
insurance claims for two foreign workers. He was also 
charged with two counts under Section 33(2)(e) of the Legal 
Profession Act for having negotiated and settled work injury 
claims as an unauthorised person. 

He allegedly did so by deceiving the insurance companies 
into believing that they had been negotiating and settling 
the said work injury insurance claims with an authorised 

PP  Saha Ranjit Chandra

person from Whitefield Law Corporation, Yeo Yao Hui 
Charles (Charles Yeo). Charles Yeo was then the director of 
Whitefield Law Corporation, and was also an advocate and 
solicitor of the Supreme Court of Singapore.

Separately, Saha Ranjit Chandra was also charged for 
furnishing false information to the Registrar of Regulated 
Dealers under the Ministry of Law, in relation to a Precious 
Stones and Metals Dealer licence application on behalf of 
Royal Jewellery Pte Ltd, an offence under Section 177(1) of 
the Penal Code.

At the time of publication, court proceedings are ongoing.

| WEDNESDAY, AUGUST 9, 2023 | THE STRAITS TIMES | SINGAPORE | A27

AT THE COURTS

A man was hauled to a district
court on Tuesday after he allegedly
used the name of a fugitive lawyer
to dupe two insurance companies
into disbursing nearly $77,000 in
settlement sums linked to two for-
eign workers’ injury claims. 

Saha Ranjit Chandra, 48, alleged-
ly deceived the companies into be-
lieving that they were negotiating
with an authorised person from
Whitefield Law Corp under the Le-
gal Profession Act, the police said
in a statement. 

The Indian national, who is a di-
rector at multiple firms, including
Ranjit Investment Holdings and RS
Global Immigration Consultancy,
is said to have corresponded with
the insurers in 2020 and 2021 in the
name of lawyer Charles Yeo Yao
Hui. 

Yeo was a director of Whitefield
Law Corp at the time, according to
court documents. 

Since 2022, he has been on the
run from the law. 

The former chairman of the Re-
form Party was charged in 2022
with offences including harass-
ment and wounding the religious
feelings of Christians. 

Yeo had a warrant of arrest is-

sued against him in August 2022
after he absconded with criminal
charges pending against him. 

A search with the Accounting
and Corporate Regulatory Author-
ity (Acra) reveals that Yeo is no
longer a shareholder and director
at Whitefield Law Corp. 

However, he is a director and

shareholder of Charles Yeo Law
Practice. 

According to Acra, Saha used to
be a director and shareholder at
Charles Yeo Law Practice, holding
these positions until 2020.

Saha was handed five charges on
Tuesday, including two counts of
cheating. 

He is accused of cheating Great
Eastern Life Assurance between
July 29 and Nov 30, 2020, by using
Yeo’s name to negotiate for the
workplace injury claim of a foreign
worker named Manbir Singh. 

After that, Great Eastern Life As-
surance allegedly released the
worker’s settlement sum of
$35,000 to Whitefield Law Corp. 

Saha is accused of cheating Chi-
na Taiping Insurance (Singapore),
also by using Yeo’s name, between
Jan 5 and Feb 22, 2021. 

The insurer released a settle-
ment sum of nearly $42,000 over
the workplace injury claim of one
Sikder Md Shalim. 

From this amount, nearly
$32,600 was allegedly released to
Whitefield Law Corp, while more
than $9,200 was said to be released
to a company called Joseph Chen &
Co. 

Separately, Saha is also accused
of giving false information to a
public servant, the Registrar of
Regulated Dealers of the Ministry
of Law, on Jan 15, 2022. 

Man allegedly used fugitive lawyer’s name to cheat two insurers of $77,000 

Shaffiq Alkhatib 
Court Correspondent 

He allegedly failed to declare in 
his application for a precious 
stones and precious metals dealer 
licence on behalf of a company 
called Royal Jewellery that he was 
then under investigation in Singa-
pore. 

Details about the investigations 
were not disclosed in court docu-
ments, which stated only that Saha 
was legally bound to make such a 
declaration. 

His case has been adjourned to 
Oct 3. 

For each count of cheating, an of-
fender can be jailed for up to 10 
years and fined.

Saha Ranjit
Chandra (left) is
said to have
corresponded
with the insurers
in the name of
lawyer Charles
Yeo Yao Hui.

When her son failed to report for
national service on April 23, 2021,
three Central Manpower Base
(CMPB) enlistment inspectors
went to K. Santhi A. Krishnasamy’s
home. 

They served an order for her son
to report to the CMPB three days
later, to assist in investigations into
an offence under the Enlistment
Act. 

Insisting that they take back the
order, she grabbed the wrist of one
of the inspectors. 

The inspector suffered abrasions

on her arm and a shoulder injury,
for which she was still undergoing
physiotherapy.

K. Santhi, 58, had claimed trial to
two counts of voluntarily causing
hurt to a public servant, and using
criminal force to a public servant. 

She was convicted of these
charges on July 3. On Monday, she
appeared in court to be sentenced. 

Deputy Public Prosecutor Colin
Ng said in his closing submissions
in June that the woman’s son, Mr
Kavinsarang Shin, had failed to
turn up for enlistment at the Basic
Military Training Centre on Pulau
Tekong on the morning of April 23,
2021. 

That day, at about 5pm, three
CMPB enlistment inspectors ar-
rived at K. Santhi’s flat to serve an
order for her son to report to CMPB
to assist in investigations. 

One of the inspectors, Mr Ang
Wei Cong, read the order to Mr
Shin, but K. Santhi insisted that
her son was not familiar with the
facts of the case and refused to ac-
cept the order. 

She then wrote a note on the or-
der calling it a “falsehood”, and in-
sisted on returning it to Mr Ang.
The inspectors did not take the or-
der, and walked towards the lift
lobby. 

Inspector Adeline Joyce Neu-
bronner testified that K. Santhi
grabbed her right wrist, prompting
her to cry out in pain. 

Mr Ang and the third inspector,
Mr Vincent Lee Sian Fung, tried to

get K. Santhi to let go of their col-
league, but she continued pulling
Ms Neubronner’s hand. 

K. Santhi also grabbed Mr Ang’s
body-worn camera, flung it to the
floor and kicked it away. Mr Ang
then performed an armlock to pre-
vent her from causing further
harm. 

Her husband arrived at the lift
lobby, and Mr Ang told him to con-
trol his wife, while Mr Lee called
the police. 

Ms Neubronner was diagnosed
with superficial abrasions on both
arms, and a right shoulder sprain. 

During the trial, Ms Neubronner
said she was traumatised by the in-
cident. “I felt that we were just do-
ing our job, and we understand as
public front-liners, unexpected
things would happen, but not to
this extent.” 

K. Santhi claimed the inspectors
had a right to go to her home only if
her son was found to be fit for en-
listment. 

The DPP responded that deter-
mining pre-enlistees’ fitness for
enlistment is not within the pur-
view of the inspectors, and they
had verified with CMPB that her
son was fit for enlistment before
heading down. 

The prosecutor said this incident
could have been resolved amicably
without violence, but K. Santhi
took matters into her own hands. 

K. Santhi, who did not have a
lawyer, claimed in her mitigation
that her son had been enlisted
without a review by a cardiologist
after his electrocardiogram
showed abnormalities. 

She claimed she still had not re-
ceived information that she re-
quested from the Ministry of De-
fence about her son’s enlistment.
He has since completed his NS.

She said: “I asked for (an) expla-

nation in a very respectful manner.
I spent the last two years worrying
every day, about whether my son
would lose his life during NS.

“The prosecution has said that I
have no remorse. As a mother seek-
ing to keep her son safe, it is true, I
have no remorse. In fact, I feel that
it was my responsibility to do eve-
rything in my power.”

DPP Ng called for her to be jailed
for between four months and a
week, and six months and two
weeks for her offences against the
CMPB inspectors. 

Separately, K. Santhi was also
charged with entering Bukit Gom-
bak Camp without a permit on
three occasions in 2021, and with
committing criminal trespass by
unlawfully remaining at the Peo-
ple’s Action Party’s Henderson-
Dawson branch at around 10.50pm
on Aug 30 that year. 

She also faces a charge of refus-
ing to answer a police officer’s
questions about one of the alleged
offences at Bukit Gombak Camp. 

These five charges were stood
down during the trial. 

As K. Santhi said she would need
time to consider her position on
these charges, District Judge Chris-
topher Goh adjourned sentencing
to Aug 25. 

yujiatan@sph.com.sg

K. Santhi A.
Krishnasamy
grabbed the
wrist of a Central
Manpower Base
enlistment
inspector in
April 2021.

Woman found guilty of
hurting CMPB inspector

Christine Tan 

She rejected order served by 3 officers at
her house after son failed to report for NS

Source: The Straits Times © SPH Media Limited
Reprinted with permission.

ENFORCEMENT GROUP

Between April 2013 and July 2014, Aureus Capital Pte Ltd 
(Aureus Capital) offered an arrangement where it would trade in 
foreign exchange on a leveraged basis on behalf of persons who 
placed money with the company. Aureus Capital would earn a 
fee by taking a cut of the trading profits. Investors were told by 
Aureus Capital that all was well and their trades were making 
money. This pulled in more money and more investors. Over the 
said period, Aureus Capital managed to pull in S$18 million from 
more than a thousand investors. 

The CAD commenced investigation and arrested American 
Michael Philip Atkins (Atkins) after receiving complaints 
alleging that Aureus had defaulted on its payments. Atkins was 
then the sole director and a shareholder of Aureus Capital.  
Atkins’ passport was impounded when he was released on bail, 
and he arranged to leave the country illegally. 

Atkins was eventually located and arrested by the American 
authorities. On 3 April 2023, he was successfully extradited back 
to Singapore and charged in court with one count of knowingly 
being party to the carrying on of a business for a fraudulent 
purpose under Section 340(5) of the Companies Act (Cap 50, 
Rev Ed 2006). At the time of publication, court proceedings  
are ongoing.

PP  Michael Philip Atkins

10/12/23, 6:01 PM Man who left S’pore 9 years ago charged over alleged involvement in fraudulent investment scheme | The Straits Times

https://www.straitstimes.com/singapore/man-who-left-s-pore-9-years-ago-charged-for-alleged-involvement-in-fraudulent-investment-scheme 1/3

Man who left S’pore 9 years ago charged over alleged
involvement in fraudulent investment scheme

Gabrielle Chan

SINGAPORE – A man who fled Singapore while on bail almost nine years ago was charged in

court on Monday over allegedly being involved in a fraudulent multimillion-dollar foreign

exchange investment scheme.

Michael Atkins, a 50-year-old American citizen, was extradited to Singapore on March 18 after

his whereabouts were traced with the help of US authorities.

An Interpol red notice and a warrant of arrest were issued against Michael Atkins following his arrest and release on bail in July 2014.  PHOTO: FRANKLIN COUNTY

SHERIFF’S OFFICE

UPDATED APR 4, 2023, 10:19 AM SGT

THE STRAITS TIMES

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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ENFORCEMENT GROUP

From his Instagram posts, Wee Chen Justin (Justin) appeared 
to be living it up, with branded luxury goods as well as 
frequenting high-end clubs and restaurants. He attributed 
this lavish lifestyle to his successes in foreign exchange (forex) 
trading. As a result, many interested individuals approached 
him to learn more about it. 

Things first started out as casual sharing sessions where 
Justin would invite interested persons to his place and explain 
how forex trading works. Soon he began offering to trade 
forex on their behalf if they placed their monies with him.   
He even guaranteed their capital.

PP  Wee Chen Justin

Between December 2019 and September 2022, 18 persons 
took up Justin’s offer to trade on their behalf, and handed 
over approximately S$290,000 to him. Unfortunately for 
them, it became clear that Justin was not as good as he 
claims, as trading losses mounted. Justin was unable to 
deliver the promised returns nor guarantee the capital 
amount of his investors.

On 29 May 2023, Justin was convicted and sentenced 
to 3 months’ imprisonment on one count of carrying on 
a business in a regulated activity without a capital market 
services licence.

Initially coming to prominence as one of the faces behind a 
prospective bid for English Premier League club Newcastle 
United, and subsequently appearing in (what were later exposed 
to be doctored) photos with former US President Barack Obama, 
businessman Loh Ne-Loon, Nelson (Loh) soon found himself 
attracting the unwanted attention of the authorities.

In September 2020, the CAD received a police report that 
signatures of accounting firm Ernst & Young LLP (EY) had been 
forged on some of Novena Global Healthcare Group’s (Novena) 
financial statements. Novena is an investment holding company 
with businesses in aesthetic medical treatment and wholesale of 
cosmetics, and Loh was both a major shareholder and director 
of the company at the time. Loh and a key associate purportedly 
involved in the forgeries, Wong Soon Yuh (Wong), had departed 

PP  Loh Ne-Loon Nelson and Wong Soon Yuh

Singapore before the matter was reported. Warrants of Arrest and 
INTERPOL Red Notices were subsequently issued against them. 

After two years on the run, Loh and Wong were repatriated 
back to Singapore in December 2022 with the cooperation and 
assistance of our foreign counterparts from the People’s Republic 
of China.

Loh and Wong were charged in court on 26 December 2022 
for forging the audited financial statements of Novena in 2019,  
and submitting them to banks to obtain loan facilities to the tune 
of S$18 million.

At the time of publication, court proceedings against Loh and 
Wong are ongoing.

A4 | THE BIG STORY | THE STRAITS TIMES | TUESDAY, DECEMBER 27, 2022 |

Membership prices at Singapore’s
premier golf clubs have hit record
highs, fuelled by an influx of fresh
foreign money, according to mem-
bership brokers and industry in-
siders.

Sentosa Golf Club local member-
ship – open to Singaporeans and
permanent residents – is now
pushing above $500,000, while
Singapore Island Country Club
(SICC) membership recently hit
$300,000 – levels never seen be-
fore.

Club membership brokers cite
fresh cash from overseas as the
fuel revving up prices.

“This is largely due to foreign
money,” said Ms Lee Lee Langdale,
founder and owner of Singolf. 

“While foreign membership cat-

egories at these clubs have pushed
higher, the local membership cate-
gory has also hit astronomical
heights because many of those
who have come to Singapore have
taken up permanent residence,
and thus qualify for this category.”

While a large chunk of the funds
brought in by these well-heeled
immigrants has found its way into
Singapore property assets, club
memberships here have also had
their allure, particularly since late
2021.

Locals have also been buying,
thanks to a buoyant stock market
in 2021 and through early 2022.

Besides Sentosa and SICC, the
most sought-after memberships –
judging by price rises – are Laguna
National Golf Resort Club and Ta-
nah Merah Country Club.

The clubs themselves declined to
reveal the nationalities of new
members, citing membership con-

fidentiality.
Golf club memberships are sold

under three categories: local mem-
berships for Singaporeans and per-
manent residents; foreign mem-
berships for residents who are not
PRs; and corporate memberships.

With membership prices at some
clubs rising so steeply, many Singa-
poreans have rushed to join other
clubs such as Orchid Country Club,

Seletar Country Club and Warren
Golf and Country Club.

This started in late 2020 and last-
ed through 2021, when access to
golf in neighbouring countries was
blocked as borders were shuttered
amid the Covid-19 pandemic. As a
result, membership prices at es-
tablishments such as Orchid Coun-
try Club and Seletar Country Club
have also firmed over the past two

years.
However, given the impending

economic slowdown or even reces-
sion, membership prices may be
affected in the months ahead.

Demographics may also curb
soaring prices.

The average age of members at
many of the Singapore clubs is now
well above 60, with some clubs
having a significant number of

members who are in their late 70s
and 80s. 

Meanwhile, the pipeline of new
and young golfers does not appear
to be as robust as it was two or
three decades ago.

Observers note that unlike in the
1990s and 2000s, when golf was all
the rage amid the Tiger Woods fe-
ver, today’s 35- to 50-year-olds
tend to be preoccupied with rais-
ing their families and advancing
their careers as they navigate an in-
creasingly competitive market-
place and uncertain economic con-
ditions. 

Many also seem to prefer more
active sports such as cycling, trekk-
ing or simply jogging, rather than
spending half a day on the fair-
ways.

Also, with borders now reo-
pened, many golfers can fulfil their
need to play a round in neighbour-
ing countries. A day trip with “golf
kakis” (golf buddies) to Batam,
Bintan or Johor is again on the
cards, after two years of border
shutdowns.

That said, with three Singapore
clubs having had their land re-
claimed by the Government over
the past four years, and at least one
more - Marina Bay - to go within
the next year, the number of golf-
ing venues and clubs in Singapore
is shrinking.

“It will be a supply-demand
game,” said Ms Langdale. “If supply
outstrips demand, and a recession
hits the pocketbook, we all know
where prices will go, and vice ver-
sa.”

But for the foreseeable future,
prices are likely to remain firm, al-
beit with less upside than during
the past two years. 

Also, given that transfer fees for
some clubs range from $30,000 to
$50,000 a transaction, the resale
market may not yield much of a
gain for sellers, especially if market
conditions soften. 

Golf club
membership at
Singapore Island
Country Club is
among the most
sought after,
with prices for
local
membership
recently hitting
$300,000 – a
level not seen
before. PHOTO:
SINGAPORE
ISLAND COUNTRY
CLUB

Golf club membership prices hit new
highs on influx of foreign money 
Price for locals at Sentosa Golf Club soars
to $500,000 as club draws more PRs

Ven Sreenivasan 
Associate Editor 

ven@sph.com.sg

Sentosa Golf Club
Singapore Island Country Club
Tanah Merah Country Club
Laguna National Golf Resort Club
Orchid Country Club
Seletar Country Club
Warren Golf and Country Club
Changi Golf Club

500,000
300,000
191,000
190,000
30,000
63,500
23,500
6,800

415,000
280,000
181,000
N.A.
21,000
61,000
21,000
6,500

250,000
186,000
122,000
N.A.
23,000
43,000
19,000
6,000

880,000
500,000
280,000
200,000
N.A.
N.A.
N.A.
N.A.

LOCAL ($)
Early 2022Last transaction 2019

FOREIGN ($)

Individual membership prices

Source: SINGOLF   STRAITS TIMES GRAPHICS

WELL-HEELED IMMIGRANTS

While foreign
membership
categories at these
clubs have pushed
higher, the local
membership category
has also hit
astronomical heights
because many of
those who have come
to Singapore have
taken up permanent
residence, and thus
qualify for this
category.

”MS LEE LEE LANGDALE, founder and
owner of Singolf. 

Nelson Loh Ne-Loon, co-founder
of Novena Global Healthcare
Group (NGHG), and his employee
Michael Wong have been arrested
and charged, the police said on

Monday.
The two men, both 43 and Singa-

pore citizens, were charged in
court on Monday. Loh had been a
director at NGHG and its related
companies, while Wong, also
known as Wong Soon Yuh, was an
employee of the group who worked
closely with him.

Both Loh and Wong are being re-
manded at the Police Cantonment
Complex.

They left Singapore in early Sep-
tember 2020 and had been wanted
by the police for the last two years.
Within days of their departure, the
police received a report that signa-
tures of accounting firm Ernst &
Young (EY) had been forged on
some of NGHG’s financial state-
ments.

A warrant of arrest and an Inter-
pol Red Notice were later issued
against each of them. 

According to Interpol’s website,
the notice requests law enforce-
ment units worldwide to locate
and provisionally arrest a person
pending extradition, surrender or
other legal action.

The police said: “With the coop-
eration and assistance of our for-
eign counterparts in the People’s
Republic of China, the two men re-

turned to Singapore on Dec 24 and
were arrested by the Commercial
Affairs Department (CAD) on the
same day.”

Both men, who are facing two
charges over forgery offences each,
allegedly forged financial state-
ments of NGHG in 2019, and used
them to obtain bank loans amount-
ing to $18 million.

According to charge sheets,
around July 2019, Loh allegedly af-
fixed EY’s electronic signature on

NGHG’s financial statements for its
2018 financial year with the inten-
tion of using these documents to
cheat Standard Chartered Bank in-
to disbursing loans to the compa-
ny. He allegedly did this again
around October 2019, this time to
cheat Maybank Singapore.

On both occasions, Wong alleg-
edly submitted these documents to
Standard Chartered Bank and
Maybank Singapore, thereby
cheating the banks into disbursing

loans of $15 million and $3 million
respectively to Novena Global
Healthcare, a subsidiary of NGHG.

If convicted, they can be jailed
for up to 10 years and fined. Fur-
ther investigations are ongoing.

Mr David Chew, director of CAD,
said China’s Ministry of Public Se-
curity helped bring the two men
back to Singapore.

He added: “The police will do
whatever is necessary and legally
permissible to detain and repa-

triate individuals hiding overseas,
to face justice in Singapore. We will
work with Interpol and our wide
network of overseas law enforce-
ment partners to locate persons
who commit crimes in Singapore
and attempt to evade justice by
fleeing abroad.”

NGHG was set up by Loh and his
cousin Terence Loh. Several com-
panies linked to the two, including
Novena Global Healthcare, were
earlier reported to be facing en-
forcement action from the Ac-
counting and Corporate Regulato-
ry Authority for failing to file an-
nual returns.

The cousins first made headlines
in 2020 over their £280 million
(S$456 million) takeover bid for
English Premier League club New-
castle United. The bid was made
under the Bellagraph Nova Group
(BN Group), which they founded
with Chinese entrepreneur Evan-
geline Shen in July 2020. 

In October 2020, after news of
the alleged forgery broke, the two
cousins legally separated their
business interests.

Under the separation agreement,
Nelson Loh would have to transfer
all the shares he owned in three
corporate entities – NGHG and all
its subsidiaries, Singapore-regis-
tered Dorr Global Healthcare Inter-
national and Singapore-registered
Rock Star Advisors – to Mr Terence
Loh for $1. Nelson Loh would also
resign as director of these three en-
tities.

Mr Terence Loh would transfer
all the shares he owned in Singa-
pore-registered BN Group to Nel-
son Loh for $1 and resign as its di-
rector.

The cousins were previously de-
clared bankrupt, due to outstand-
ing debts owed by their firms to
various banks. 

Nelson Loh (left) set up Novena Global Healthcare Group with his cousin Terence Loh (right). Nelson Loh and an employee
allegedly forged financial statements of NGHG in 2019, and used them to obtain $18 million in bank loans. ST FILE PHOTO

Nelson Loh and
employee arrested,
charged with
forgery offences

Adeline Tan 

tanpya@sph.com.sg

NABBED ON RETURN TO S’PORE

With the cooperation and
assistance of our foreign
counterparts in the
People’s Republic of
China, the two men
returned to Singapore on
Dec 24 and were arrested
by the Commercial Affairs
Department (CAD) on the
same day.

”THE POLICE

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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ENFORCEMENT GROUP

The COVID-19 pandemic was undoubtedly a major turning point 
in modern history. Its economic impact was significant, affecting 
jobs and livelihoods. In response, the Government introduced 
a slew of relief packages in the wake of the pandemic to aid 
individuals and businesses. But as the world grounded to a halt, 
criminals remained relentless. Some people took the opportunity 
to exploit these grants, wrongfully enriching themselves in  
the process.

Between 20 July and 20 August 2020, Gay Kah Leong (Gay) 
submitted false declarations and employment documents to the 
Inland Revenue Authority of Singapore (IRAS), in an attempt to 
cheat the agency into disbursing payouts under the Jobs Support 
Scheme (JSS) totalling S$50,326. 

Under the JSS, the Government offered wage support to 
employers by providing cash subsidies to co-fund 25% to 75% 
of gross monthly wages paid to local employees. Employers did 
not need to apply for the scheme as the cash subsidies were 
automatically computed based on mandatory Central Provident 
Fund contribution data. To ensure that JSS payouts were fairly 
and correctly disbursed, the IRAS conducted reviews of cases 
they identified as higher risk. For these selected cases, the IRAS 
required the employers to conduct a self-review before providing 
declarations and supporting documents to substantiate their 
eligibility for the JSS.

Gay was the operations manager of Kings Spa SG Pte Ltd 
(Kings Spa), a company which had been selected for the JSS 
self-review. As part of the review, Gay had falsely declared to 
the IRAS that 36 individuals had worked for Kings Spa and had 
received a certain amount of salary. He supplemented these 

PP  Gay Kah Leong and Others

declarations by submitting false employment agreements 
and false payslips. In reality, only eight of the individuals were 
genuine employees of Kings Spa. Even then, the salaries for 
these employees had been overstated.

Gay’s ruse was uncovered when the IRAS discovered that a 
number of the 36 purported employees had also applied for the 
COVID-19 Support Grant (CSG) and/or the Temporary Relief 
Fund (TRF), which were grants given to individuals who had 
suffered job loss or significant income loss. These applications 
obviously contradicted the declarations submitted by Gay for 
Kings Spa that all the 36 individuals were employees and had not 
suffered any income loss. Fortunately, as these inconsistencies 
were detected in time, no disbursements were made to  
Kings Spa.

Separately, on 7 April 2020, Gay had also cheated the Ministry of 
Social and Family Development into approving a TRF application 
for himself. He had falsely declared on his TRF application form 
that he had lost at least 30% of his personal income as a result 
of the COVID-19 pandemic. As a result, he had received the 
one-time S$500 cash grant.

On 27 January 2023, Gay was found guilty of his charges and 
sentenced to 13 months’ imprisonment. He was convicted on 
one count of cheating in relation to his fraudulent TRF application, 
and two counts of attempted cheating in relation to the JSS.  
For their roles in the JSS fraud, which included falsely signing off 
on the fake documents as employees, lying to the IRAS and/or  
the CAD among others, 10 other individuals were convicted 
between 14 July 2022 and 27 June 2023, receiving sentences 
ranging from 12 days to three months’ imprisonment.

A16 | SINGAPORE | THE STRAITS TIMES | FRIDAY, FEBRUARY 24, 2023 |

A driver who beat up another
motorist, then denied he was
the assailant despite being
caught on video, had his jail
term lengthened to seven
weeks after he appealed
against his conviction and
original five-week prison sen-
tence.

High Court Justice Vincent
Hoong also banned property
agent Haleem Bathusa Abdul
Rahim, 46, from driving for
nine months.

The judge said on Wednes-
day that a longer jail term was
warranted as Haleem had fled
from the scene in the BMW he
was driving despite the vic-
tim’s protests and a bystan-
der’s attempt to block his exit.

The judge also said specific
deterrence was a key consid-
eration, given Haleem’s long
history of not following traffic
rules and his lack of remorse.

In 2012, Haleem failed to
provide a breath sample after
he was found to be smelling
strongly of alcohol while driv-
ing. He acted aggressively and
had to be subdued during ar-
rest. 

He has also had numerous
composition fines for speed-
ing between 1999 and 2020.

“Far from acknowledging his
guilt after being caught by the
closed-circuit television
(CCTV) footage, the appellant
has instead tried to paint the
victim as a liar. The appellant
fabricated a version of events
where the victim assaulted
him instead,” said the judge on
the latest case.

In the early morning of Feb 1,
2020, Haleem was driving
alone along the Bukit Timah
Expressway towards the di-
rection of his Hillview Rise
home. 

After he exited the express-
way, he swerved out of his lane
in front of a car driven by Mr
Gabriel Heng.

After Mr Heng sounded his
horn and flashed his hea-
dlight, both drivers exchanged
words as they drove close to
each other.

When they then stopped and
got out of their cars, an alter-
cation ensued. 

The scuffle was witnessed
by a security officer at the
Hillview Community Centre.
Surveillance footage from the
community centre also cap-
tured the attack.

Haleem was seen punching
the other driver twice. When
the victim fell on his back, Ha-
leem knelt over him and con-
tinued his assault.

Mr Heng got up and backed
away, but lost his balance
when Haleem hit him again. 

As the victim tried again to
move away, the assailant tried
to kick him and elbow his
head. 

After a taxi driver arrived at
the scene, Haleem drove off.

The victim, who suffered
contusions on his hand, eyelid
and nose, was given five days’
medical leave. Haleem did not
seek medical treatment.

He was charged with causing
hurt to Mr Heng, who died be-
fore the trial in unrelated cir-
cumstances. 

Haleem denied assaulting
the victim. He argued that Mr
Heng had not identified him as
the assailant, that the CCTV
footage was too unclear to
identify him, and that none of
the prosecution’s witnesses
could identify him as the as-
sailant.

He maintained that Mr Heng
was the aggressor, and that he
merely acted in self-defence. 

But Justice Hoong said it was
clear that Haleem was the as-
sailant depicted in the foot-
age, and that his refusal to ac-
knowledge that he was one of
the drivers captured in the
footage was patently incredu-
lous.

Driver in
road rage
case gets
longer jail
term after
he appeals 

selinal@sph.com.sg

Selina Lum 
Senior Law Correspondent 

AT THE COURTS

inconsistencies were later detect-
ed, and the monies were not dis-
bursed.

In a separate incident in April
2020, he also cheated the Ministry
of Social and Family Development
(MSF) into disbursing a Tempor-
ary Relief Fund (TRF) application
for himself. MSF was then duped
into disbursing a $500 one-time
cash grant to him.

Gay, 31, who has since made full
restitution, was sentenced to 13
months’ jail on Thursday after he
pleaded guilty to two counts of at-
tempted cheating and one count of
cheating.

Multiple people were earlier giv-
en jail sentences over their roles in

A spa operations manager master-
minded a scheme and defrauded
government-launched financial
support initiatives aimed at help-
ing parties affected by the
Covid-19 pandemic.

Between July and August 2020,
Gay Kah Leong, then working for
Kings Spa, submitted to the Inland
Revenue Authority of Singapore
(Iras) items such as false declara-
tions in an attempt to cheat it into
disbursing Jobs Support Scheme
(JSS) payouts totalling $50,326.

The police said on Thursday that

similar offences. Among them was
Gay’s wife, Deidrea Tan Zhong Lin,
who was the spa’s director at the
time. Tan, then 31, was sentenced
to seven weeks’ jail in July 2022.

Deputy Public Prosecutor Tay Jia
En said that JSS was a grant
scheme aimed at providing wage
support to employers and helping
enterprises retain their local em-
ployees. 

Under the initiative, the Govern-
ment co-funded between 25 per
cent and 75 per cent of the first
$4,600 of gross monthly wages
paid to each local employee
through cash subsidies. 

Employers did not have to apply
for the scheme, as the cash grants
were automatically computed
based on mandatory Central Prov-
ident Fund contribution data.

TRF was aimed at providing sup-
port to Singapore citizens and per-
manent residents who became
jobless or lost a substantial portion
of their income due to the pan-
demic.

On April 7, 2020, Gay submitted

two TRF applications online for
himself. In the applications, he fal-
sely declared he had lost at least 30
per cent of his personal income.

He also provided falsified pays-
lips and salary adjustment letters
bearing Kings Spa’s letterhead.
MSF later approved one of the ap-
plications and disbursed $500 to
him.

Gay later tried but failed to cheat
Iras of $50,326. He had submitted
false declarations and employ-
ment documents to the agency to
try and dupe it into disbursing JSS
payouts involving 36 individuals.

Among other things, some of
these people were falsely declared
as having worked for Kings Spa.

The false declarations and bogus
employment documents were
submitted to Iras as part of a JSS
self-review that Kings Spa was se-
lected to perform.

In September 2020, Iras lodged a
police report, stating the spa had
provided false information.

On Thursday, defence lawyer
Kalidass Murugaiyan told the
court that Gay had learnt a valua-
ble lesson and was remorseful.

His bail was set at $15,000, and
he is expected to surrender him-
self at the State Courts on March 10
to begin serving his sentence.

Jail for man who duped govt
agencies amid pandemic
He cheated ministry into disbursing grant
and tried to con Iras over JSS payouts

Shaffiq Alkhatib 
Court Correspondent 

THE STRAITS TIMES

STOP
SC MS

The number of scams reported 
in Singapore has risen sharply 

over the years.
THE STRAITS TIMES

has launched a STOP SCAMS 
initiative to create awareness 
and alert people to how they 

can protect themselves.

For more on scams, go to: str.sg/stopscams

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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ENFORCEMENT GROUP

The SGUnited Traineeships Programme (SGUT) was 
introduced to provide fresh graduates (from the Institute of 
Technical Education, polytechnics, universities, and other 
educational institutions) with traineeship opportunities 
with host organisations. This was to help trainees develop 
industry-relevant skills during a weaker hiring climate due to 
the COVID-19 pandemic and to boost their employability in 
preparation for the eventual recovery. Host organisations that 
took on trainees would receive government funding for the 
training allowance provided to trainees. 

Between October 2020 and June 2021, Lim Jian Rong 
Gerard (Gerard), the sole proprietor of Success.Nat Tutorial 
Centre (Success.Nat), submitted claims under the SGUT in 
respect of seven persons who were actually never onboarded 
on the traineeship programme with Success.Nat. He also 
forged the signatures of the seven purported trainees on 
training agreements and monthly development plans, as 
well as falsified monthly payslips to falsely represent that 
the purported trainees had received training and training 
allowance from Success.Nat. To conceal his crimes,  

PP  Lim Jian Rong Gerard

Gerard took the additional step of preparing false 
cheques with the payee details bearing the names of the 
seven purported trainees. He then submitted them to the 
Singapore Business Federation (SBF) as proof of payment of 
the training allowance to the trainees. As a result, the SBF, 
which was engaged by Workforce Singapore to administer 
the SGUT, disbursed grants amounting to S$126,749 to 
Success.Nat.

The scheme only came to light when another organisation 
submitted a concurrent claim in the same month for one of 
the trainees who was purportedly onboarded on a traineeship 
with Success.Nat.

On 4 October 2023, Gerard pleaded guilty to his charges 
and was sentenced to 22 months’ imprisonment. He was 
convicted on four counts of cheating and one count of forgery 
for the purpose of cheating. For the purposes of sentencing, 
an additional four counts of cheating, one count of forgery 
for the purpose of cheating, and one count of falsification of 
accounts were taken into consideration.

The Madrasah Irsyad Zuhri Al-Islamiah (the Madrasah) was 
previously affiliated with Irsyad Trust Limited (ITL), an entity 
incorporated to manage the international projects of the 
Madrasah. ITL was incorporated in 2014 by Razak Bin 

PP  Razak Bin Mohamed Lazim

Mohamed Lazim (Razak), who had been in various prominent 
roles at the Madrasah between 2006 and 2016, including 
being the Chairman of the Madrasah Management Committee, 
Executive Director and a member of the Board of Governors 
of the Madrasah. Between 2010 and 2016, Razak was also 
then concurrently a Senior Director at MUIS, the statutory 
board overseeing matters pertaining to Islam in Singapore.  
In this capacity, Razak was in charge of managing the affairs of 
the Madrasah.

Following investigations by the CAD, Razak was charged in 
court on 17 February 2023 for two counts of cheating under 
the Penal Code and five counts of offences under the Computer 
Misuse Act. Razak was alleged to have falsely portrayed the 
continued affiliation between the Madrasah and ITL even after 
the affiliation had ended, and as a result, Temasek Foundation 
International CLG Limited, a non-profit philanthropic organisation, 
was allegedly induced into disbursing S$784,900 to ITL.  
Razak was also alleged to have secured unauthorised access 
and modification to emails hosted on the Madrasah’s server in 
2019 when he had already left the Madrasah. 

An additional charge of criminal breach of trust under the Penal 
Code was preferred against Razak a month later for allegedly 
misappropriating S$68,629 that had been intended to be royalty 
fees paid to the Madrasah.

At the time of publication, court proceedings against Razak are 
still ongoing.

10/12/23, 6:13 PM Ex-Muis officer charged with cheating Temasek Foundation International of nearly $785k | The Straits Times

https://www.straitstimes.com/singapore/courts-crime/ex-muis-officer-charged-with-cheating-nearly-785k-and-computer-related-offences 1/4

Ex-Muis officer charged with cheating Temasek
Foundation International of nearly $785k

Shaffiq Alkhatib

Court Correspondent

SINGAPORE - A former Islamic Religious Council of Singapore (Muis) employee was charged on

Friday after he allegedly cheated Temasek Foundation International of nearly $785,000.

Razak Mohamed Lazim, 55, who used to be a senior director for madrasahs at Muis, was handed

two cheating charges and five charges under the Computer Misuse Act.

Razak Mohamed Lazim was handed two cheating charges and five charges under the Computer Misuse Act.  PHOTO: BERITA HARIAN FILE

UPDATED FEB 17, 2023, 11:33 PM SGT

THE STRAITS TIMES

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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FINANCIAL INVESTIGATION  
GROUP

The Financial Investigation Group (FIG) of the Commercial Affairs Department (CAD) comprises the Financial 
Investigation Divisions I, II and III, the Anti-Scam Command and the Policy & Operations Division. The FIG is primarily 
responsible for conducting investigations into complex money laundering, terrorism financing and fraud committed 
by domestic and transnational syndicates. The FIG also renders international cooperation and is responsible for law 

enforcement policies regarding money laundering and terrorism financing.

Back Row from left to right:

Steven Tan Kok Leng
Head, Anti-Scam Investigation Branch I

Michelle Foo Li-Mei
Head, Anti-Scam Investigation Branch III

Ho Ban Hsiung
Head, Anti-Scam Investigation Branch II

Tan Shu Xian
Head, Asset Confiscation Branch 

Abdul Rani Bin Abdul Sani
Head, Specialised Fraud Investigation 
Branch

Muhammad Imran Bin Mohamad Ayub
Head, International Cooperation Branch

Oh Yong Yang
Head, Financial Investigation Branch I

Quek Yong Xin
Head, Anti-Money Laundering Policy 
Branch

Tay Hwee Ling, Michelle
Head, Anti-Scam Centre

Darren Ng Yi Lei
Head, Counter-Financing of Terrorism 
Branch

Jane Lim Miaoqing
Head, Financial Crime Policy & Operations 
Branch

Leow Yan Yun
Head, Financial Investigation Branch II

Front Row from left to right:

Chua Jia Leng
Assistant Director,  
Financial Investigation Division III

Chee Ching Yuin
Assistant Director,  
Financial Investigation Division II

Peh Chin Wah
Assistant Director,  
Financial Investigation Division I

Shee Tek Tze
Deputy Director, 
Financial Investigation Group

Aileen Yap Ker Sim
Assistant Director,  
Anti-Scam Command

Jasmine Cher Hwee Ling
Assistant Director,  
Policy & Operations Division
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REPORT BY
FINANCIAL INVESTIGATION GROUP

FINANCIAL INVESTIGATION GROUP

2021 AND 2022 IN REVIEW

Scams remain a key concern. The total number of scam cases 
has increased significantly from 2020 to 2022. We saw a 52.9% 
increase of scam cases from 2020 to 2021 followed by a lower 
increase of 32.6% from 2021 to 2022. The total amount of loss 
arising from the top ten scam types increased more than 250% 
to S$504.8 million in 2021 from S$175.2 million in 2020. This was 
followed by a slight increase of 1.3% to S$511.3 million in 2022.

In Annual Report 2020, we reported on the formation of the 
Anti-Scam Division (ASD). This was meant as the first step 
towards the establishment of the Anti-Scam Command (ASCom) 
in March 2022. ASCom maintains oversight of the overall scam 
situation in Singapore, coordinates scam enforcement efforts 
island-wide and enhances synergies across investigation, crime 
prevention and policy units. This results in swifter, more targeted 
intervention and enforcement actions. 

We continue to intensify our efforts in combatting money 
laundering and terrorism financing activities through enhanced 
partnerships with public and private entities. In collaboration 
with foreign enforcement agencies, we remain committed in 
taking strict enforcement actions against scam syndicates and 
strengthening our efforts in asset recovery.

THE ANTI-SCAM COMMAND

The ASCom consists of the Anti-Scam Centre (ASC) and 
Anti-Scam Investigation Branches within the CAD and oversees 
the Scam Strike Teams situated within the seven Police Land 
Divisions. The ASC has established strong partnerships with 
more than 90 institutions in the fight against scams, which include 
local and foreign banks, non-bank financial institutions, FinTech 
companies, cryptocurrency houses, remittance service providers 
and telecommunication companies. Through establishing direct 
communication channels with these industry partners, we were 
able to swiftly freeze accounts and reduce losses suffered by 
victims, as well as disrupt fund transfer and communication 
channels used by scammers. 

In 2022, the ASC received more than 31,700 reports with total 
losses amounting to S$660.7 million. In the same period, the ASC 
froze more than 16,700 bank accounts and recovered more 
than S$146.6 million. This is a significant increase compared 
to the recovery of S$102.5 million and S$57.6 million in 2021 
and 2020 respectively. This is a testament to the strong 
partnerships between the ASC and the various industry players. 
In addition, we worked closely with local telecommunication 
companies, social media companies and e-marketplaces to 
terminate and remove mobile lines used for scams and remove 
suspicious social media accounts and advertisements. In 2022,  
more than 6,500 mobile lines were terminated, and more than 
3,100 accounts and advertisements suspected of involvement in 
scams were removed.

To further enhance collaboration with the banks, the ASCom 
expanded the co-location initiative which started off with 
DBS stationing a staff member at the ASC in October 2019.  
HSBC, Standard Chartered Bank and UOB joined the initiative 
in July 2022, and CIMB and OCBC joined in August 2022.  
Since August 2022, GovTech has also co-located their staff 
within the ASCom to enhance real-time coordination with 
the Singapore Police Force (SPF) in investigative efforts for 
Singpass-related scams. The co-location allows enhanced 
real-time coordination with the SPF in investigation, tracing the 
flow of funds, and swift freezing of bank accounts suspected 
to be involved in scammers’ operations, and enables the SPF 
to leverage Singpass’ fraud analytics capabilities to identify and 
flag unusual account activities.

During the year, we worked with the Land Divisions to carry out 
25 anti-scam operations. As a result, more than 8,000 scammers 
and money mules were arrested and investigated for their 
suspected involvement in scams. To enhance scam and fraud 
detection, the ASC partnered with local financial institutions to 
assess the viability of network link analysis which enables financial 
institutions to identify potential mules or victims swiftly. As a result 
of our close collaboration with foreign law enforcement agencies, 
we were able to enhance our identification capabilities and take 
down 13 transnational syndicates.

EFFORTS AGAINST MONEY LAUNDERING AND 
TERRORISM FINANCING

Money laundering investigations are complex and can be 
massive in scope. Notwithstanding, we seek to thoroughly and 
expeditiously investigate such cases. In Annual Report 2020,  
we reported the seizure of significant assets in Singapore’s 
largest investment fraud involving Envy Asset Management Pte 
Ltd and Envy Global Trading Pte Ltd. Within a short span of about 
14 months, the financial and money laundering investigations into 
this massive and highly complex case were completed and the 
perpetrator was charged in Court with 26 counts of offences 
under the Corruption, Drug Trafficking and Other Serious Crimes 
(Confiscation of Benefits) Act (CDSA) for dealing with criminal 
proceeds amounting to approximately S$433 million.

In the high-profile misappropriation case involving the former 
chief priest of Sri Mariamman Temple at South Bridge Road, 
we expeditiously completed parallel money laundering 
investigations in conjunction with the Central Police Division 
and charged the former chief priest for offences under the Penal 
Code and CDSA within three months of the commencement  
of investigations.

We take tough actions against individuals and entities that exploit 
Singapore’s financial system to launder illicit funds. Across 2021 
to 2023, key members of a criminal syndicate were convicted for 
perpetuating a scheme to submit false course fee grant claims 
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FINANCIAL INVESTIGATION GROUP

to cheat SkillsFuture Singapore into disbursing training grants.  
We investigated the individuals for their involvement in the 
laundering of tainted funds and managed to convict them in 
court on money laundering offences amongst others, with their 
custodial terms ranging from 165 months to 213 months.

We continue to pursue professional intermediaries who 
were found to be facilitating money laundering. A director 
was sentenced to 18 weeks’ imprisonment and five years 
disqualification from being a company director when three shell 
companies under her directorship received a total of at least 
S$850,000 of fraudulent proceeds. In another case, a nominee 
director, who was the director of a corporate service provider, 
was jailed for six weeks after four of his companies received 
criminal proceeds of at least US$550,000.

Finance professionals play an important role in protecting 
Singapore’s reputation as a trusted financial centre. Hence, 
we continued to take robust actions against errant finance 
professionals. Several bank officers were successfully prosecuted, 
including a vice-president of a local bank who was sentenced 
to nine years’ jail for misappropriating approximately S$5 million. 
In another case, a bank officer disclosed information relating 
to over 1,110 customers to a scammer and was charged for 
offences under the Computer Misuse Act and the Banking Act.  
In January 2023, the former Chief Financial Officer of a commodities 
firm received one of the heaviest sentences against finance 
professionals – 20 years’ imprisonment. She was convicted 
of cheating and falsification of accounts offences for her role in 
cheating 16 financial institutions into disbursing US$587 million of 
credit facilities. 

In 2022, we saw a resurgence of counterfeit currency cases.  
In one case, we held an operation over four days at several 
locations across the island and recovered S$17,500 worth of 
Singapore counterfeit notes. This was the largest single haul of 
counterfeit currency notes over the past ten years. Three persons  
were charged in court for Penal Code offences relating to 
counterfeit currency notes.

Cases relating to motor insurance fraud remain rife and we 
continue to take perpetrators of insurance fraud to task with 
tough enforcement actions. We conducted a series of complex 
operations mounted over four days, which resulted in the 
prosecution of six individuals for multiple cheating offences under 
the Penal Code. 

In the area of counter terrorism-financing, a Singaporean and 
a Bangladeshi were convicted for providing money to facilitate 
terrorist acts overseas. Enforcement actions were also taken to 
address unlicenced remittance activities, a vulnerability identified 
in Singapore’s Terrorism Financing National Risk Assessment 

published in 2020. A joint operation at multiple locations in 
Peninsula Plaza culminated in the arrest and prosecution of 
seven individuals for offences under the Money-changing and 
Remittance Businesses Act and the Payment Services Act 2019.

ENHANCING PARTNERSHIPS AND  
COMMUNITY OUTREACH

Partnerships with foreign counterparts are critical in combatting 
transnational crime. Among others, we continue to work closely 
with the United States Federal Bureau of Investigation (FBI) on 
the Financial Fraud Kill Chain (FFKC) initiative, which involves 
swift interception of illicit monies in Singapore. In 2022, more than  
US$127 million was seized in relation to 131 FFKC cases.  
Asset recovery remains a priority for us, including in cases 
where the predicate criminal offence was committed overseas,  
and that money was laundered in Singapore.

In 2022, the close collaboration between the SPF and overseas 
law enforcement agencies led to the successful take-down of 
13 scam syndicates with more than 70 persons based overseas 
arrested. In the same year, we successfully brought back one 
individual who was involved in perpetrating scams targeting 
Singaporeans from Malaysia. The individual was responsible 
for obtaining Singapore bank accounts and subsequently, 
used them to launder criminal proceeds linked to scams.  
The total losses reported was more than S$3.7 million.

Domestically, our Public-Private Partnerships continue to bear 
fruit. We commenced the AML/CFT Industry Partnership (ACIP) 
in 2017. The ACIP embarked on a strategic review in 2021,  
in our bid to align with priority risk areas that Singapore faces. 
Over the last two years, the ACIP continued to publish various 
content ranging from best practice papers to advisories on latest 
trends and typologies. For example, the ACIP published a best 
practice paper on Management of ML/TF and Sanctions Risk 
from Customer Relationships with a nexus to Digital Assets.  
The ACIP also continued to collaborate on joint investigations.  
The stakeholders in the partnership worked together on a 
trade fraud investigation, which led to the eventual outcome 
of a conviction of 20 years’ imprisonment. The banks involved 
received a Ministry of Home Affairs National Day Award as a 
testament to their contributions. 

The submission of production orders and obtaining banking 
information electronically under Project POET (Production Orders: 
Electronic Transmission) continue to play an instrumental role in 
the agility of law enforcement in Singapore. We are pleased to 
receive the Public/Private Partnership Award (Public Sector) for 
Project POET in the 2021 World Information Technology 
and Service Alliance (WITSA) Global ICT Excellence Awards.  
The WITSA Awards is an annual event that recognises 
exceptional achievements of digital technologies and its 
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contributions to mankind. This award is a testament to our 
long-standing relationships with financial institutions and work 
has commenced on the next phases of development to provide 
more comprehensive information to investigators and to invite 
more financial institutions to participate.

Our close partnerships with institutions to swiftly freeze 
accounts under Project FRONTIER (Funds Recovery Operations 
and Networks Team, Inspiring Effective Resolutions) continue 
to disrupt the dissipation of criminal proceeds, with assistance 
rendered by institutions extending beyond working hours into 
the night and over the weekends. We currently partner over 
90 institutions and are expanding our partnerships with more 
entities for the escalation and intervention of scam cases.

We recognise the need to take a collective and multi-pronged 
approach in the fight against commercial crime and scams. 
This includes instilling adequate knowledge in the community 
by proactively disseminating information and advisories on 
scams to the public. In this area, we work closely with the 
Scam Public Education Office to enhance our scam prevention 
efforts, which included running a money mule campaign 
in conjunction with the SPF’s Public Affairs Department to 
upload media features, interviews of victims, and social media 
posts by the National Crime Prevention Council. In 2022, 
we held more than 100 engagements with the public and 
various stakeholders and were able to reach out to more than 
35,000 people. We will increase our efforts to reach out to the 
community in the coming year and allow more people to know 
more about the ever-changing scam environment and protect 
themselves from falling prey to scams.

FORGING AHEAD

In March 2022, members of the Financial Action Task Force (FATF) 
elected Mr. T. Raja Kumar, the Senior Advisor (International) at 
the Ministry of Home Affairs, as its President from June 2022 to 
June 2024. This marks the first time Singapore is taking on the 
Presidency since we became a FATF member in 1992. We will 
continue to participate and support the Singapore Presidency’s 
priorities for FATF, including strengthening asset recovery and 
countering illicit financing of cyber-enabled crimes.

The Inter-Ministry Committee on Scams (IMCS), chaired by the 
Minister of State Ms. Sun Xueling, was set up in April 2020 to 
bring together Government agencies and private partners 
to combat scams. Since its formation, several key initiatives 
against scams have been taken at the Whole-of-Government 
level, including reviewing and rationalising government policies,  
as well as rolling out scam prevention initiatives such as 
phishing awareness quizzes for over 200,000 individuals and 
train-the-trainer sessions for over 140 bank employees across 
seven major banks. As a permanent member of the IMCS,  
the CAD has played a key role in several initiatives such as 
leading the development of Scamshield. Today, the CAD 
continues to spearhead multi-agency initiatives such as Project 
POET to stand at the forefront in this fight against scams.  
We will continue to expand our collaborations with agencies 
under the ambit of the IMCS.

The battle against commercial crime rages on and the Financial 
Investigation Group will continue to curtail the activities of 
scammers and work with public and private organisations to 
enhance our efforts in asset recovery and spread awareness of 
the various scam typologies.

Shee Tek Tze
Deputy Director
Financial Intelligence Group
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CASE HIGHLIGHTS OF
FINANCIAL INVESTIGATION GROUP

On 7 November 2022, Avtar Singh (Avtar) was convicted and 
sentenced to 17 months’ imprisonment for his involvement in 
providing unlicensed cross-border money transfer services, 
money laundering and obstruction of justice.

PP  Avtar Singh

10/12/23, 6:28 PM S'pore man to be charged over allegedly receiving more than $250,000 in unlicensed money transfers | The Straits Times

https://www.straitstimes.com/singapore/courts-crime/spore-man-to-be-charged-for-allegedly-receiving-more-than-250000-in 1/3

S'pore man to be charged over allegedly receiving more
than $250,000 in unlicensed money transfers

Nadine Chua

SINGAPORE - A man will be charged on Tuesday (Nov 2) for his suspected involvement in

providing unlicensed money transfer services involving more than $250,000, as well as money

laundering and obstruction of justice.

The police said on Monday that they had received information of payments arising from an

alleged overseas fraud being made to an account in Singapore in May 2020.

The man had allegedly delivered cash withdrawals amounting to about $94,500 to people unknown to him.  ST PHOTO: GAVIN FOO

PUBLISHED NOV 2, 2021, 12:07 AM SGT

THE STRAITS TIMES

Source: The Straits Times © SPH Media Limited
Reprinted with permission.

Between July and August 2020, Champ Freight Pte Ltd 
received a total of US$27,000 from a foreign victim for the 
purchase and shipping of a used 2019 silver Chevrolet 
Trailblazer. Investigations revealed that the company was 
managed by Chong Chew Lim (Chong), an undischarged 
bankrupt who directly took part in the management of the 
company without permission from the Court.

Despite having no intention of delivering the vehicle, Chong 
allegedly continued to deceive the victim on five occasions 

PP  Chong Chew Lim

between August and September 2020 that he had arranged 
for a used 2019 silver Chevrolet Trailblazer to be shipped to 
Durban, South Africa.

On 21 March 2023, Chong was charged with one count 
of cheating under the Penal Code and one count of taking 
part in the management of a company while being an 
undischarged bankrupt under the Companies Act. At the 
time of publication, court proceedings against Chong  
are ongoing.

In May 2020, the CAD received information alleging that a 
bank account in Singapore had received criminal proceeds 
arising from an alleged overseas fraud. Upon assessment of 
the information, the CAD acted swiftly and seized the said bank 
account. Investigations revealed that the said bank account 
was one of several third-party bank accounts that Avtar had 
arranged to receive funds from overseas for and on behalf of a 
person known as Balla Tiwari. The CAD’s investigations found 
that Avtar had carried on a business of providing a payment 
service without a valid licence by facilitating the receipt of 
cross-border money transfers via third-party bank accounts 
amounting to about S$250,961.17 and subsequent cash 
withdrawals amounting to about S$189,700 between February 
and May 2020.

Between 14 and 21 May 2020, Avtar delivered cash withdrawals 
amounting to S$94,500 to persons unknown to him. He also 
couldn’t account for a sum of approximately S$41,000 which 
was received in his DBS account.

Investigations further revealed that Avtar had deleted information 
in his handphone, including his chatlogs with Balla Tiwari and 
various third-party account holders, to prevent the Police 
from accessing them and to potentially obstruct the CAD’s 
investigation into his purported arrangement with Balla Tiwari 
and the account holders. 

For his actions, Avtar was prosecuted for an offence under 
the Penal Code for obstructing the course of justice, money 
laundering offences under the Corruption, Drug trafficking 
and Other Serious Crimes (Confiscation of Benefits) Act and 
an offence under the Payment Services Act. The CAD’s timely 
intervention in seizing the affected bank account also resulted 
in the successful return of S$41,014.33 to the overseas victim.
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In the multi-million dollar fraud on SkillsFuture Singapore (SSG), 
a criminal syndicate used nine dormant business entities to 
defraud close to S$40 million in training grants. The case 
was jointly investigated by the Enforcement Group (EG) and 
the Financial Investigation Group (FIG) of the CAD. The EG 
investigated the fraud that was committed against the SSG 
while the FIG handled the recovery of the criminal proceeds and 
investigation against individuals who were involved in laundering 
the ill-gotten monies. 

The court proceedings against all the syndicate members 
have concluded. The following paragraphs will cover four 
recent convictions involving the masterminds and members of  
the syndicate.

The masterminds of the syndicate, Ng Cheng Kwee (Ng) and Lee 
Lai Leng (Lee), together with Sim Soon Lee (Sim), Lim Wee Hong 
David (Lim) and other operatives of the syndicate, hatched a plan 
to deceive SSG into disbursing training grants for non-existent 
training courses. The syndicate registered six entities as 
applicant companies and three entities as training providers with 
SSG, using the Singpass login credentials of Ng, Lee and their 
family members. They also submitted forged documents such 

The S$40 million SkillsFuture Singapore Fraud

as CPF statements, utilities bills and rental bills through SSG’s 
SkillsConnect portal to support the registration. After the entities’ 
registrations were approved, the syndicate submitted false 
training grant claims on SkillsConnect and were duly reimbursed 
by SSG. 

In late April 2017, Ng, Lee, Sim, Lim and other operatives of the 
syndicate decided to perpetrate the scheme on a larger scale. 
Sim also recruited his friends to be nominee directors for the 
nine entities to obscure the links to the syndicate members, 
and to evade detection by the authorities. Between April and 
October 2017, the syndicate submitted a total of 8,391 claims 
to SSG using the Singpass credentials of the nominee directors.  
These submissions involved 25,141 employees purportedly 
working for the six dormant applicant entities, who had 
purportedly attended training courses conducted by the three 
dormant training providers. There were no training courses 
conducted and none of the 25,141 individuals were employees 
of the applicant entities. The syndicate’s scheme resulted in SSG 
disbursing approximately S$39.9 million of training grants in total 
to the corporate bank accounts of eight applicant entities and 
training providers.

Hariz Baharudin

Two masterminds behind a $39.9 
million  SkillsFuture  scam,  the
largest fraud against a public insti-
tution here, have been sentenced 
to a jail term of more than 31 years 
combined  for  cheating,  forgery  
and  money  laundering  offences,  
among others.

Ng  Cheng  Kwee,  45,  was  sen-
tenced to more than 17 years’ jail, 
while his  wife Lee Lai  Leng, 43,  
was given a 14-year jail sentence 
yesterday, said the police. 

The scam targeted SkillsFuture 
Singapore (SSG),  which oversees 
an initiative aimed at  promoting 
lifelong learning. 

The SSG scheme pays subsidies 
to Singapore businesses when they 
send employees for skills training 
courses  with  registered  training  
providers, if certain conditions are 
met.

This subsidy reimburses some of 
the course fees and is paid either to 
the training provider or the busi-
ness,  depending  on  the  claim
method used.

The scammers used nine Singa-
pore-registered firms that submit-
ted  8,386  fraudulent  course  fee  
grant  applications  and  a  corre-
sponding 8,391 claims to SSG be-
tween May and October 2017.

These  submissions  involved
25,141  “employees”  purportedly
working for six applicant entities. 
The “employees” purportedly at-
tended training courses conducted 
by three training providers.

All nine firms were in fact shell 
companies that Ng, Lee and other 
co-conspirators had registered as 
applicant companies and training 
providers with SSG between Janu-
ary and July 2017. 

To  prevent  their  own  names  
from appearing in the claims, they 
paid three people to act as nomi-
nee directors of the nine entities. 

Using these nominee directors’ 
SingPass  credentials,  the  scam-
mers  made  fraudulent  applica-
tions and claims via SSG’s online 
portal, SkillsConnect.

“The  syndicate’s  scheme  re-
sulted in SSG disbursing approxi-
mately  $39.9  million  of  training  
grants  in  total  to  the  corporate  
bank accounts  of  eight  entities,”  

said the police in a statement yes-
terday. 

When SSG flagged some of the 
course fee grant applications and 
claims for manual checks, Ng and 
Lee submitted forged and/or falsi-
fied  documents  to  SSG  between  
May and August 2017. 

“These documents include em-
ployment  contracts  and  atten-
dance records of training courses, 

which were never conducted,” the 
police said. 

Ng enlisted an acquaintance, Vin-
cent Peter, to arrange for someone 
to encash cheques from the corpo-
rate accounts of the nine entities in 
August and September 2017. The 
cheques had been pre-signed by 
the nominee directors. 

Vincent in turn approached Man-
ickam Pragasam and Nathan Mu-

niandy to encash the cheques. 
The cash was placed in a safe at 

the Sengkang flat of Lee’s brother 
Lee Chi Wai, 35. 

Ng and his wife used some of the 
proceeds to purchase 11kg of gold 
valued at $626,500. 

By Nov 1, 2017, there were $6.7 mil-
lion in cash and 11kg of gold in the 
safe. That day, Lee Lai Leng called 
her brother, telling him to empty 
the safe and pass the contents to 
someone else for safe keeping.

He complied and, using a suit-
case and duffel bag, moved most of 
the  cash  and  all  the  gold  to  a  
friend’s home. He kept $50,000 in 
cash and four boxes of commemo-
rative coins.

His sister then told him to format 
his phone and his parents’ phone. 
He deleted his WhatsApp conversa-
tions with her but did not format 
his phone.

That same day, Ng – who was in 
China – also told an operative of 
the  syndicate,  who  had  been

handed some of the illicit cash by 
Vincent that day, to leave the cash 
in the boot of a car and to park the 
car at a secluded place. 

The siblings were arrested by the 
Commercial  Affairs  Department  
the next day. 

Ng was arrested a month later on 
Dec 4, upon his return to Singa-
pore.

Earlier  reports  mentioned  that  
SSG  suspended  all  payments  of  
training grants to the nine entities 
after some anomalies came to light 
in October 2017, and made a police 
report. 

The six men who were part of Ng 
and  Lee’s  syndicate  were  con-
victed in 2018 and 2019 and sen-
tenced to jail terms ranging from 
33 months to 104 months. 

For  helping  his  sister  and
brother-in-law  launder  and  hide  
part of the proceeds, Lee Chi Wai 
was sentenced to 68 months’ im-
prisonment on Nov 27, 2018.

Court proceedings against three 
other alleged members of the syn-
dicate are ongoing.

SSG said in 2017 that after the in-
cident, it took immediate action to 
tighten its processes, including im-
plementing  fraud  analytics  and  
conducting  a  comprehensive  re-
view of the system.

Rosalind Ang

At  22  months  old,  little  Devdan  
would be a toddler, except that he 
cannot stand, let alone toddle.

When he was just a month old, he 
was diagnosed with spinal muscu-
lar atrophy (SMA), a genetic condi-
tion that affects nerves and mus-
cles and could get worse over time 
if left untreated.

But there is now hope for Dev-
dan, who was confirmed to have 
Type  2  SMA  at  seven  months,  
thanks to the generosity of donors 
who raised $2.869 million in just 10 
days.

All  the money  will  go  towards 
Zolgensma, dubbed “the most ex-
pensive drug in the world”, to treat 
the  baby’s  neuromuscular  disor-
der.

The one-time gene therapy for 
children  with  SMA,  which  costs  
around $2.9 million, was approved 
by  the  United  States  Food  and  
Drug Administration in 2019.

It is not approved by Singapore’s 
Health Sciences Authority but can 
be imported under the Special Ac-
cess Route. This process is set to 
get under way for Devdan, who is 
being treated by a medical team at 
the  National  University  Hospital  
(NUH).

The  fund-raising  campaign  by  
charity  platform  Ray  of  Hope
started on Aug 3.

His  33-year-old  parents,  Mr
Dave Devaraj, a civil servant, and 
Ms Shu Wen, an interior designer, 
were overcome with joy when they 
learnt the fund-raising target had 
been reached, The New Paper re-
ported yesterday.

“From the time Devdan was diag-

nosed, we knew that (Zolgensma) 
was the best choice, but we never 
imagined it was possible to raise 
nearly  $3  million,”  Ms  Shu  told  
TNP.

While there are two alternative 
treatments for Devdan – daily oral 
medication and intrathecal injec-
tion (into the spinal  cord) every 
four months for the rest of his life – 
his parents believe Zolgensma is 
the best treatment in the long run.

Apart  from  not  being  able  to  
stand or walk, Devdan often trem-
bles when tired, his parents said.

If his condition is left untreated, 
his  muscles  will  degenerate  and  
lose strength, and he could face to-
tal immobility in his teens. Feeding 
and breathing problems could also 
develop.

Said Ms Shu: “He is our bundle of 
joy,  and  his  name  means  ‘God’s  
gift’. Every day is a blessing and ev-
ery milestone he has as a child is an 
achievement.

“It felt like the world was crash-
ing down on us (when he was diag-
nosed).”

Thanking  the  donors,  Ms  Shu  
said: “We could never have imag-
ined  how  many  people  would
come forward to help. We are com-
pletely blown away by the level of 
support, love and generosity that 
has poured in.

“You have given Devdan a sec-
ond  chance  at  life.  A  chance  to  
walk and play with other children 
outdoors, to experience the world 
not  bound  to  a  wheelchair  or  
breathing aids.”

Nearly  30,000  people  contrib-
uted to the fund-raising campaign, 
reported TNP.

One  of  them,  Hughes  Tong,
wrote  on  the  campaign  page:
“Sending much love out to Devdan. 

You are faced with so many obsta-
cles  in  your  life,  but  yet  full  of  
smiles  and  laughter.  It  is  some-
thing we students, and many of us, 
need to learn from you. Push on, 
Devdan!”

A spokesman for NUH told TNP 
that Devdan is currently receiving 
multidisciplinary supportive  care 
from its medical team.

Mr Tan En, general manager at 
Ray of Hope, told TNP this was its 
“biggest  and  most  ambitious”
fund-raiser to date.

“When  Devdan’s  family  ap-
proached us, we assured them that 
we would be in this together. Ray 
of  Hope would  handle  the  cam-
paign and finances so they can fo-
cus on taking care of Devdan,” said 
Mr Tan.

“We are grateful to be the trusted 
platform and charity to enable this 
connection  between  the  donors  
and the family. It has been amaz-
ing to see how the Singapore com-
munity rallied to give hope to Dev-
dan and his family.”

Ray of Hope will be working with 
NUH’s finance team to make the 
necessary payments,  and donors 
will  be  updated  once  the  funds  
have  been  transferred,  Mr  Tan  
said.

rosang@sph.com.sg

Ng Cheng Kwee, seen here in a 2017 photo, was sentenced to more than 17 years’ 
jail for offences including cheating and forgery. ST FILE PHOTO

Diagnosed with spinal  muscular  atrophy,  a  genetic  condition that affects  nerves  and muscles,  
22-month-old Devdan is unable to stand or walk. PHOTO: COURTESY OF SHU WEN

Selina Lum 
Law Correspondent

The  High  Court  yesterday  ruled  
against the boss of Mustafa Centre, 
Mr Mustaq Ahmad, in two minor-
ity oppression suits, one filed by 
his step-family and the other by 
the sons of his business partner.

The two suits centre on the share-
holdings in Mohamed Mustafa and 
Samsuddin Co, which is behind the 
popular department store in Little 
India.

The shareholders and directors 
were Mr Mustaq,  Mr Samsuddin 
Mokhtar Ahmad, Mr Mustaq’s fa-

ther  Mohamed  Mustafa,  and  Mr  
Mustaq’s wife Ishret Jahan.

After the deaths of Mr Mustafa, 
in July 2001, and Mr Samsuddin, in 
April  2011,  their  shareholdings
passed to their respective estates.

In 2017, Mr Mustaq’s five step-
siblings and their mother, led by 
Mr Ayaz Ahmed, sued Mr Mustaq 
and others, alleging that their inter-
ests as minority shareholders had 
been oppressed.

Mr Samsuddin’s sons, Mr Fayyaz 
Ahmad and Mr Ansar Ahmad, filed 
a similar suit. 

Besides Mr Mustaq, the other de-
fendants are Madam Ishret, their 
children Shama and Osama,  and 
Madam Ishret’s brother Iqbal.

Mr  Mustaq  contended  that  he  
was the sole owner of  the  com-
pany. The defendants chose not to 
testify, arguing that the plaintiffs 
have not provided sufficient evi-
dence  to  make  out  the  key  ele-
ments of their claims.

Yesterday, Justice Mavis Chionh 
found that the available evidence 
was sufficient to establish that Mr 
Mustaq and Madam Ishret had con-
ducted the company’s affairs in a 
manner that was oppressive to the 
other shareholders.

The  acts  included  share  allot-
ments in 1995 and 2001 that in-
creased  the  couple’s  collective
stake and gave them majority con-
trol while diluting the interests of 

the other shareholders.
Justice Chionh found that the al-

lotments  were  in  breach  of  the  
company’s Constitution, that they 
were conducted at an undervalue, 
and that there was no genuine com-
mercial  purpose  for  either  allot-
ment.

The judge also found that the cou-
ple had misappropriated company 
funds by taking unsecured and in-
terest-free loans and not declaring 
dividends  while  paying  them-
selves substantial directors’ fees.

She found that Mr Mustaq was 
aware of and, at the very least, “ac-
quiesced” in a  scheme to collect 
“cashbacks” from employees after 
overstating their salaries in work 

pass applications.
Between 2001 and 2013, Mr Mus-

taq received between $3 million  
and $5 million annually in direc-
tors’ fees, while his wife received 
between $200,000 and $400,000.

No dividends were declared until 
2014,  when  Mr  Ayaz  and  Mr
Fayyaz  started  becoming  more  
confrontational.

As for the loans, the judge made 
it clear that it was not improper for 
a director of a private company to 
take a loan.

“In the present case... I am satis-
fied that the taking of what were re-
ally  very  substantial  unsecured  
and interest-free loans by the de-
fendants demonstrated that they 

were  treating  the  company  as  a  
ready source of personal funding,” 
said the judge.

She also declared that two share 
allotments were null and void.

This means that the stake held 
by Mr Mustaq and Madam Ishret 
will  revert to 48.9 per cent.  The 
shares held by the Mustafa estate 
will  now stand at  25.4 per  cent,  
while  the  Samsuddin  estate  will  
have a 25.7 per cent share.

The  judge  ordered  Mr  Mustaq  
and Madam Ishret to buy out the 
other shareholders, at a price to be 
determined by an independent val-
uer.

selinal@sph.com.sg 

SkillsFuture scam: Mastermind couple
get combined total of 31 years’ jail
They and co-conspirators made fraudulent 
applications, claims to training subsidy scheme

THANKFUL FOR DONORS’ SUPPORT

From the time Devdan was 
diagnosed, we knew that 
(Zolgensma) was the best choice, 
but we never imagined it was 
possible to raise nearly $3 million... 
We could never have imagined how 
many people would come forward 
to help. We are completely blown 
away by the level of support, love 
and generosity that has poured in.

’’MS SHU WEN, the mother of 22-month-old Devdan.

Lee Lai Leng was 
given a 14-year 
jail sentence for 
her role in the 
$39.9 million 
scam.

Nearly $2.9m raised 
in 10 days for 
toddler’s treatment 

Court rules against Mustafa Centre boss in minority shareholder lawsuits

B2 SINGAPORE | THE STRAITS TIMES | TUESDAY, AUGUST 17, 2021 |

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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FINANCIAL INVESTIGATION GROUP

Sim and Lim were involved in laundering the criminal proceeds 
for the syndicate. They accompanied the nominee directors 
and/or the runners to withdraw the criminal proceeds in cash 
from bank accounts belonging to the business entities or those 
controlled by members of the syndicate, before handing them 
to Ng or Lee. On one occasion, Lim forged the signature of a 
nominee director on a cheque on Ng’s instructions and handed 
it to the runner to withdraw the criminal proceeds. 

Sim also liaised with the nominee directors to pre-sign the 
blank cheques which would be used for the cash withdrawals.  
When Sim left Singapore subsequently together with other 
operatives of the syndicate, he brought a sum of S$300,000 
in cash along with him, which was part of the commissions he 
received for assisting to withdraw the criminal proceeds.

Lim’s money-laundering offences extended beyond the 
encashing of cheques. On one occasion, on Ng’s instructions, 
Lim collected two bags containing cash of S$2.6 million from 
Lee and passed them to two unknown persons. On another 

PP  Sim Soon Lee and Others

occasion, Lim concealed cash of S$900,000 in the boot of Lee’s 
car and drove the car to a secluded place in Singapore, on Ng’s 
instructions. These steps were taken in a deliberate attempt to 
conceal the ill-gotten proceeds from the Police. 

Sim was sentenced to 172 months’ imprisonment on 15 July 
2022 for one count of engaging in a conspiracy to cheat SSG 
and 11 counts of money laundering offences for engaging in a 
conspiracy to convert property which represents the benefits of 
criminal conduct and removing benefits of criminal conduct from 
jurisdiction. 48 other charges were taken into consideration for 
the purpose of sentencing.

On 31 May 2023, Lim was sentenced to 165 months’ 
imprisonment for one count of engaging in a conspiracy to cheat 
SSG, one count of forgery and 13 counts of money laundering 
offences for engaging in a conspiracy to acquire, transfer, conceal 
and convert property which represents the benefits of criminal 
conduct. 33 other charges were taken into consideration for the 
purpose of sentencing.

Ng and Lee, submitted forged and/or falsified documents 
to SSG when SSG flagged out some of the training grant 
applications and claims for manual checks. These documents 
include falsified attendance records, invoices, and screenshots 
of funds transfer.

After SSG disbursed the training grants to the corporate 
entities, Ng approached his acquaintance to arrange for 
someone to encash cheques that were pre-signed by the 
nominee directors of the corporate entities.  Ng’s acquaintance 
recruited his two friends as runners to encash the cheques 
and the encashing of cheques was facilitated by Lim, on Ng’s 
instructions. The cash were subsequently handed to Ng or 
Lee through Lim.

Ng and Lee kept the monies in a safe at Lee’s brother’s home 
and they used some of it to purchase 11 kilograms worth 
of gold bars from two jewellery shops located in People’s  
Park Complex.

Ng left Singapore sometime in October 2017. While he was 
overseas, he told Lee to move the contents inside the safe.  
Lee then instructed his brother to move the contents in the 
safe, comprising S$6,742,380 in cash and 11 kilograms of 
gold bars, to another location for safekeeping. Lee’s brother 
packed most of the contents in a black duffel bag and a 
suitcase and moved them to a friend’s residence. He left 
S$50,000 cash and four boxes of commemorative coins, 
which were free gifts from the purchase of the gold bars, 
inside the safe. 

PP  Ng Cheng Kwee and Others

Ng also told Lim, who had received some of the illicit cash 
from Ng’s acquaintance, to leave the cash in a car boot and to 
park the car at a secluded place. Ng further instructed Lee to 
throw her handphone as it contained evidence of her dealings 
with Ng and Lee’s brother. Lee followed Ng’s instructions and 
disposed her handphone near Henderson Waves. 

Ng was sentenced to 213 months’ imprisonment on  
16 August 2021 for six counts of engaging in a conspiracy 
to cheat SSG, two counts of engaging in a conspiracy to 
fraudulently use as genuine a forged document, nine counts 
of money laundering offences for acquiring benefits of criminal 
conduct, engaging in a conspiracy to conceal and convert 
benefits of criminal conduct, and one count of intentionally 
perverting the course of justice. 114 other charges were 
taken into consideration for the purpose of sentencing.

On the same day, Lee was sentenced to 168 months’ 
imprisonment for six counts of engaging in a conspiracy 
to cheat SSG, two counts of engaging in a conspiracy to 
fraudulently use as genuine a forged document, five counts of 
money laundering offences for acquiring benefits of criminal 
conduct, engaging in a conspiracy to convert benefits of 
criminal conduct, instigating others to conceal property 
which represented the benefits of criminal conduct, and 
one count of intentionally perverting the course of justice.  
82 other charges were taken into consideration for the 
purpose of sentencing.
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FINANCIAL INVESTIGATION GROUP

Over a span of more than seven years, Suyandi, a former Senior 
Claims Executive with Chubb Insurance Limited (previously 
known as Ace Insurance Limited) made use of customers’ 
insurance policies to initiate and/or instruct 355 false claims 
payments, and caused the Company to suffer a total loss of 
S$10.74 million. 

Suyandi’s job is to review, assess and verify insurance claims 
submitted by customers. He is also given the authority to create 
and approve claim payment that does not exceed a certain 
amount. Unbeknownst to Chubb, Suyandi created and approved 
297 false claims for payment in the Company’s claims processing 
system. Suyandi also created 58 false claims payments and 
instructed unwitting staff members to approve them. His actions 
caused the Company to pay a total of S$10.74 million to local 
and overseas bank accounts belonging to individuals who were 
acquaintances, friends of friends, or debtors whom Suyandi had 
borrowed money to fund his gambling habit. 

The accused told some of the overseas beneficiaries to 
retain a cut of the monies that they received in exchange for 
their help in sending the balance to him through remittance.  
He subsequently used the monies to pay for his expenses and 
to settle his gambling debts. Suyandi also used some of the 
criminal proceeds received from the local beneficiaries’ bank 
accounts to fund his personal expenditures.

To conceal his tracks, Suyandi reversed or instructed others 
to reverse the false claim payments in the company’s claims 

PP  Suyandi

processing system so that the false payments do not cause a 
spike in the Company’s claim disbursement records and attract 
closer scrutiny. 

On 1 June 2023, Suyandi has been charged with 22 counts of 
offences relating to cheating, forgery, falsification of accounts and 
money laundering. Prosecution against him is in progress.

Source: The Straits Times © SPH Media Limited
Reprinted with permission.

Two radicalised individuals were prosecuted for terrorism 
financing offences under the Terrorism (Suppression of 
Financing) Act (TSOFA). The CAD is committed to combatting 
terrorism financing regardless of the amount and whether the 
monies are used to facilitate terrorist acts locally or abroad. 

The first case involved a Singaporean businessman, 
Mohamed Kazali bin Salleh (Kazali) who was detained by the 
Internal Security Department in 2019 for his support of the 
terrorist group Islamic State in Iraq and Syria (ISIS). Kazali was 
influenced and radicalised by his close associate, Wan Mohd 
Aquil bin Wan Zainal Abidin @ Akel Zainal (Akel). 

In 2013, Akel shared his plans to become a mujahid fighter 
for ISIS against the Syria government and requested financial 
assistance. Kazali provided funds, amounting to approximately 
S$1,026 on three occasions in 2013 and 2014, intending to 
facilitate Akel’s travel to Syria. Before his reported death in 
2019, Akel was believed to be the most senior Malaysian ISIS 
militant in Syria.

Kazali was charged with three counts of providing money for 
the purpose of facilitating terrorist acts in Syria. On 9 September 

PP  Mohamed Kazali bin Salleh and PP  Ahmed Faysal

2021, he pleaded guilty to two charges and was sentenced to 
three years and 10 months’ imprisonment, with the remaining 
charge taken into consideration for the purpose of sentencing.

In the second case, Ahmed Faysal was a Bangladesh national 
who was working as a construction worker in Singapore. 
Ahmed Faysal became radicalised and supported ISIS’s 
goal of establishing an Islamic caliphate in Syria. In 2019, 
he shifted his allegiance to Hayat Tahrir Al-Sham (HTS),  
another militant group which controlled the rebel-held 
enclave of Idlib in Syria. He continued to support HTS’ war 
against the Syrian government. 

The CAD’s investigations revealed that in 2020, Ahmed 
Faysal transferred up to S$891 on 15 occasions through 
online platforms to fundraising campaigns for Syria-based 
organisations. He had reasonable grounds to believe that the 
money could, either entirely or in part, be used to benefit the 
HTS’ cause in Idlib. 

On 21 February 2022, Ahmed Faysal was convicted of five 
counts of offences under Section 4(1)(b) of the TSOFA and 
was sentenced to two years and eight months’ imprisonment.
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Man allegedly duped Chubb Insurance Singapore into
paying out over $8.9 million in false claims

Samuel Devaraj

SINGAPORE – A man who worked for Chubb Insurance Singapore has been charged with

multiple counts of cheating for allegedly duping the company into paying out more than $8.9

million in false claims.

Suyandi, who goes by one name, is said to have deceived the company into processing close to

300 false claims over a seven-year period, with the monies deposited to third-party bank

accounts.

UPDATED JUN 1, 2023, 1:10 PM SGT
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FINANCIAL INVESTIGATION GROUP

The Maritime and Port Authority of Singapore (MPA) and the 
Singapore Police Force (SPF) jointly investigated a criminal 
syndicate which cheated victims of US$336,930.63 worth of 
marine fuel oil (MFO) between October 2018 and April 2019. 

The scheme took place aboard two bunker tankers, Southernpec 6  
and Southernpec 7, which were initially chartered by New 
Ocean Fuel Pte Ltd (New Ocean) to supply MFO for other ships.  
The criminal syndicate placed industrial strength magnets on 
the mass flow meters (MFMs) in the ships; MFMs were used to 
record the amount of MFO that was transferred. As a result, the 
magnets caused the MFMs to record a higher amount of MFO 
as being delivered to the receiving vessel than what was in fact 
supplied by the bunker tankers. 

The scheme was discovered by an MPA Port Inspector when 
he boarded the Southernpec 7 during a routine patrol on  
19 April 2019. The Port Inspector found a magnet attached to the 
Southernpec 7’s MFM and subsequently alerted the Police Coast 
Guard. Southernpec 6 was also investigated as well due to it 
being a sister ship of Southernpec 7.

The scheme was intended to help New Ocean “save” fuel by 
delivering less MFO than what was contractually stipulated. 
Another company, Success Energy Services Pte Ltd, provided 
personnel known as cargo officers to carry out the bunkering 
operations. Investigations revealed that the three masterminds of 
the scheme were Tay Tien Whui (the director and sole shareholder 
of Success Energy), Ang Heng Lye (the consultant of Success 
Energy) and Kek Kah Hui (who later incorporated a company 
known as Urban Energy Pte Ltd to take over New Ocean’s 
bunkering operations in around July 2018). The trio then recruited 
six other men as cargo officers and five of these men were found 
to have benefitted financially from the scheme.

The nine men were convicted in 2020 and 2021 for offences 
under the Computer Misuse Act. The masterminds, Ang Heng 
Lye, Tay Tien Whui, and Kek Kah Hui, were sentenced to  
35 month’s imprisonment, 34 months and two weeks’ 
imprisonment, and 34 months’ imprisonment respectively.  
The remaining six accused were handed custodial sentences 
ranging between two and 19 months.

PP  Tay Tien Whui

Jean Iau 

The project engineer of a fire pro-
tection company whose workers 
were  killed  in  a  blast  on  its
premises was grilled yesterday on 
why he deleted a picture and two 
messages sent between him and a 
worker who died. 

Mr Lwin Moe Tun, who works 
for Stars  Engrg,  deleted the ex-
change on both his phone and Mr 
Subbaiyan  Marimuthu’s,  an  in-
quiry committee heard. 

After a small fire broke out on a 
mixer machine on the morning of 
Feb 24 – the day of the blast – Mr 
Marimuthu, 38, sent Mr Lwin Moe 
Tun a photo at 11.13am of the dam-
aged heater still on the machine 
with green tape around its wiring. 

Mr Lwin Moe Tun, 31, replied at 
11.32am: “Ok let me know ASAP.” 
A  second  message,  sent  at
12.09pm, contained an expletive. 

He deleted both messages. 
The Myanmar national had testi-

fied in his first appearance before 
the inquiry committee on Wednes-
day that he thought Mr Marimu-
thu was going to check the “con-
nectivity of the damaged heater 
with the wiring taped together”. 

State Counsel Kristy Tan put it to 
Mr Lwin Moe Tun that he deleted 
the messages as he knew the work-
ers were checking if the damaged 
heater could still be used. “You felt 
guilty  for  not  having  stopped  
them, and that’s why you deleted 
(the messages) to cover up... that 
you didn’t stop them,” she said. 

Mr Lwin Moe Tun disagreed. 
Following the blast at the work-

shop  at  32E  Tuas  Avenue  11  at  
around 11.20am, 10 workers were 
injured. Three of them – Mr Mari-
muthu, Mr Anisuzzaman Md, 29, 
and Mr Shohel Md, 23 – later died 
in hospital from severe burns. 

Stars Engrg made an insulation 
material called fire wrap using the 
mixer  machine.  The  machine
heated up oil  in a  jacket,  which 
then heated and mixed ingredi-
ents including potato starch. 

The  explosion  is  believed  to  

have been caused by the aerosols 
from the oil igniting. 

When the counsel for Stars En-
grg, Mr Thong Chee Kun, asked 
Mr  Lwin  Moe  Tun  why  he  had  
deleted  the  messages,  the  engi-
neer said he had panicked and was 
afraid he was the last person to 
have contacted Mr Marimuthu. 

He did not elaborate on what he 
meant. He said that if he had any-
thing to hide, he would not have 
mentioned the  deleted  items  to  
the investigators. 

Responding to this, State Coun-
sel Tan pointed out that Mr Lwin 
Moe Tun had not deleted another 
message he sent to Mr Marimuthu, 
also at 12.09pm, which read: “An-
swer the call leh.” 

She said: “You’re actually quite 
selective in the things you’ve cho-
sen to delete...  If  it’s  something 
that puts you in a bad light like us-
ing an expletive to a worker, you 
delete it.” 

Mr  Lwin  Moe  Tun  was  also  
grilled on why he did not find out 
the cause of the white smoke com-
ing from the mixer machine and 
hairline cracks on the oil jacket be-
fore the blast. He told the inquiry 
committee, chaired by Senior Dis-
trict Judge Ong Hian Sun, that he 
had notified his boss, sole director 
of Stars Engrg Chua Xing Da, as he 
did not know the machine well. 

Asked if he thought after the ma-
chine caught fire on Feb 24 that it 
should  be  decommissioned,  he  
said: “Yes,  I  thought that at  the 
time the machine should not be 
used.” 

jeaniau@sph.com.sg

Engineer Lwin Moe Tun (left) said 
he had told his boss Chua Xing Da 
about problems with a mixer 
machine before the Feb 24 blast.

Dominic Low 

A criminal scheme involving nine 
men saw magnets  being used to 
tamper with equipment on ships 
supplying marine fuel oil to other 
vessels. 

The magnets caused the devices 
– known as mass flow meters – to
wrongly record the amount of fuel
transferred to the buyers. 

Fuel  buyers  were  cheated  of  
nearly  US$337,000  (S$457,500)  
worth of oil in total, the Attorney-
General’s Chambers, the Maritime 
and Port  Authority  of  Singapore 
(MPA) and  the  Singapore Police  
Force said in a joint statement yes-
terday. 

The  nine  men  involved  in  the  
scheme  –  Tay  Tien  Whui,  Ang  
Heng Lye, Kek Kah Hui, Ang Heng 
Chye,  Stanley  Heng  Meng  Wee,  
Lionel Leong Wai Chew, Gab Chua 
Yan Jing, Kek Kah Hee and Andy 
Chua Yew Hui – have been con-
victed and sentenced. 

The scheme took place on two 
bunker  barges  between  October  
2018  and  April  2019.  Bunker
barges are ships that operate like 
mobile  petrol  kiosks,  refuelling  
other vessels in open seas. 

It  involved  placing  industrial-
strength magnets on the mass flow 
meters in the ships and securing 
them with tape of the same colour 
as the devices. 

The  magnets  would  affect  the  
mass  flow  meters,  resulting  in  
them  erroneously  recording  a
greater amount of fuel transferred 

into a receiving vessel than what 
was actually supplied. 

Court documents state that the 
scheme  was  intended  to  help
Newocean Fuel (Singapore), a fuel 
supplier  that  chartered  the
bunker barges, to “save” on the oil 
by  delivering  smaller  amounts
than  what  was  contractually
agreed with buyers. 

It  was  masterminded  by  Tay,  
Ang Heng Lye and Kek Kah Hui. 

Tay,  40,  was  the  director  and  
sole shareholder of another com-
pany, Success Energy Service. Ang 
Heng Lye, 50, was its consultant 
and partner. 

The  company  had  supplied  its  
personnel,  known  as  cargo  offi-
cers, to manage bunkering opera-
tions on the two ships in June 2018. 

A third company, Urban Energy, 
took over management of the oper-
ations around July 2018. Kek Kah 
Hui, 39, was a director in the firm. 

Tay, Ang Heng Lye and Kek Kah 
Hui roped in other members of the 
group – Ang Heng Chye, 58; Heng, 
39; Leong, 40; and Gab Chua – to 
place the magnets on the devices 
during bunkering operations. The 
four men were working as cargo of-
ficers then. Ang Heng Chye is Ang 
Heng Lye’s brother. 

Gab  Chua  was  37  when  he
pleaded guilty to his offences last 
year. 

The cargo officers would inform 
Kek  Kah  Hui  via  text  messages  
about the amount of fuel “saved” 
each time. 

His brother,  Kek Kah Hee,  43,  
who  worked  at  Urban  Energy,  
would  assign  bunkering  opera-

tions on the two ships to Heng or 
Ang Heng Chye. 

The  remaining  member,  Andy  
Chua, a Grab driver at the time of 
the offences, took over Heng’s job 
on several occasions at Heng’s re-
quest, and also tampered with the 
mass flow meters. 

He  was  29  when  he  pleaded  
guilty last year. 

Except for  Kek Kah Hee,  each 
man  received  a  commission  for  
their  role  in  the  scheme.  The  
money came from Newocean Fuel. 

The scheme was uncovered after 
an MPA port inspector discovered 
a magnet attached to the mass flow 
meter on one of the bunker barges 
on April 19, 2019. 

Court documents state that Tay 
and Ang Heng Lye also conspired 
with another man, Qie Yanpeng, to 
retrieve and destroy Kek Kah Hui’s 
laptop on May 9, 2019. 

They believed it contained infor-
mation that could incriminate Kek 
Kah Hui, who was under arrest at 
the time. Qie, 53, was working at 
Newocean Fuel then. 

The  group  –  excluding  Qie  –  
were dealt with in court between 
last year and this year. 

Ang Heng Lye was sentenced to 
jail for two years and 11 months, 
Tay for two years, 10 months and 
two weeks, and Kek Kah Hui for 
two years and 10 months. 

The remaining six were given jail 
terms ranging from two weeks to a 
year and seven months. 

Qie faces three charges, includ-
ing one relating to intentionally ob-
structing the course of justice. His 
case is pending. 

Court documents do not state if 
Newocean  Fuel  has  been  dealt  
with or charged over the scheme. 

Magnets used to 
tamper with meters 
on ships in oil scam

Three  local  universities  have
moved to reduce the number of  
in-person classes amid a spike in 
Covid-19 cases here. 

The National University of Singa-
pore (NUS) said online lessons are 
encouraged,  while  face-to-face
classes  will  continue  within  na-
tional safe management guidelines. 

Nanyang Technological Univer-
sity (NTU) also sent out a circular 
saying that classes would mostly 
shift  online  from  Monday until  
Oct 22. 

In response to queries from The 
Straits Times, the Singapore Insti-
tute of Technology (SIT) said that 
since  yesterday,  lectures,  semi-
nars and tutorials are being con-
ducted online,  with students re-
turning only for practical and labo-
ratory lessons. 

At Singapore Management Uni-
versity (SMU) and Singapore Uni-
versity of Social Sciences (SUSS), 
classes had already been mostly 
held  online  before  the  current  
spike in cases. On Sept 9, SMU sent 

out a circular saying all undergrad-
uate classes would be online until 
Oct 10. 

SUSS told ST: “For the remaining 
physical classes which cannot be 
shifted online, we will adhere to 
the  national  safe  management
measure guidelines and consider 
postponing them, if further tight-
ening takes place.” 

The  Singapore  University  of  
Technology  and Design  told ST  
that  lessons  for  first-year  stu-
dents  will  continue  to  be  in-  

person,  while  the  rest  of  its
lessons will move online. 

This comes after the Ministry of 
Education announced that all Pri-
mary 1 to Primary 5 pupils would 
be placed on home-based learning 
from Monday to Oct 7 amid a spike 
in Covid-19 cases. 

The  universities  added  that
other Covid-19 measures, such as 
the reduction in group sizes from 
five  people  to  two,  would  be  in  
place on their campuses. 
Ng Wei Kai

The three masterminds planned to 
tamper with the mass �ow meters* 
on board two bunker barges using 
industrial-strength magnets.

1

CARGO OFFICERS

Stanley Heng Meng Wee

Andy Chua Yew Hui

The magnets 
caused the mass 
�ow meters to
record higher
amounts of fuel
than what was
actually delivered
to buyer vessels.

Stanley Heng 
recruited Andy 
Chua to place a 
magnet on a 
mass �ow meter 
during some of 
the bunkering 
operations.

To avoid detection, the 
cargo of�cers used duct 
tape of the same colour as 
the surface of the mass 
�ow meters to cover the
magnets in use. They
would then send a text
message to Kek Kah Hui to
inform him of the amount
of fuel “saved”.

The fuel 
supplier 
would then 
pay the 
masterminds 
a sum based 
on the 
amount of 
fuel “saved”.

The 
masterminds 
shared the 
pro�ts earned 
and paid a 
monthly 
commission to 
each cargo 
of�cer.

NOTE: *A mass �ow meter is a 
device that measures the 
amount of fuel transferred from 
a bunker barge to a buyer vessel.

MASTERMINDS

How the offences were committed

Ang Heng Lye Tay Tien Whui Kek Kah Hui

They supplied 
the cargo 
of�cers involved 
in the scheme 
with such 
magnets and 
taught them 
how to use the 
magnets on the 
mass �ow 
meters.

Ang Heng Chye

Gab Chua Yan Jing

Kek Kah Hee

Lionel Leong Wai Chiew

$

3B

Kek Kah Hee 
facilitated bunkering 
operations, including 
assigning the cargo 
of�cers to the 
bunker barges.
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Sources: ATTORNEY-GENERAL’S CHAMBERS, SINGAPORE POLICE FORCE   STRAITS TIMES GRAPHICS

Isabelle Liew

Two young giraffes belonging to 
an  endangered  subspecies  have  
arrived at the Singapore Zoo, and 
the public can now view them at 
its Wild Africa zone. 

The  two  Rothschild’s  giraffes  
were brought here from India as 
part of an animal exchange part-
nership between Mysuru Zoo in 
Karnataka state and Wildlife Re-
serves Singapore (WRS). 

Fewer than 2,000 Rothschild’s 
giraffes remain in the wild. 

The two giraffes’ journey to Sin-
gapore involved a 22-hour inter-
state road trip and a seven-day sea 
voyage, WRS said yesterday. 

Named Balaji and Adhil, the two 
healthy males, who are both about 
one year old, arrived at Jurong Port 
in May. 

Transporting the giraffes to Sin-
gapore was a challenge for WRS as 
there  was  a  lack  of  suitable  air  
freight because of the coronavirus 
pandemic. 

“As there was a limited window 
to  ship  the  fast-growing  young-
sters  before  they  outgrew  all

forms of transport,  the team ex-
plored the option of surface trans-
port,” said WRS, which operates 
the Singapore Zoo. 

The giraffes have been adopted 
by  Kuok  Singapore,  which  runs  
the PACC Line shipping line that 
brought the animals to Singapore. 

The half-siblings – of the same 
father  but  different  mothers  –  
were named by Mysuru Zoo. 

Balaji means strength in Hindi 
and  is  the  name  of  an  Indian  

prince. Adhil is a star in the constel-
lation Andromeda and is also the 
name of one of PACC Line’s fleets. 

Mr Parmasivam Ramasamy, cu-
rator of herbivores at WRS, said: 
“We are very excited to welcome 
these gentle giants  to Singapore 
Zoo,  and  have  since  introduced  
them to our resident father-and-
son duo, Marco and Jubilee. 

“The current giraffe exhibit has 
ample space for the four, and we 
have added water troughs and salt 

lick blocks in preparation for their 
debut.” 

Mysuru Zoo has had an animal 
exchange  partnership with  WRS  
since 2010. Animals that have been 
brought to Singapore include sloth 
bears and lion-tailed macaques. 

The giraffes, which have an ex-
pected lifespan of 20 to 25 years in 
captivity, are staying in Singapore 
for good. 

iliew@sph.com.sg

Nine men involved in scheme that wrongly 
recorded fuel amount transferred to buyers

Endangered 
giraffes from 
India on 
show at 
S’pore Zoo

Rothschild’s giraffes Balaji (left) and Adhil at the Singapore Zoo yesterday. They were brought here as part of an animal 
exchange partnership between India’s Mysuru Zoo and Wildlife Reserves Singapore. ST PHOTO: CHONG JUN LIANG

Local unis cut down on in-person classes Tuas blast inquiry: 
Engineer grilled over 
deleted messages, photo

B6 SINGAPORE | THE STRAITS TIMES | FRIDAY, OCTOBER 1, 2021 |

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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FINANCIAL INVESTIGATION GROUP

Ling Shek Lun (Ling) was a former United Overseas Bank Vice 
President. For over a decade, Ling channelled approximately  
S$5 million that he received from a customer to support his 
friend’s business venture.

Ling used forged bank documents to deceive the customer into 
depositing monies into a non-existent special nominee account 
with the bank. When the customer was in Singapore, Ling would 
hand him forged bank statements to assure the customer that 
the monies that he handed to Ling were duly deposited into the 
special nominee account. Unknown to the customer, Ling had 
created the forged bank statements by photocopying genuine 
UOB bank statements and redacting the account number and 
the name of the account owner. Ling told the customer that 
the name and account number have been withheld due to the 
sensitive nature of the nominee account.

On 25 September 2015, the customer sought to have Ling 
transfer monies from the UOB nominee account to his 
personal account with another bank. It was then that Ling told 
the customer that he had misappropriated and misused the 
customer’s funds. 

Ling was charged with 142 counts of offences under the Penal 
Code and Corruption, Drug Trafficking and Other Serious Crimes 

PP  Ling Shek Lun

(Confiscation of Benefits) Act. He pleaded guilty to 20 charges 
and was sentenced to nine years’ imprisonment on 4 January 
2022, with the remaining charges taken into consideration.  
The charges which he pleaded guilty to were mainly for the forging 
of bank documents for the purpose of cheating the customer, 
while others were for committing the offence of criminal breach of 
trust for misappropriating the customer’s funds.

In January 2020, the CAD commenced investigations into 
Agritrade International Pte Ltd (Agritrade), a Singapore-
incorporated firm that traded in coal and palm oil. It was 
alleged that its former Chief Executive Officer Ng Xinwei,  
his father Ng Say Pek and its former Chief Financial Officer 
Lim Beng Kim, Lulu (Lulu), had defrauded financial institutions 
by misrepresenting the company’s financial position. 

Lulu fled Singapore on the day the CAD commenced 
investigations into Agritrade. In the ensuing months,  
the CAD worked closely with its foreign counterparts to track 
Lulu’s whereabouts. With the assistance of a foreign law 
enforcement agency, Lulu was apprehended and deported 
to Singapore on 17 September 2021. 

Between September 2021 and May 2022, a total of 37 
charges were tendered against Lulu for cheating 16 financial 
institutions into disbursing around US$587 million of credit 
facilities to Agritrade and offences of falsification of accounts. 

Agritrade International Pte Ltd

In December 2022, Lulu Lim was convicted of cheating and 
falsification of accounts offences and sentenced to 20 years’ 
imprisonment in January 2023. Investigations against other 
former officers of Agritrade are ongoing. 

This case exemplifies the strong and close collaboration 
between the CAD and foreign law enforcement partners to 
combat criminal activities and bring criminals to justice.

The CAD will continue to safeguard Singapore’s reputation 
as a trusted business and financial centre, including taking 
a strong stance against perpetrators who abuse Singapore’s 
financial system to commit crime. To prevent fraud in privately 
held entities, companies should put in place a good corporate 
governance framework. Finance professionals and company 
officers such as the public accountants, chief financial officers, 
chief executive officers, chief operating officers and board of 
directors have a duty to the company’s stakeholders and to 
safeguard the integrity of the financial system.

A2 | THE BIG STORY | THE STRAITS TIMES | WEDNESDAY, JANUARY 18, 2023 |
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International visitor arrivals to
Singapore are expected to hit 12
million to 14 million in 2023, with
full tourism recovery expected by
2024. The bullish forecast released
by the Singapore Tourism Board
(STB) comes on the back of
better-than-expected numbers 
in 2022, which ended with 6.3
million global visitor arrivals. A1

THE BIG STORY
Full tourism recovery
expected by 2024: STB

Eight agreements were signed 
on Tuesday aimed at deepening
cooperation between Singapore
and Uzbekistan, in areas such 
as transport, trade, education 
and healthcare. Prime Minister
Lee Hsien Loong and Uzbek
President Shavkat Mirziyoyev
witnessed the exchange of the
pacts at the Istana. A6

THE BIG STORY
S’pore and Uzbekistan ink 
8 pacts to deepen ties

Singaporeans cannot let their
guard down in the fight against
terrorism and self-radicalisation
because these remain a threat to
the peace and prosperity of the
country, said Minister for Law and
Home Affairs K. Shanmugam at
the Minister’s Awards Presentation
Ceremony. The event was held at
the Home Team Academy. A14 

SINGAPORE
Don’t let guard down in
terror fight: Shanmugam

China’s population shrank in 2022 for the
first time in more than six decades, official
data showed on Tuesday, as the world’s

most populous nation faces a looming
demographic crisis. The drop, the worst
since China’s Great Famine of 1961, also
lends weight to predictions that India 
will become the world’s most populous
nation in 2023. A8

WORLD
China’s population shrinks for 
first time in more than 60 years

A family walking in a park in Shanghai on Tuesday. Some 9.56 million people were born in China in 2022,
down from 10.6 million in 2021, the sixth consecutive year that the number had fallen. PHOTO: EPA-EFE

Car rental and car-sharing
companies here are seeing brisk
business during this Chinese New
Year period, despite consumers
having to pay more than in 2022.
Four companies The Straits Times
spoke to said their services are 
in high demand, with one fully
booked on Jan 22, the first day 
of the festive season. A15

SINGAPORE
High demand for car
rentals this CNY 

ST PHOTO: ALPHONSUS CHERN

A new logistics platform,
Clickargo Singapore, has been
launched to promote the
digitalisation of the sector and
green supply chains through
technology. Launched by trade
technology company GUUD, it
allows for route planning to be
optimised, which can lower fuel
consumption. A22 

BUSINESS
New logistics platform
launched in S’pore

A commodity firm’s then chief fi-
nancial officer (CFO), who duped
16 financial institutions worldwide
and caused more than US$469 mil-
lion (S$631 million according to
court documents) in losses, was
sentenced to 20 years’ jail on Tues-
day.

In earlier court proceedings, the
prosecution said that this amount
was “unprecedented and stagger-

ing” – almost as high as the $633.3
million that victims in Singapore
lost to all scams in 2021. 

Lulu Lim Beng Kim, who was
then working for Agritrade Inter-
national, had duped the financial
institutions into providing her
company with millions of dollars
in trade financing. The losses were
incurred between January 2017 and
November 2019.

They included major banks in Ja-
pan, South Korea, India and Tai-
wan. 

Before handing down the sen-
tence on Tuesday, District Judge

Kow Keng Siong noted that accord-
ing to defence lawyers Noor Mo-
hamed Marican and Mohd Munir
Marican, Lim was not the master-
mind behind the offences and did
not commit them for her personal
gain.

In December 2022, Lim 63,
pleaded guilty to 12 charges, in-
cluding cheating and falsification
of accounts. Twenty-four other
charges were taken into consider-
ation during sentencing.

While serving as Agritrade’s
CFO, Lim instructed her subordi-
nates to submit to the institutions

financial statements which were
unaudited and false. 

The 16 finance houses disbursed
more than US$586 million in total
to the suppliers, Agritrade Interna-
tional and its subsidiaries.

The police said in a statement on
Tuesday that Agritrade later de-
faulted on these loans, and the to-
tal loss suffered by the financial in-
stitutions was US$469.1 million.

In January 2020, Agritrade,
whose business included palm oil
and coal mining, came under fi-
nancial strain due to the collapse of
oil and coal prices. 

It also faced fraud allegations di-
rected at chief executive Ng Xin-
wei and his father, Mr Ng Say Pek,
who founded the business.

On Jan 15, 2020, the Commercial
Affairs Department (CAD) started
investigating Agritrade. 

Lim left Singapore for Britain the
next day and did not respond to at-
tempts by the police to contact her
over the next year. 

An Interpol red notice was then
issued against her.

She was arrested in January 2021,
after the police received informa-
tion that she was in the United

Arab Emirates.
In earlier proceedings, Mr

Noor Mohamed Marican told the
court that Lim claimed she was
manipulated by Mr Ng Say Pek.

Court documents did not dis-
close the outcome of the cases in-
volving the father and son.

Following Lim’s sentencing on
Tuesday, CAD director David Chew
said: “CAD would like to thank In-
terpol and our foreign counter-
parts for their assistance to arrest
and send Lulu Lim back to Singa-
pore to face justice for one of Sin-
gapore’s largest cases of trade fi-
nancing fraud.”

For each count of cheating, an of-
fender can be jailed for up to 10
years and fined.

20 years’ jail for ex-CFO who duped banks, caused $631m losses 

Shaffiq Alkhatib 
Court Correspondent 

ashaffiq@sph.com.sg

KUALA LUMPUR – Malaysian Prime
Minister Anwar Ibrahim is slated to
visit Singapore by the end of Janu-
ary. The visit will be his first to the
Republic since he took office on
Nov 24. 

This will be Datuk Seri Anwar’s
second state visit since becoming
the country’s 10th prime minister,
after his official visit to Indonesia
on Jan 8 and 9. 

“Our prime ministers have been
in contact, but nothing beats a face-
to-face meeting between two old
friends,” Singapore’s Foreign Minis-
ter Vivian Balakrishnan told report-
ers on Tuesday in Kuala Lumpur. 

Singapore’s President Halimah
Yacob is also expected to make a
state visit to Malaysia in March, Ma-
laysian Foreign Minister Zambry
Abdul Kadir said in a statement on
Tuesday after a meeting with Dr
Balakrishnan. 

Dr Balakrishnan said Mr Anwar’s
visit to Singapore will set the stage
for bilateral talks between minis-
tries of both countries, including
follow-ups on outstanding issues.

“It will be a useful, significant
meeting, which will set the agenda
and the timetable for the ministers
and respective ministries to follow
up. Connectivity, longstanding is-
sues which we think are ripe for

resolution will be discussed,” he
said. 

Dr Balakrishnan is on a four-day
visit to Malaysia that ends on
Wednesday.

He is confident that the leaders of
both countries will make “signifi-
cant progress” in resolving long-
standing issues in the coming

months. 
“I am hopeful we will make pro-

gress and not let us be held hostage
to the past and look forward to the
future.

“We are now at the stage (where)
the old emotional baggage has dis-
sipated, and we still have experi-
enced senior leaders on both sides

with goodwill and sensitivity to ne-
gotiate in good faith and arrive
hopefully at agreements which will
be supported by both sides,” Dr Ba-
lakrishnan said.

In December, Malaysia’s Attor-
ney-General Idrus Harun was in-
structed to review matters pertain-
ing to claims over Pedra Branca,

which Malaysia calls Pulau Batu
Puteh. Mr Anwar said this would al-
low negotiations with Singapore to
be more fruitful. 

On Tuesday, Dr Balakrishnan
said that as close interdependent
neighbours, Singapore hopes for
“stability, continuity and consisten-
cy in policies” for projects to be

continued between both countries. 
One of the upcoming bilateral

projects is the Johor Bahru-Singa-
pore Rapid Transit System Link.
This project is on track to be com-
pleted by end-2026, with the for-
eign ministers of Singapore and
Malaysia noting the good progress
in the project on Monday.

Dr Balakrishnan, who called on
Mr Anwar on Tuesday, reaffirmed
the excellent longstanding rela-
tions between Singapore and Ma-
laysia. He said trade between both
countries continued to grow de-
spite the disruptions led by Co-
vid-19. In 2021, total trade between
both countries amounted to $128
billion.

He also met Malaysia’s Minister of
Transport Anthony Loke Siew
Fook, Minister of Economy Rafizi
Ramli, Minister of Defence Moha-
mad Hasan, and Minister of Natural
Resources, Environment and Cli-
mate Change Nik Nazmi Nik Ah-
mad. 

“The ministers agreed to enhance
cooperation in various areas, in-
cluding restoring full connectivity
and new opportunities in digital
economy and sustainable develop-
ment,” said Singapore’s Ministry of
Foreign Affairs. 

Anwar to make state visit to
Singapore by end-January 
Trip will set stage for
‘significant progress’
in longstanding
bilateral issues

RESOLVING ISSUES

It will be a useful,
significant meeting, which
will set the agenda and
the timetable for the
ministers and respective
ministries to follow up.
Connectivity,
longstanding issues which
we think are ripe for
resolution will be
discussed.

”FOREIGN MINISTER VIVIAN
BALAKRISHNAN, on Malaysian Prime
Minister Anwar Ibrahim’s visit to
Singapore.

Foreign Minister Vivian Balakrishnan meeting Malaysian Prime Minister Anwar Ibrahim in Kuala Lumpur on Tuesday. Dr Balakrishnan said Datuk Seri Anwar's visit to
Singapore will set the stage for bilateral talks between ministries of both countries. PHOTO: MINISTRY OF FOREIGN AFFAIRS, SINGAPORE

Zunaira Saieed 
Malaysia Correspondent 

zunaira@sph.com.sg

tinued as Nodx tumbled 31.8 per
cent after contracting 31.2 per cent
in November.

Nodx to some of Singapore’s oth-
er top markets declined too, with
exports to major economies such
as the United States and European
Union falling into the red in De-
cember.

UOB senior economist Alvin
Liew said exports to the US fell for
the first time in December after six

months of growth.
He said the weakness in regional

demand from Asean was especially
concerning. Intra-regional trade
continued to weaken broadly in
December, led by Malaysia, Indo-
nesia and Thailand.

But exports to South Korea re-
versed the fall in November to rise
by 14.3 per cent, while exports to
Japan continued rising, by another
6.8 per cent. 

Both Mr Seah and Mr Goh said it
will take a while before Singapore’s

economy experiences any positive
spillover from China’s reopening.
They expect Singapore’s single
largest export market to pick up
only from the middle of 2023. 

Mr Seah said China will be an im-
portant impetus for the manufac-
turing sector, but noted that the
path to reopening will not be
smooth as Beijing will have to over-
come a few waves of Covid-19 in-
fection and continue to push
through with its reopening policy.

He sees some potential upside

surprises in manufacturing and
overall economic performance in
the second half of the year.

On a month-on-month seasonal-
ly adjusted basis, Nodx declined by
3.3 per cent in December following
November’s 9.2 per cent decrease.

This was also worse than Bloom-
berg’s forecast for an increase of 1
per cent month on month.

Year on year, total trade de-
creased by 7.7 per cent in Decem-
ber following the 2.4 per cent de-
cline in the preceding month.

For the whole of 2022, total trade
grew by 17.7 per cent to $101.3 bil-
lion.

khiengchor@sph.com.sg

FROM A1

Worries over weak demand from Asean

Dec 2020 March Sept SeptDec 2021 March June Dec 2022June

NON-OIL DOMESTIC EXPORTS

Source: ENTERPRISE SINGAPORE   STRAITS TIMES GRAPHICS
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Ex-VP at UOB jailed after misappropriating nearly $5m
from customer

Shaffiq Alkhatib

Court Correspondent

SINGAPORE - A vice-president at UOB who was entrusted with nearly $5 million in cash by a

customer between 2004 and 2014 misappropriated it and passed the bulk of the amount to a

woman.

Ling Shek Lun pleaded guilty to 20 charges for offences including criminal breach of trust and forgery.  ST PHOTO: KELVIN CHNG
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SINGAPORE - A vice-president at UOB who was entrusted with nearly $5 million in cash by a

customer between 2004 and 2014 misappropriated it and passed the bulk of the amount to a

woman.
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FINANCIAL INVESTIGATION GROUP

Between 2017 and 2020, there were a total of five police 
reports lodged that pertained to victims who were allegedly 
deceived into wiring more than US$3.2 million into the 
corporate bank accounts of four Singapore-registered 
companies. The companies involved were Temco Industrial 
Pte Ltd, Integrated Invest Pte Ltd, Modelana Trading Pte Ltd 
and Compiko Pte Ltd. 

Investigations revealed that Tan Hock Keat (Hock Keat) had 
purportedly assisted individuals based overseas, who were 
believed to be engaged in criminal conduct, to incorporate shell 
companies and set up corporate bank accounts in Singapore. 
Hock Keat was a director of DM Advisory Pte Ltd, a company 
which provided corporate secretarial services. Phua Wee Hao 
(Roy), who was working as a bank officer at the material time,  
was allegedly engaged by Hock Keat to recruit local nominee 
directors for some of the shell companies to fulfil the statutory 
requirement of having at least one local resident director in 
Singapore. Hock Keat and Roy subsequently approached Wong 
Poh Kiong (Poh Kiong), Wong Zhang Jie (Zhang Jie) and Low 
Ruey Ming (Ruey Ming) and they agreed to incorporate the  
above-mentioned shell companies and set up corporate bank 
accounts in exchange for fees despite being unaware of their 
nature of business. Thereafter, control of the corporate bank 
accounts was handed over to the individuals based overseas 
through Hock Keat. 

Investigations also revealed that the local resident directors 
recruited by Hock Keat and Roy failed to act honestly and 
exercise reasonable diligence in the discharge of their duties as 
directors of the shell companies.

Hock Keat was arrested in Malaysia in March 2021 with the 
assistance of the Royal Malaysia Police. He was subsequently 
charged with offences relating to money laundering, abetment of 
the local resident directors to fail to exercise reasonable diligence 
in the discharge of director duties and abetment to intentionally 
pervert the course of justice. At the time of publication,  
court proceedings against him are ongoing.

On 1 September 2021, Ruey Ming pleaded guilty to one charge 
of failing to exercise reasonable diligence in the discharge of his 
duties as a director under the Companies Act and was sentenced 
to a fine of S$2,800 and disqualified from being a director for a 
period of 33 months.

PP  Tan Hock Keat, Phua Wee Hao, Wong Poh Kiong, Wong Zhang Jie and Low Ruey Ming

On 8 September 2022, Poh Kiong pleaded guilty to two charges 
of failing to exercise reasonable diligence in the discharge of his 
duties as a director under the Companies Act and was sentenced 
to five weeks’ jail. Three other similar charges were considered 
during sentencing.

On 20 October 2022, Roy was sentenced to eight months 
and one week’s imprisonment and a fine of S$8,000. He was 
convicted of one count of money laundering offence under 
the Corruption Drug Trafficking and Other Serious Crimes 
(Confiscation of Benefits) Act and two counts of abetting others 
to fail to exercise reasonable diligence in the discharge of their 
duties as a director under the Companies Act, read with the 
Penal Code. 

On 2 March 2023, Zhang Jie pleaded guilty to one charge of 
failing to exercise reasonable diligence in the discharge of his 
duties as a director under the Companies Act and was sentenced 
to a fine of S$4,800 and disqualified from being a director for a 
period of 36 months.

10/12/23, 6:23 PM Jail for ex-director whose companies' bank accounts received ill-gotten gains of over $3.4m | The Straits Times
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Jail for ex-director whose companies' bank accounts
received ill-gotten gains of over $3.4m

Shaffiq Alkhatib

Court Correspondent

SINGAPORE - In exchange for cash, a man agreed to be a nominee director at multiple local

companies despite being unaware of the nature of their businesses.

Wong Poh Kiong was also told by his alleged accomplice, Tan Hock Keat, that he did not need to

be involved in their operations and that he would serve only to fulfil the statutory requirement of

having at least one local resident director in Singapore.

Wong Poh Kiong pleaded guilty to two charges under the Companies Act.  ST PHOTO: KELVIN CHNG
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FINANCIAL INVESTIGATION GROUP

Thomas Lee Zhixiong (Thomas), a former director of several 
local companies was charged by the Inland Revenue 
Authority of Singapore for 99 counts of offences for 
producing false GST returns and Productivity & Innovation 
Credit Scheme (PIC) claims to fraudulently obtain GST 
refunds and PIC cash pay-outs.

The CAD’s investigations revealed that between 2014 
and 2017, Thomas managed five companies whose 
bank accounts received fraudulent GST refunds and PIC 
cash pay-outs amounting to over S$5.7 million. Thomas 
subsequently transferred and used the criminal benefits 
for various purposes, including funding legal expenses and 

PP  Thomas Lee Zhixiong

companies’ business expenses. Thomas operated the 
five companies, whilst being an undischarged bankrupt,  
by engaging his friend, Andy Siew Hui Hock (Andy) to be 
the director-in-name of these companies.

On 2 November 2021, Thomas was charged with 23 counts 
of money laundering offences and five counts of operating a 
company while being an undischarged bankrupt.

Andy was convicted on 27 January 2022 for two counts of 
an offence for failing to exercise reasonable diligence in the 
discharge of his duties as a director of companies. He was 
fined S$5,000 and disqualified from acting as a director or 
taking part, whether directly or indirectly, in the management 
of a company for a period of three years.

Thomas was convicted on 23 February 2023, for 41 charges 
of making false entries in the GST returns of companies, 
abetting a company in making incorrect GST returns, 
submitting a false PIC claim, money laundering and taking 
part in the management of a company, whilst being an 
undischarged bankrupt. Another 86 charges were taken 
into consideration for the purposes of sentencing. He was 
sentenced to a jail term of 102 months and ordered to pay 
S$9,271,912 in fines and penalties. 

The CAD closely collaborates with relevant agencies to combat 
tax fraud, money laundering and other criminal activities. 

Individuals should not be a director of a company when they 
have limited or no oversight or control, as the company may 
be used for illegal purposes such as the laundering of criminal 
proceeds. Company directors who fail to exercise reasonable 
diligence in the discharge of their duties run the risk of allowing 
their companies to facilitate the retention of benefits derived 
from criminal conduct.

Between August 2020 and December 2021, several insurance 
companies filed police reports against numerous individuals for 
their suspected involvement in a series of motor insurance fraud. 
The CAD worked closely with the General Insurance Association 
(GIA) in reviewing the claims and entities involved and sieve out 
red flags and likely accomplices. The review established that a 
syndicate was behind the series of fraudulent claims. It staged 
accidents, caused accidents with other vehicles and planted 
“phantom” passengers, with the intention to file fraudulent claims 
against the insurance companies for inflated property damage 
and personal injuries of the “phantom” passengers who were not 
in the vehicles at the time of the accident. More than 11 motor 
vehicles were used by the syndicate. 

Operation Teamwork Garage was conveyed between 9 June 2021 
and 11 June 2021 and more than 19 suspects were rounded up 
to assist in the investigation. On 26 April 2022, six of the suspects 
were charged for multiple offences, including cheating, rash act, 

Operation Teamwork Garage

perverting the cause of justice and giving false information to a 
public officer. 11 of the suspects were issued with 24-month 
conditional warnings. Five of the suspects were convicted and 
sentenced from four months to 16 months and two weeks’ jail. 
One was also fined S$3,500 and another was disqualified from 
driving for 10 months. On 17 August 2023, the mastermind 
was convicted and sentenced to 32 months and 6 weeks’ 
imprisonment, fined S$6,500 and disqualified from holding or 
obtaining all classes of driving licences for a period of 10 months.

This case shows how the close collaboration between the GIA 
and the CAD can help to detect and stop a syndicate from 
operating and abusing motor insurance claims for dishonest 
means, as well as risking fellow road users’ lives with the 
syndicate’s dangerous driving. We will continue to collaborate 
with industry associations and other stakeholders to prevent, 
detect and deter insurance fraud and to keep Singapore road 
users safe.

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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Ex-company director who evaded tax, laundered
money gets 8½ years’ jail, must pay almost $9.3m

Nadine Chua

SINGAPORE - A former director of six companies who was convicted of evading goods and

services (GST) tax and money laundering offences was sentenced to eight years and six months’

jail on Thursday.

Thomas Lee Zhixiong, 41, was also ordered to pay close to $9.3 million in fines and penalties after

he pleaded guilty to making false entries in the GST returns of three of his companies, and

abetting another company in making incorrect GST returns without reasonable excuse, among
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On 4 October 2022, the National Parks Board (NParks) seized 
20 pieces of rhinoceros horns that were being smuggled 
through Singapore Changi Airport by a South African national, 
named Gumede Sthembiso Joel (“Gumede”). The rhinoceros 
horns, weighing a total of 34.7kg and estimated to be worth 
around S$1.2 million, were detected by Airport security 
and NParks’ K9 Unit. Gumede was immediately arrested 
by NParks and concurrently, the CAD commenced money  
laundering investigations. 

From the examinations by NParks’ Centre for Wildlife Forensics,  
18 pieces of horns were identified to be from the White 
Rhinoceros (Ceratotherium simum), while the remaining 
two pieces of horns were identified to be from the Black 
Rhinoceros (Diceros bicornis). Rhinoceroses are Appendix I 
species protected under the Convention on International Trade 
in Endangered Species of Wild Fauna and Flora (CITES) and 
international trade in rhinoceros horns is prohibited.

During the course of investigations, the CAD and NParks, 
with support from INTERPOL, deployed officers as part of an 
Operational Support Team to South Africa for further investigation 
and evidence analysis. The multi-national joint investigations 
revealed that Gumede was acquainted with another South African 
named Jaycee Israel Marvatona (“Jaycee”), whom Gumede knew 
to be involved in the illegal rhinoceros horn trade. Sometime 
in or before September 2022, Jaycee requested Gumede to 
transport rhinoceros horns from South Africa to the Lao People’s 
Democratic Republic through Singapore. Jaycee had promised 
Gumede flight tickets and money in return for his assistance. 
Gumede agreed and provided his passport details to facilitate 
the flight bookings and visa application.

PP  Gumede Sthembiso Joel

The CAD’s investigations further revealed that on the morning 
of 3 October 2022, at the O. R. Tambo International Airport in 
South Africa, Gumede complied with Jaycee’s instructions and 
proceeded to check-in two pieces of baggage containing the 
rhinoceros horns before boarding the flight to Singapore. 

Given the above, Gumede was being concerned in an 
arrangement with Jaycee to illegally transport the boxes 
with rhinoceros horns through Singapore, knowing that the 
control by Jaycee of his benefits from criminal conduct would  
be facilitated.

On 14 February 2023, Gumede, who was already charged by 
NParks with two counts of an offence under Section 5(1) of the 
Endangered Species (Import and Export) Act, was charged by 
the CAD with an additional charge for an offence under Section 
51(1)(a) of the Corruption, Drug Trafficking and Other Serious 
Crimes (Confiscation of Benefits) Act 1992, punishable under 
Section 51(5)(a) of the same Act. 

At the time of publication, court proceedings against Gumede 
are ongoing. 

The successful conclusion of these investigations was the result 
of close cooperation between NParks, the CAD, their South  
African counterparts and INTERPOL. The CAD strongly believes 
that international cooperation is paramount in the fight against 
illegal wildlife trade. With financial gains being the key motivator 
for such wildlife crimes, the CAD will continue to collaborate 
closely with relevant agencies to combat the laundering of  
such proceeds.

Nadine Chua

A South African man who allegedly 
brought more than 34kg of rhinoc-
eros horns worth $1.2 million into 
Singapore without a valid export 
permit  was  charged  in  court  on  
Thursday.

This is the largest seizure of rhi-
noceros horns in Singapore.

Gumede Sthembiso Joel, 32, and 
the 34.25kg of African rhinoceros 
horns were intercepted at Changi 
Airport  on  Tuesday  at  around  
noon.

The  horns  from  Johannesburg,  
South Africa, were on their way to 
Vientiane, Laos.

Joel did not have a valid Conven-
tion on International Trade in En-
dangered  Species  of  Wild  Fauna 
and  Flora  (Cites)  permit  or  any  
written permission issued by the 
authorities in South Africa.

A Cites permit is needed to get ap-
proval  from  the  National  Parks  
Board (NParks) for the import, ex-
port  and  re-export  of  protected  
specimens. This permit is required 
for  both  commercial  consign-
ments and personal effects.

Joel was in transit in Singapore 

when 20 pieces of the horns were 
detected by officers from airport 
security and NParks’ K9 unit. He 
was arrested immediately.

NParks said genetic testing is be-
ing carried out  at  its  Centre  for  
Wildlife  Forensics  to  identify  
which  species  of  rhinoceros  the  
horns came from.

“The horns will subsequently be 
destroyed to prevent  them from 
re-entering the market, disrupting 
the global supply chain of illegally 
traded  rhinoceros  horns,”  said  
NParks.

Under the Endangered Species 
(Import and Export) Act, an indi-
vidual  in  possession  of  a  Cites-
scheduled  species  travelling  
through Singapore without a valid 
Cites permit can be fined $50,000 
a species, capped at $500,000, or 

jailed for up to two years, or both.
The same penalties apply to the 

possession  or  transshipment  of  
Cites-scheduled species, including 
their parts and derivatives.

Joel will be back in court on Oct 
27. The batch of rhinoceros horns 
intercepted on Tuesday is the lat-
est in a string of record seizures of 
illegal wildlife parts in Singapore in 
recent years.

In 2019, $52 million worth of pan-
golin scales were found in a con-
tainer that was being shipped from 
Nigeria to Vietnam. They were de-
clared as frozen beef.

NParks and Singapore Customs 
officers found 230 bags containing 
12.9  tonnes  of  the  scales,  which  
likely came from 17,000 pangolins. 

Less than a week later, another 
12.7  tonnes  of  pangolin  scales  

were uncovered at Pasir Panjang 
Scanning Station in a joint opera-
tion  by  NParks,  Singapore  Cus-
toms  and  the  Immigration  and  

Checkpoints Authority.
Later  that  year,  a  total  of  8.8  

tonnes  of  elephant  ivory  were  
seized from a shipment from the 
Democratic  Republic  of  Congo  
passing  through  Singapore  en  
route to Vietnam.

The  ivory,  estimated  to  have  
come from about 300 African ele-
phants,  was  worth  around  $17.6  
million. 

Another 11.9 tonnes of pangolin 
scales  were  confiscated  in  the  
same operation.

NParks said Singapore adopts a 
zero-tolerance stance on the ille-
gal  trade  of  endangered  wildlife  
species as well as their parts and de-
rivatives. It added that Singapore 
collaborates closely with its inter-
national partners to maintain vigi-
lance in regulating and enforcing 
against illegal wildlife trade. 

The agency  said people  in  the  
community can play a key role by 
not contributing to the demand for 
illegal wildlife trade. 

They should avoid buying prod-
ucts that contain animal parts of en-
dangered species. 

The public can contact NParks at 
cites@nparks.gov.sg to report ille-
gal wildlife trade. 

nadinechua@sph.com.sg

Chang May Choon
South Korea Correspondent

SEOUL – South Korean President 
Yoon Suk-yeol and Japanese Prime 
Minister  Fumio  Kishida  have  
strongly  condemned  North  Ko-
rea’s rampant missile testing and 
agreed on the need to remind Py-
ongyang  that  “reckless  provoca-
tions come at a cost”.

They  also  agreed  to  work  to-
gether on a “stern response” and 
cooperate with their mutual secu-
rity ally, the United States, and the 
international  community  to  stop  
Pyongyang,  according  to  Mr  
Yoon’s office.

The  two  leaders  spoke  on  the  
phone  hours  after  Pyongyang  
lobbed  two  short-range  ballistic  
missiles into the waters off its east-
ern coast on Thursday, marking its 
sixth provocation in the two weeks 
since South Korea and the US re-
sumed a major joint naval drill.

Hours after the missile test in the 
morning, a group of 12 North Ko-
rean warplanes were seen flying in 
formation and seemingly conduct-
ing firing drills north of the inter-
Korean  air  boundary.  This  
prompted the South to deploy 30 
fighter jets.

North Korea’s accelerated pace 
of missile testing – 24 rounds this 
year alone,  compared with eight 
last year and four in 2020 – has 
raised concern about the regime’s 
growing nuclear capability as nu-
clear talks that began in 2018 re-
main in deadlock.

The US accused China and Rus-
sia of  providing “blanket protec-
tion” to North Korea and vetoing ef-
forts by the United Nations Secu-
rity  Council  to  impose  stronger  
sanctions on the regime. 

US Ambassador to the UN Linda 
Thomas-Greenfield said at a Secu-
rity Council meeting on Wednes-
day that the two nations “have en-
abled Kim Jong Un” and rewarded 
the North “for their bad actions”. 

China’s deputy UN ambassador 
Geng Shuang, however, urged the 

Security Council to play a more con-
structive role instead of relying on 
strong rhetoric or pressure.

“Discussions  and  deliberations  
should  contribute  to  a  detente,  
rather than fuelling escalation,” he 
said. “They should promote the re-
sumption  of  dialogue  instead  of  
widening  differences,  and  forge  
unity  instead  of  creating  divi-
sions.”

Moscow and Beijing have in re-
cent  years  pushed  for  easing  of  
sanctions as an incentive for Py-
ongyang to return to dialogue.

Nuclear  talks  between  Py-
ongyang  and  Washington,  bro-
kered  by  Seoul,  broke  down  in  
2019 due to differences over sanc-
tions  relief  and  denuclearisation  
steps.

Both sides have kept the door to 
dialogue open, but the North has 
ramped up missile testing as the 
South and  the  US  toughen  their  
stance  against  it.  North  Korean  
leader Kim Jong Un said in Septem-
ber that there will be “absolutely 
no denuclearisation, and no negoti-
ation  and  no  bargaining  chip  to  
trade”. 

The regime is widely expected to 
conduct  its  seventh  nuclear  test  
this  year.  The  provocations  on  
Thursday are viewed as an appar-
ent protest over the recent South 
Korea-US naval drills.

Pyongyang on Thursday also con-

demned the US for redeploying a 
nuclear-powered  aircraft  carrier  
to waters east of the Korean penin-
sula, calling it a “serious threat to 
the stability” of the region.

First  deployed  for  last  week’s  
joint drills, the USS Ronald Reagan 
returned on Wednesday for a trilat-
eral exercise with South Korea and 
Japan,  a  day  after  North  Korea  
launched  an  intermediate-range  
missile that flew over Japan.

Senior research fellow Lee Sung-
hoon of the Institute for National 
Security Strategy warned of more 
tests ahead, saying that the North 
has adopted a more offensive nu-
clear doctrine, and additional tests 
will serve “as a touchstone to deter-
mine the level of aggression”.

Ewha Womans University’s asso-
ciate  professor  of  international  
studies  Leif-Eric  Easley said  the  
North is developing weapons “as 
part of a long-term strategy to out-
run South Korea in an arms race 
and  drive  wedges  among  US  al-
lies”.

“Diplomacy isn’t dead, but talks 
aren’t about to resume either,” he 
said. “Pyongyang is still in the mid-
dle of a provocation and testing cy-
cle and is likely waiting until after 
China’s  mid-October  Communist  
Party congress to conduct an even 
more significant test.”

changmc@sph.com.sg

The National Parks Board said 
genetic testing is being carried out 
on the seized horns to identify which 
species of rhinoceros they came 
from. PHOTO: NPARKS

S. Korea, 
Japan 
condemn 
North’s 
missile 
tests

People looking 
towards North 
Korea at an 
observation 
platform, near 
the demilitarised 
zone separating 
the two Koreas, 
in Paju, South 
Korea, on 
Thursday. Hours 
after the North’s 
missile test in 
the morning, 12 
of its warplanes 
were seen flying 
in formation and 
seemingly 
conducting 
firing drills north 
of the 
inter-Korean air 
boundary. 
PHOTO: REUTERS

$1.2m haul from South Africa intercepted at 
Changi in largest seizure of such horns here

MORE MISSILE TESTING TO COME

Diplomacy isn’t dead, 
but talks aren’t about 
to resume either. 
Pyongyang is still in 
the middle of a 
provocation and 
testing cycle and is 
likely waiting until 
after China’s 
mid-October 
Communist Party 
congress to conduct 
an even more 
significant test.

’’EWHA WOMANS UNIVERSITY’S 
ASSOCIATE PROFESSOR OF 
INTERNATIONAL STUDIES 
LEIF-ERIC EASLEY

34kg of rhino horns seized
at airport: Man charged

North Korea 
missiles

Sources: MINISTRY OF NATIONAL DEFENCE, SOUTH KOREA; MINISTRY OF DEFENCE, JAPAN   PHOTO: EPA-EFE   STRAITS TIMES GRAPHICS

Nuclear-armed North Korea 
launched two short-range 
ballistic missiles into the sea 
on Thursday in the direction 
of Japan, the sixth launch in 
12 days and the �rst since it 
�red an intermediate-range 
missile over Japan on 
Tuesday. The North 
reportedly also has other 
missiles, including the 
submarine-launched ballistic 
missile and intercontinental 
ballistic missile.

Estimated range:
1,800km 

Tested: 2022

Jet-propelled, low 
­ying with potential 
array of short-, 
medium-, and 
long-range options

Cruise 
missile

Estimated range:
3,000km - 5,500km 

Tested: 2022

The rocket-propelled 
Hwasong-12 is 
powerful enough 
to hit US territory 
in Guam

Intermediate-
range ballistic 

missile

Estimated range:
5,500km 

Tested: 2017, 2022

Primarily designed 
for nuclear weapons 
delivery, Hwasong-15 
is believed to be 
capable of hitting 
Alaska

Intercontinental
ballistic missile

Estimated range:
1,900km 

Tested: 2021, 2022

Would allow 
deployment beyond 
the Korean 
peninsula, though 
exact capabilities 
are unproven

Submarine-
launched 

ballistic missile

Estimated range:
Various; recent tests:
700km - 1,000km 

Tested: 2021, 2022

Travels at speeds of 
at least Mach 5, 
able to manoeuvre 
mid-­ight to evade 
tracking

Hypersonic 
missile

Approximate distances 
from North Korea

1,500km

4,000km
6,000km

SRI LANKA

CHINA

MYANMAR

BANGLADESH

Hambantota

Bay of
Bengal

South
China
Sea

Indian Ocean

Seoul

Pyongyang

SOUTH
KOREA

CHINA

NORTH
KOREA

Onchon
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Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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In March 2021, the CAD and Singapore Customs conducted  
joint investigations, with assistance of HM Revenue and Customs 
of the United Kingdom (HMRC), following information received of 
an unsuccessful attempt to make Value-Added Tax (VAT) refund 
claims in another unrelated European country. 

Investigations revealed that sometime between December 
2020 and January 2021, Alan Yeo (Alan) recruited Ng Wai Wah,  
Kelvin (Kelvin) and M J-Earn Joesz (M J) to travel to London for 
the purpose of claiming fraudulent VAT refunds at Heathrow 
Airport. M J was introduced by Siddhartha Ikeda s/o Asai Thamby 
(Siddhartha) to Alan. 

Kelvin and M J were not entitled to claim such VAT refunds as 
they did not purchase the jewellery pieces in question in the 
United Kingdom. Further, the invoices which they had relied 
on to claim the refunds were fictitious. In total, they received 
EUR42,975 in VAT refunds. After obtaining the refunds, Kelvin 
and M J brought the refunds back to Singapore. On their return, 
the fraudulent VAT refunds were handed to Alan, who paid 
commissions to Kelvin, M J and Siddhartha. Alan also took a 
cut for himself. 

On 13 December 2022, the four men were charged in court 
for engaging in a conspiracy to possess the fraudulently 
obtained VAT refunds under Section 47(1)(c) of the Corruption,  
Drug Trafficking and other Serious Crimes (Confiscation of 

PP  Alan Yeo & Ors

Benefits) Act, Chapter 65A read with Section 109 of the Penal 
Code, Chapter 224. Kelvin and M J were additionally charged 
for failing to declare that they were carrying into Singapore cash 
which value exceeded the prescribed amount under Section 
48C(2) of the CDSA. 

Alan also instructed M J to bring jewellery from overseas to 
Singapore and not to declare the jewellery imported to Singapore 
Customs. As a result, M J brought several pieces of jewellery 
into Singapore without making the necessary declaration and 
was charged under Section 128B(1)(a) of the Customs Act.  
On 24 May 2023, M J was sentenced to four months and two 
weeks’ imprisonment and S$6,000 fine for the offences.

Alan was additionally charged for abetting Kelvin and M J to 
breach their cash reporting obligations and for abetting M J in 
committing the offence under the Customs Act. On 14 April 2023, 
Alan was sentenced to 10 months’ imprisonment and S$6,000 
fine for the offences. On 14 November 2023, Siddhartha has 
been sentenced to six weeks’ imprisonment.

The successful prosecution is the culmination of a joint 
transnational collaboration between HMRC and authorities 
in Singapore. This case highlights the commitment and close 
collaboration between the CAD and other law enforcement 
agencies to combat tax fraud, money laundering and other 
criminal activities.

Jaskhinder Kaur D/O Darshan Singh (Jaskhinder),  
a Singaporean female, was 59 years old when she committed 
the offences under the Corruption, Drug Trafficking and Other 
Serious Offences (Confiscation of Benefits) Act (CDSA).

In or around January 2021, Jaskhinder was approached by 
an Indian man whom she knew only as “Shyam” to receive 
monies in Singapore on his behalf. Though Shyam was an 
acquaintance whom Jaskhinder last contacted sometime in 
2014, she nevertheless agreed to and received an aggregate 
of S$164,284.36 across five separate occasions for him using 
three different bank accounts maintained by her. She acted 
on Shyam’s instructions, withdrew a total of S$160,000 in 
cash, and eventually handed them to unknown parties on four 
occasions. She was told to retain S$2,530.50 as commission 
for her efforts.

PP  Jaskhinder Kaur D/O Darshan Singh

At all material times, Jaskhinder was suspicious of the 
provenance of the funds, and harboured doubts as to the 
legality of what she was asked to do. Jaskhinder knew that 
the commission she received was disproportionately large 
relative to the role she played. Furthermore, when a bank 
blocked one of the accounts that Jaskhinder used to receive 
money on Shyam’s behalf, she opened an account with 
another bank to continue receiving monies for Shyam.

Jaskhinder pleaded guilty and was eventually sentenced to 
10 months’ imprisonment for two counts of offences – one 
count of possessing property reasonably suspected to be 
benefits of criminal conduct under Section 47AA(1) of the 
CDSA and one count of acquiring property which she had 
reasonable grounds to believe represents another person’s 
benefits of criminal conduct under Section 47(3) of the CDSA. 
An amalgamated count of acquiring properties (on three 
separate occasions) under Section 47(3) of the CDSA was 
also taken into consideration for the purposes of sentencing.
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Young Tat Ong (Young) befriended Dinh Dai Quang (Dinh),  
a Vietnamese, through an online acquaintance.  
Dinh claimed to be a high-ranking government officer in 
Vietnam and had access to stocks of S$10,000 notes, kept 
in a government warehouse in Vietnam. Dinh also claimed 
that the said notes were from the Singapore government, for 
investment in Vietnam. He offered Young a 40% commission, 
if the latter could change the S$10,000 notes to notes of 
smaller denominations. 

After Dinh sent him pictures of the S$10,000 notes,  
Young suspected that the said notes could be counterfeit 
as the colour on the notes looked dull, unlike genuine 
S$10,000 notes he had seen. Nevertheless, Young agreed 
to help Dinh to change the notes to notes of smaller 
denominations as he was attracted to the high commission 
promised by Dinh. 

On 21 March 2022, Dinh entered Singapore with five 
pieces of counterfeit S$10,000 notes and met Young at the 
airport. Young became more suspicious of the notes being 
counterfeit when he learnt that Dinh had concealed the notes 
within the inner pocket of his jeans and did not make any 
declaration when clearing immigration. He asked Dinh to sign 
an agreement, to assume legal liability as the rightful owner 

PP  Young Tat Ong & Anor

of the notes, but Dinh refused. Nevertheless, Young decided 
to proceed with the plan to change the S$10,000 notes to 
notes of smaller denominations, after Dinh gave him two 
pieces of S$10,000 notes as his commission. The next day, 
Young and Dinh went to DBS Bank, Plaza Singapura Branch. 
Dinh handed over the other 3 pieces of S$10,000 notes to 
Young and Young produced the notes to a bank officer at the 
branch. Young told the bank officer that he wanted to change 
the S$10,000 notes to notes of smaller denominations. 

The duo’s ruse failed when the bank officer felt something 
amiss and called the Police. 

Young was charged with two counts of engaging in a 
conspiracy to use counterfeit currency as genuine and was 
sentenced to 11 years’ preventive detention on 23 November 
2022. Dinh was sentenced to 33 months’ imprisonment. 

The successful conviction of the two suspects and deterrent 
high sentences imposed showed the CAD’s commitment 
to prevent counterfeit currency notes from circulating in 
Singapore. If left unchecked, the value and integrity of 
Singapore’s currency may be undermined and erode 
Singapore’s sterling reputation as a trusted business and 
trading hub.
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ENHANCING
OPERATIONAL READINESS

Building on our strengths, the CAD will continue  
to adopt technology and adapt to evolving 
challenges to enhance our operational readiness.



ENHANCING COLLABORATIONS  
WITH LAND DIVISIONS

ENHANCING OPERATIONAL READINESS

The Commercial Affairs Department (CAD) is the specialist staff 
department of the Singapore Police Force (SPF) dealing with 
commercial crimes in Singapore. It leads the SPF’s efforts in the 
fight against scams.

As part of the SPF’s plan to intensify scam-fighting efforts,  
the CAD reorganised its resources. The Anti-Scam Command 
(ASCom) was operationalised on 22 March 2022 to consolidate 
investigation and the formulation of strategies to combat scams. 
Together with the Commercial Crimes Squads (CCS) and the 
newly formed Scam Strike Teams (SST) of the Land Divisions, 
the CAD and the Land Divisions work together as members 
of a crime-fighting team, committed to bringing perpetrators  
to justice. 

Financial crime is a pervasive and serious threat to organisations 
in Singapore. The CAD actively partners local law enforcement 
agencies to deepen expertise and increase the effectiveness of 
enforcement outcomes. 

STRENGTHENING CAPABILITIES  
TO FIGHT SCAMS

FORMATION OF ANTI-SCAM COMMAND

The ASCom serves as the overall command centre for all 
scam-related investigations within the SPF, which enhances 
sense-making and allows for quicker and more targeted 
interventions and enforcement actions. It further augments 
the SPF’s scam-fighting capabilities across all SPF units and 
external stakeholders. 

The ASCom comprises the Anti-Scam Centre and three 
Anti-Scam Investigation Branches, which were reorganised 
from the enforcement branches of the former Anti-Scam 
Division. It also includes the newly formed SST within the seven 
Land Divisions which were set up to enable swifter action  
against scams. 

The ASCom continues to maintain strong partnerships with over 
90 industry players, including banks, fintech companies and other 
institutions, allowing for swifter tracing and freezing of illicit funds. 
This hampers the scammers’ efforts to layer and move illicit funds 
out of Singapore. The list of industry partners is continuously 
growing, which is testament to the CAD’s commitment in the 
continued fight against scams. 

TRANSFORMING OPERATIONS

The number of job scam cases increased exponentially from 
132 cases in 2020, to 4,554 and 6,942 cases in 2021 and 
2022 respectively. In total, victims were cheated of more than 
S$200 million. In response to the rising number of scam cases in 

Enforcement operations conducted by the ASCom and the Land Divisions

EN
H
A
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C
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Singapore, the ASCom launched Project COMBAT (Centralised 
Operational Messaging Bot, Addressing Threats) in July 2021. 
Through crowdsourcing, the ASCom identified potential victims 
and issued advisories to alert them to the danger that they may 
be falling prey to scams. The ASCom was able to achieve this by 
leveraging on Robotic Process Automation (RPA) to send mass 
Short Message Service (SMS) advisories to more than 22,500 
potential victims in 2021 and 2022. 

Similarly, the ASCom launched Project Awakenings in 
December 2021 to proactively engage potential victims of 
investment scams. The ASCom processed the intelligence that 
was gathered on unregulated or fake investment products using 
Optical Character Recognition technology and RPA. By the end 
of 2022, more than 6,200 potential victims had received the 
scam advisory from ASCom. 

The ASCom will continue to press forward in leveraging 
technologies to implement upstream and targeted intervention 
measures to alert the public to rapidly evolving scam tactics. 
 Opening of ASCom
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MAINTAINING OPERATIONAL EXCELLENCE

ANTI-SCAM OPERATIONS

The CAD partnered with the Land Divisions to carry out joint 
operations to stem the rise in scam cases. The ASCom maintained 
the enforcement tempo of Operation Quicksand to disrupt scam 
operations. This is a bi-weekly enforcement operation targeting 
money mules and scammers responsible for perpetrating a 
variety of scams, leading to the investigation of more than 7,500 
and 8,000 subjects in 2021 and 2022 respectively.

On top of that, multi-day anti-scam operations by the CAD and 
the seven Land Divisions were also mounted to tackle the cases 
by scam types. For example, with job scams consistently being a 
top scam type in Singapore, multiple operations were conducted 
to target money mules and scammers for their suspected 
involvement in job scams. Successes of these operations include 
the busting of six transnational job scam cells in 2022, which saw 
the arrest of 50 subjects overseas and 12 subjects in Singapore, 
with another 28 subjects assisting in investigations. In March 
and July 2022, the CAD also partnered the banks to uncover 
mule accounts linked to job scams and arrested 47 subjects with 
another 289 subjects rounded up for investigations. 

UNLICENSED PAYMENT SERVICES

In October 2022, the CAD mounted a joint operation with 
Jurong Division and the Ministry of Manpower upon detection 
of unlicensed payment services offered by a migrant worker at 
the dormitory he was living in. Cash and other peripherals used 
for the unlicensed activities were seized. The subject admitted 
to collecting funds from other migrant workers in the dormitory 
and assisting them with remittance to beneficiaries overseas. 
The subject also provided money changing services and top-up 
services for prepaid cards within the dormitory. These unlicensed 
activities are in contravention of the Payment Services Act 2019 
and by being self-employed in the activities, the subject also 
contravened the Employment of Foreign Manpower Act 1990. 

Leveraging on the operation, the CAD also conducted an outreach 
session to migrant workers together with the High Commission 
of Bangladesh. The CAD shared crime prevention advisories 
and impressed upon the migrant workers the danger and risks 
involved in engaging unlicensed payment services. The operation 
and engagement demonstrated the CAD’s close collaboration 
with the Land Divisions as well as external stakeholders.
 
GROUND ENGAGEMENT BY DIRECTOR CAD

With the easing of COVID-19 measures, Director CAD resumed 
his annual ground visits to the Land Divisions. Director CAD 
engaged the officers of the Land Divisions in lively dialogue 
sessions covering extensive topics from Singapore’s upcoming 
Financial Action Task Force (FATF) Mutual Evaluation to legislative 
amendments, operational efficiency and training. Director CAD 
also commended the efforts by officers in solving commercial 
crimes and reiterated the CAD’s commitment to support the Land 
Divisions in this journey 

Engaging migrant workers at the dormitory

Group photo with officers of Tanglin Division

Engaging in dialogue with officers of Ang Mo Kio Division

ENHANCING COLLABORATIONS WITH LAND DIVISIONS
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Award ceremony and award winners

Group photo of course participants

RECOGNITION AT THE DIRECTOR CAD AWARD 
CEREMONY

The hard work and contributions of officers from the CAD and the 
CCS of the Land Divisions were recognised at the annual Director 
CAD Award ceremony. Awards were presented to deserving 
individuals and teams from the Land Divisions for their exemplary 
devotion to duties, operational efficiency and dedication in solving 
commercial crimes. 

This year, Tanglin Division emerged as the top performer in the 
CAD annual staff audit on commercial crime investigations.  
This is an annual audit carried out by the CAD on the commercial 
crime investigation standards of the Land Divisions. It creates 
friendly competition among the Land Divisions to improve their 
crime-fighting capabilities.

BUILDING CAPABILITIES TOGETHER

WHITE COLLAR CRIME INVESTIGATION COURSE

The CAD is committed to building capabilities in handling 
complex investigations. An annual course on white-collar crime 
investigations is conducted to elevate the competence amongst 
local law enforcement agencies. The course was attended 
by participants from the local agencies, including the Central 
Narcotics Bureau, the Corrupt Practices Investigation Bureau,  
the Inland Revenue Authority of Singapore, the Monetary 
Authority of Singapore, the Accounting and Corporate Regulatory 
Authority, the SkillsFuture Singapore and the Singapore Customs. 
During the course, participants were equipped with knowledge of 
economic crimes, emerging crimes and money laundering trends.
 

FINANCIAL INVESTIGATION INTERMEDIATE WORKSHOP

As a joint initiative, the CAD continued to collaborate with the 
Criminal Investigation Department and the Home Team School of 
Criminal Investigation to curate a comprehensive and progressive 
curriculum for the financial investigation courses. 

The basic financial investigation course has been incorporated 
into the syllabus of the Home Team Basic Investigation 
Course and Senior Officers’ Basic Course. The intermediate 
financial investigation course will be conducted twice a year to 
equip investigation officers with advanced skills and in-depth 
knowledge, such as the fundamentals to concealed income 
analysis. The CAD introduced a segment on selected FATF 
recommendations in the intermediate course to sensitise 
officers on the risks and consequences of money laundering,  
and how investigators can play a part in Singapore’s upcoming 
FATF Mutual Evaluation.

ENHANCING COLLABORATIONS WITH LAND DIVISIONS
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PARTNERSHIPS WITH  
STAKEHOLDERS AND COMMUNITY
The fight against scams and money laundering requires a strong 
partnership with stakeholders and the community. The CAD 
recognises the importance of close collaboration, both among 
government bodies as well as alongside the private sector,  
to combat financial and commercial crimes.

In today’s digital economy landscape, the world is adapting to 
the challenges and changes brought upon by the COVID-19 
pandemic. It is of utmost importance to establish robust 
partnerships with stakeholders and the community to jointly 
confront these challenges. Through collective efforts in the 
exchange of information, collaborative initiatives and the 
promotion of public awareness, the CAD remains resilient in its 
mission to prevent, deter and detect financial crime.

COMMUNITY OUTREACH

Scam Awareness

Scams remain on a rising trend and the CAD is cognisant of 
the importance of scam awareness and prevention efforts. 
The CAD believes that fighting scam is a community effort and 
the importance of public education cannot be undermined.  
The CAD undertakes public education and inculcation efforts 
and has been involved in numerous sharing sessions to 
the public and relevant stakeholders. The aim is not only in 
identifying scams and potential victims but also stemming the 
movement of tainted funds. 

Project TEMPESTE (To Effectively Message People, Eradicating 
Scams Till End)

Scam trends constantly change, and new scam types frequently 
arise. The CAD initiated Project TEMPESTE, which means 
‘storm’ in French, to carry out direct sharing of bite-sized public 
messaging by leveraging the social circles of Singapore Police 
Force (SPF) officers and partner agency advocates. Under this 
initiative, scams trends observed by the Anti-Scam Command 
(ASCom) will be translated into short educational videos to 
educate the public on the latest scam modus operandi, raise 
awareness and vigilance against these varying modes, and warn 
the public through scam advisories. The videos are disseminated 
via messaging platforms such as WhatsApp and Telegram by 
officers and advocates. Recipients are encouraged to spread the 
videos further for maximum outreach.

Project WISE (Workers In-sync with Scam Education) 

In collaboration with the Ministry of Manpower’s Assurance, Care 
and Engagement group, Project WISE was initiated to tackle 
scams involving migrant workers. The CAD conducted outreach 
engagement sessions to raise the migrant workers’ awareness 
against scams as well as educate them on scam typologies and 
crime prevention measures. Since its inception in 2022, the CAD 
has reached out to more than 6,240 migrant workers through 
engagement sessions conducted under Project WISE.

Crime Prevention Events

The CAD participated in various crime prevention events 
and outreach programmes to educate the public and raise 
awareness. This is aimed at equipping members of the public 
with key information so that they may protect themselves from 
falling prey to scams. 

The CAD had the privilege of sharing at the following events:

–	 Facebook Live with Dr Maliki Osman for an outreach by East 
Coast GRC to engage their residents through digital means.

–	 SPF-CSA-Shopee Live Evening Show titled “How to Protect 
Yourself Online”, where the CAD shared common scam 
typologies and scam prevention advisories to more than 
10,000 viewers online. 

–	 “Hello Police?” series published on the SPF’s Facebook Page. 
In collaboration with the Public Affairs Department of the SPF, 
the CAD featured an episode on the tell-tale signs of being 
used as a money mule.

–	 Scaminar! The Fight Against Scams, an inaugural national 
webinar on scams organised by The Home Team Behavioural 
Sciences Centre, Ministry of Home Affairs (MHA) aimed at 
highlighting the multi-pronged approach adopted by the 
government, industry, and community partners in tackling 
the increasing prevalence of scams. The CAD shared on the 
strengthening of our enforcement efforts on scams.

–	 Rated J-NCPC Facebook Live Anti-Scam Talk. Together with 
the National Crime Prevention Council, the CAD joined Rated 
J in a special episode to share on scams with Filipino viewers 
residing in Singapore and Philippines.

Project Checkmate Daze

With the proliferation of scams, remittance services are exploited 
as a conduit for transfer of criminal proceeds. The CAD Intelligence 
Division’s Project Checkmate Daze maintains strong connections 
with remittance agencies to disrupt scams and intercept victims’ 
funds from being transferred out of Singapore through remittance 
services. In 2021 and 2022, Project Checkmate Daze prevented 
losses of over S$360,000.
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PARTNERSHIPS WITH STAKEHOLDERS AND COMMUNITY

Holistic Approach in Deterring Government Grant Fraud

As the Government continues to provide financial support to both 
Singaporeans and local businesses in the form of grants and 
support schemes totalling billions of dollars, the CAD is committed 
to preventing public monies from ending up in the wrong hands. 
In addition to conducting investigations against perpetrators who 
defraud the Government, the CAD also proactively contributes to 
the Whole-of-Government (WOG) efforts in strengthening grant 
governance and enhancing capabilities in fraud prevention and 
detection across grant administering agencies.

The CAD continues to engage with the stakeholders within 
the grant administering community through various platforms. 
These include the Inter-Agency Forum on Countering Fraud 
against Government Assistance Schemes, that was jointly set up 
by the CAD and the Inland Revenue Authority of Singapore to 
encourage government grant agencies to share their experiences 
and best practices in grant administration. In May 2022,  
the 9th Inter-Agency Forum was held with 28 agencies 
participating in discussions on intelligence sharing via the WOG 
Fraud Detection Platform, as well as techniques to improve the 
interviewing skills of grant administrators. To provide customised 
guidance and support, the CAD also conducts specialised training 
workshops and holds one-on-one discussions with the different 
grant administering agencies to address their specific needs.

To reach out to a larger audience, the CAD also presented at 
conferences, such as the Risk Management and Audit Webinar 
organised by the MHA and the Public Sector Internal Audit 
Conference organised by The Institute of Internal Auditors 
Singapore, to raise awareness of fraud risks and share risk 
mitigation strategies.

Memorandum of Understanding (MOU) with the Institute 
of Singapore Chartered Accountants (ISCA)

On 2 February 2023, the CAD and the ISCA signed an MOU to 
advance the development of financial forensics in Singapore and 
collaborate on areas of mutual interest. 

Nurturing a pool of financial forensic professionals who are skilled 
in uncovering financial fraud and the use of digital forensics 
will help to bolster the nation’s fight against financial crime.  
The collaboration between the CAD and the ISCA will enrich the 
talent pool and benefit the financial industry as a whole.

The CAD and the ISCA will also support each other’s professional 
development programmes and collaborate on the development 
of research and knowledge resources in financial forensics.  
The MOU marks the beginning of a new chapter in leveraging on 
public-private partnerships to efficiently combat financial crime.
 

Sharing at the Public Sector Internal Audit Conference

Group photo of CAD and ISCA officersISCA President, Mr Teo Ser Luck and Director CAD, Mr David Chew displaying 
the signed MOU

Sharing at the Risk Management and Audit Webinar
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PARTNERSHIPS WITH STAKEHOLDERS AND COMMUNITY

ANTI-MONEY LAUNDERING EFFORTS

The Anti-Money Laundering and Countering the Financing 
of Terrorism Industry Partnership (ACIP)

Since its inception in 2017, the ACIP has been a significant step 
forward in the CAD’s commitment to combat financial crimes. 
Chaired jointly by the Monetary Authority of Singapore (MAS) 
and the CAD, the ACIP stands as a testament to a collaborative 
spirit, uniting stakeholders from the financial sector, regulatory 
bodies, law enforcement agencies, and other governmental 
entities. This convergence of expertise allows for the collective 
identification, assessment, and mitigation of the ever-evolving 
risks of money laundering, terrorism financing, and proliferation 
financing (ML, TF, and PF).

A foundation of the ACIP’s success lies in its Steering Group, 
supported by various proficient working groups aimed at studying 
key areas of interest. Notably, in 2022, the ACIP established 
the Digital Assets Risk Management working group to provide 
essential guidance to banks in managing ML, TF, and PF risks 
arising from digital asset-related customer relationships. Over the 
years, the ACIP has played a crucial role in heightening industry 
awareness by issuing advisories that shed light on significant cases 
and typologies. These have been complemented by the issuance 
of best practice papers, offering invaluable recommendations to 
financial institutions to enhance their capabilities in identifying, 
preventing, and disrupting illicit financial activities.

The essence of the ACIP extends beyond its advisory role.  
The ACIP acts as a dynamic platform for the exchange of 
intelligence and insights between the public and private 
sectors. This shared collaboration has proven instrumental 
in expediting investigations in priority cases, forging strong 
partnerships between the banks, the MAS and the CAD. Swift 

action has enabled the interception of illegal proceeds and 
the blocking of fund transfers linked to suspicious accounts. 
Notable achievements, such as the recent Agritrade case, 
highlight the pivotal role of the ACIP in facilitating information 
exchange leading to successful outcomes. Looking ahead, 
the ACIP aspires to harness this positive momentum to further 
fortify Singapore’s resilience against the enduring risks of ML, TF  
and PF.

The Association of Certified Anti-Money Laundering 
Specialists (ACAMS) Anti-Money Laundering  
& Anti-Financial Crime Symposium and Singapore 
Chapter Event

The ACAMS Anti-Money Laundering & Anti-Financial Crime 
Symposium and Singapore Chapter Event gathered anti-financial 
crime leaders and professionals to discuss the challenges 
faced by the industry and the possible solutions to overcome  
these challenges.

Participants were updated on global money laundering trends 
and new developments in Singapore as well as recent regulatory 
actions and guidance from the Financial Action Task Force (FATF).

The CAD was invited as a guest speaker for both events. The CAD 
emphasised on the importance of public-private partnerships 
and spoke on some of the initiatives including ACIP, Production 
Orders: Electronic Transmission (POET) as well as Collaborative 
Sharing of Money Laundering/Terrorism Financing Information 
and Cases (COSMIC) developments which will help to facilitate 
the collaborative sharing of information on money laundering and 
terrorism financing. The CAD also shared on scams, challenges in 
cross-border asset recovery and Singapore’s existing mechanisms 
and infrastructure to enable effective asset recovery.

Group photo with the President of the FATF, Mr T Raja KumarSharing at the ACAMS Singapore Chapter Event
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PARTNERSHIPS WITH STAKEHOLDERS AND COMMUNITY

The Association of Banks in Singapore (ABS) Financial 
Crime Seminar

The CAD recognises that the abuse of legal persons for money 
laundering and other financial crimes is a concerning international 
trend. The advent of new technology and rapid advancements 
further create opportunities for abuse by criminals. To this end, 
the CAD keenly participated in the ABS Financial Crime Seminar 
to share on the emerging threats and typologies in the current 
digitally empowered landscape. The CAD highlighted the 
pivotal role that banks assume as gatekeepers in safeguarding 
against digital risks within the rapidly evolving environment. 
This collaborative exchange of insights underscores the CAD’s 
commitment towards fortifying our financial sector against the 
challenges of the digital age. 
 

The Chartered Secretaries Institute of Singapore (CSIS) 
6th Corporate Service Providers (CSPs) Conference

Organised by the CSIS, the 6th CSPs Conference aims to provide 
regulatory updates and discuss compliance and governance 
practices for CSPs. The CSIS is a non-profit professional 
institute that promotes effective governance and administration 
for corporate sectors, as well as set professional standards for 
Singapore Chartered Secretaries and governance professionals. 
The conference carried the theme “Emerging stronger from the 
pandemic” and was attended by CSPs, CSIS members and 
company secretaries.

CSPs provide a wide range of services and activities for their 
clients. These include acting as a director or secretary of a 
company, providing a registered business address or office for 
companies and acting as trustees. Criminals may leverage on 
such services to retain proceeds of their crimes, while concealing 
the origin and ownership of these assets by setting up shell 
companies. This highlights the importance of the role played by 
CSPs in identifying risks and exercising oversight.

The CAD was invited to speak at the conference about the red 
flags and anti-money laundering trends associated with the 
industry. The CAD highlighted key takeaways to raise awareness 
on the misdemeanours that are happening in the industry and 
emphasised on how CSPs could be held liable and taken to task.

Sharing at the ABS Financial Crime Seminar 
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Training for Non-Profit Organisations (NPOs) Supervisors 
and Sector Administrators

NPOs remain as susceptible targets to exploitation by terrorists, 
given that they enjoy a high level of public trust and may 
sometimes have access to considerable sources of funds due 
to donations or grants. In addition, given that some NPOs may 
have an extensive reach, the possible global presence provides a 
framework for national and international operations and financial 
transactions, which may be prone to exploitation by terrorists. 
Some NPOs may have weak financial administration practices 
and there may be less oversight in terms of due diligence checks 
on donors and recipient organisations to ensure that the source 
and use of donated funds are legitimate. 

The abuse of NPOs may take many forms, which can include 
exploiting charity funding or setting up charities as a sham 
to raise and move funds to support terrorist organisations  
and operations.

Together with the Internal Security Department, the CAD was 
invited to conduct a briefing for the Charities Unit including Sector 
Administrators, as well as other NPOs supervisors – the Majlis 
Ugama Islam Singapore (also known as the Islamic Religious 
Council of Singapore), the Accounting and Corporate Regulatory 
Authority and the Registry of Societies on terrorism threat to 
Singapore and Terrorism Financing threats concerning NPOs.

The CAD presented on several terrorism financing case studies, 
which were relevant to the NPOs and shared relevant red flag 
indicators of terrorism financing that NPOs should pay attention 
to in carrying out their day-to-day operations.

Safe & Secure Payments Industry Seminar

Jointly organised by the CAD and the MAS, the Safe & Secure 
Payments Industry Seminar was well received by more than 300 
participants over two sessions, including members from the 
Remittance Association of Singapore and the Money Changer 
Association of Singapore. Underlined by active engagements and 
positive feedback, the participants benefited from the informative 
and insightful presentations. The Seminar provided an excellent 
opportunity for officers and working partners to collaborate and 
showcase awareness and best practices on payment services  
in Singapore.
 

PARTNERSHIPS WITH STAKEHOLDERS AND COMMUNITY

Group photo of participants at the Safe & Secure Payments Industry Seminar

Panel discussion at the Safe & Secure Payments Industry Seminar
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PARTNERSHIP WITH STAKEHOLDERS – 
OPERATION HIGHLIGHTS

Scam attempt foiled in partnership with digital asset 
trading firm

The CAD was alerted by the staff of QCP Capital Pte Ltd to a 
suspected case of cheating. Pursuant to the report, officers from 
the CAD responded to the case and ascertained that a 59-year-old 
woman had been scammed into providing her personal details 
and banking credentials.

Investigations revealed that the victim had fallen prey to a 
Government Official Impersonation Scam where she was 
instructed by the scammer to provide her personal particulars 
and all her bank account details, including internet banking 
credentials for the purpose of police investigations.

QCP Capital Pte Ltd discovered discrepancies when a new 
customer using the identity of the victim had tried to register an 
account online with the company. After performing due diligence 
checks as part of the onboarding process, QCP Capital Pte 
Ltd suspected something was amiss and quickly notified the 
CAD who acted swiftly to contact the victim. Due to the timely 
intervention, the scam attempt involving a sum of S$500,000  
was foiled.

Disruption of scams and money mule activities involving 
relinquishment of Singpass credentials 

Between 13 and 15 July 2022, pursuant to a collaboration with 
a bank, the CAD conducted an operation leading to the arrest 
of 12 subjects for suspected scam-related money laundering 
activities involving more than S$2 million. Another 14 subjects 
were rounded up for investigations as they had handed over their 
personal bank accounts to the scammers or relinquished their 
Singpass credentials, which were then misused to open bank 
accounts for receiving and transferring scam proceeds. 

Innovation in scam prevention

In collaboration with Oversea-Chinese Banking Corporation 
Limited (OCBC), the CAD utilised Robotic Process Automation 
technology in conducting an operation from March to April 
2023. During the operation, officers from the CAD and OCBC 
conducted live interventions by analysing the flow of funds in 
bank accounts which were surfaced in scam reports. The CAD 
and OCBC worked together to identify scam victims who had 
been transferring funds into these bank accounts and more than 
1,000 SMSes were sent to alert scam victims of the ongoing 
scams perpetrated against them.

The operation saw more than 500 fraudulent bank accounts 
analysed, preventing potential losses of over S$12.6 million for 
more than 700 victims. The CAD will look to scale this operation 
with other banks to further improve its outreach.

PARTNERSHIPS WITH STAKEHOLDERS AND COMMUNITY

10/12/23, 6:35 PM Joint police-OCBC operation stops scam losses of more than $12.6m for 700 victims | The Straits Times

https://www.straitstimes.com/singapore/joint-police-ocbc-operation-prevents-scam-losses-of-more-than-126-million-for-700-victims 1/4

Joint police-OCBC operation stops scam losses of more
than $12.6m for 700 victims

Michelle Ng

SINGAPORE – Live interventions were carried out during a recent month-long joint operation by

the Singapore Police Force’s Anti-Scam Centre (ASC) and OCBC Bank to prevent losses of more

than $12.6 million for more than 700 victims.

Officers from ASC and OCBC conducted live interventions by analysing in real time the fund

flows to more than 500 bank accounts which surfaced in scam reports, said the police on Sunday.

Officers from the Anti-Scam Centre and OCBC conducted live interventions by analysing fund flows to bank accounts in real time.  PHOTO: SINGAPORE POLICE FORCE
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Theresa Tan
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A man who searched for his birth 
family  for  years  was  finally  re-
united with his eight biological sib-
lings at the age of 59, after he hit on 
the idea of searching online for his 
birth mother’s  name, along with 
the word “obituary”.

Furthermore, Mr Richard Yong 
discovered at the reunion in De-
cember last  year that one of  his  
brothers,  a  retired  fighter  pilot,  
had been his superior while he was 
with the Republic of Singapore Air 
Force (RSAF) in the 1980s.

Now 60, and one of the owners 
of a defence and security firm, Mr 
Yong said of finding his family: “I 
got  the  closure  that  I  needed.  I  
found so much warmth from my 
siblings, who accepted me.”

His brother, Mr Tom Wong, 73, 
the retired pilot, said their reunion 
was a miracle as the family had not 
thought  it  would  be  possible  to  
find their youngest sibling.

Mr Yong’s mother was pregnant 
when his father, a varnisher, suf-
fered serious burns from an acci-
dent at  work and was unable  to  
work  for  an  extended  period  of  
time.

The eldest son in the family, Mr 
Wong Ming Chee, a 75-year-old re-
tired teacher, said his late parents 
had no choice but to place their 
youngest child for adoption.

His mother often thought of Mr 
Yong but asked her children not to 
look for him as she was afraid it 
would unsettle his family life.

Mr  Wong  added:  “Our  reunion  
was quite  emotional  as  everyone  
cried or at least teared a bit. We did 
not need to do a DNA test as Richard 
looks a lot like one of my brothers, 
and he showed us his birth certifi-
cate with our mother’s name.

“We  are  glad  that  we  found  
Richard and that he is in a good 
state (in life) and is a responsible 
fellow.”

In  May,  The  Straits  Times  re-
ported that the Ministry of Social 
and Family Development is assess-
ing if it should set up an adoption 
register containing information on 
birth  parents  and  the  circum-

stances under which a child was 
placed for  adoption,  to  facilitate  
contact between adopted children 
and their birth parents.

Mr Yong supports the formation 
of such a register. “As an adopted 
child, I feel it’s my right to know 
my identity,” he said.

Mr Yong,  who is  married with 
two children, said he had long sus-
pected  he  was  adopted  as  the  
name of the mother listed on his 
birth  certificate  was  not  his  
mother’s name.

The name of his adoptive father 

is on his birth certificate.
His  adoptive  parents,  a  me-

chanic and a housewife, told him 
that the staff  who registered his 
birth had made an error with his 
mother’s name, and Mr Yong took 
his parents’ word for it.

He has a  sister six  years older 
who was also adopted.

A day before his father died after 
suffering a stroke, he told Mr Yong, 
who was then aged 27, that he was 
adopted.

Mr Yong said: “I was in a lot of 
shock and I felt quite cheated. It 

meant that everyone knew I was 
adopted except me.

“The things that really bothered 
me for many years were: Who am 
I? Who are my biological parents? 
Why did they not want me? In a 
way, I felt abandoned.

“And each time I saw a doctor 
who asked about my genetic his-
tory,  I  had  no  idea  (how  to  an-
swer).”

After  her  husband’s  death-bed  
confession,  his  adoptive  mother  
told Mr Yong that his birth father’s 
surname was Wong and that his  

birth parents had many children.
She also said the family lived in 

the Dakota area.
Mr Yong said: “My adoptive par-

ents loved me a lot and I’m truly 
grateful to them.”

About  a  decade  ago,  after  his  
adoptive mother died, he decided 
to look for his biological family. He 
wanted  his  children  and  future  
grandchildren to know their her-
itage, among other reasons.

He  searched  online  using  the  
woman’s name stated on his birth 
certificate, but found nothing.

In  November  last  year,  while  
looking for a friend’s obituary on-
line, he thought he could do the 
same for his birth mother.

He found an elderly woman who 
had died in 2008 with an almost 
identical name except for one let-
ter.

She had four sons and four daugh-
ters, and her late husband was a Mr 
Wong.  Among  other  clues,  her  
wake was held in the Dakota area.

“When I saw the obituary, it was 
the most unsettling 10 to 15 min-
utes of my life,” he said. “I shouted 
to my wife: I found my mother.”

Trawling through the Facebook 
accounts of her children, he found 
that they had a common friend. Mr 
Joseph Chong, 63, had been a pilot 
in the same squadron in the RSAF 
as Mr Yong, and was related to the 
Wongs through his mother, their 
cousin.

Mr Chong connected Mr Yong 
with his biological siblings.

Mr  Yong  said  he  was  initially  
afraid that his siblings might not be 
keen to see him, but his fears were 
unfounded.  They  welcomed  him  
with open arms.

Mr Tom Wong recalled his great 
surprise when he learnt that one of 
his  subordinates  at  Tengah  Air  
Base in the 1980s, an enthusiastic 
and  hard-working  weapon  sys-
tems  officer,  was  in  fact  his  
brother.

He said: “At that time, he was so 
near to me but I didn’t know he was 
my  blood  brother.  It’s  like  the  
world is so small.”

Since their first meeting in De-
cember last year, the siblings have 
met regularly. Mr Yong has been to 
Perth to visit Mr Tom Wong, who 
lives there part of the time, and an-
other sister.

He is also impressed by how ac-
complished  his  siblings  are  and  
their common love of sports.  Mr 
Yong used to run ultra-marathons 
for fun and sailed as a hobby.

He found out his eldest brother, 
Ming Chee, was a 1983 South-east 
Asian Games gold medallist in sail-
ing, and another brother, Lorgan, 
63,  was  once  a  champion  wind-
surfer.

Yet another brother, Jimm, 68, is 
a  maker  of  traditional  Chinese  
lanterns whose work is currently 
part of a National Heritage Board 
exhibition.

Mr Yong said: “I’m so grateful for 
how things turned out, but there is 
also a tinge of regret. Why didn’t I 
do this earlier? There could have 
been a chance I would have met 
my biological mother.”

theresat@sph.com.sg

Administrator Belinda Low, 64, 
with a mural she worked on, 
depicting an old food stall selling 
fish soup. 

Madam Low was recently 
diagnosed with a chronic illness, 
but this did not stop her from 
pursuing her passion in art.

Over multiple weekends since 
last month, she has volunteered 
to work on murals, which are 
among nine new ones unveiled in 
Kreta Ayer town.

The works, by nine artists and 
more than 200 residents, 
volunteers and community 
partners, depict iconic scenes and 
experiences in Singapore.

They are part of a 
community-building art initiative 
to celebrate National Day by the 
Kreta Ayer-Kim Seng Citizens’ 
Consultative Committee and SG 
Cares Volunteer Centre @ Kreta 
Ayer, which is operated by New 
Hope Community Services, the 
organisers said in a statement 
yesterday. 
ST PHOTO: SYAMIL SAPARI

Eleven men and a woman, all aged 
between 17 and 30, were arrested 
last  week  for  suspected involve-
ment in scam-related money-laun-
dering  activities  involving  more  
than $2 million. 

During a three-day operation be-
tween Wednesday and Friday, is-

landwide raids were conducted to 
nab the 12, said the police in a state-
ment on Saturday. 

Another  11  men  and  three  
women, all aged between 17 and 67, 
are assisting with investigations. 

These  14  individuals  had  al-
legedly handed over their personal 

bank accounts to scammers or relin-
quished  their  Singpass  accounts,  
which were then used by the scam-
mers to open bank accounts. 

The suspects are being investi-
gated for  helping  with  unautho-
rised access to computer material 
and cheating. 

The  police  said  money  mules  
help scammers  by receiving and 
transferring  proceeds  of  scams  
through their bank accounts, or by 
surrendering their bank accounts 
to scammers. 

Money mules play a key role in 
scams, as scammers rely on these 
bank accounts as conduits for their 
ill-gotten gains, the police added. 

To avoid becoming involved in 
money-laundering activities, mem-
bers of the public should always re-
ject requests if others ask to use 
their personal bank accounts, the 
police said. 

They  should  also  avoid  relin-
quishing their  Singpass accounts 
to others, as scammers are able to 
use those accounts to access vari-
ous  digital  facilities,  including  
opening bank accounts. 

People found guilty of facilitat-
ing unauthorised access to  com-
puter material can be jailed for up 
to two years and fined. Those con-
victed of unlawfully disclosing ac-
cess codes can be jailed for up to 
three years and fined. 

Individuals convicted of cheat-
ing can be jailed for up to three 
years and fined.

Left: Mr Richard Yong (in blue) greeting his oldest brother Ming Chee at a dinner to mark the latter’s birthday on July 4. ST PHOTO: ARIFFIN JAMAR
Right: Mr Jimm Wong, Mr Richard Yong and Mr Wong Ming Chee at their reunion in December last year when Mr Yong met his siblings for the first time. PHOTO: LENA TEO

59-year-old put up 
for adoption at birth 
says he has now got 
the closure he needed 

Celebrating scenes of Singapore

Man reunites with 8 siblings after long search

NEVER GOT TO MEET BIRTH MUM

I’m so grateful for how 
things turned out, but 
there is also a tinge of 
regret. Why didn’t I do this 
earlier? There could have 
been a chance I would have 
met my biological mother.

’’MR RICHARD YONG, who began 
seeking his biological family about a 
decade ago, after his adoptive 
mother died.

12 suspects nabbed over scam-linked 
money laundering involving $2m

Mr Richard Yong said one reason he 
sought out his biological family was 
because he wanted his children and 
future grandchildren to know their 
heritage. ST PHOTO: ARIFFIN JAMAR

THE STRAITS TIMES

STOP
SC MS

The number of scams reported 
in Singapore has risen sharply 

over the years.
THE STRAITS TIMES

has launched a STOP SCAMS 
initiative to create awareness 
and alert people to how they 

can protect themselves.

For more on scams, go to: str.sg/stopscams

B2 SINGAPORE | THE STRAITS TIMES | MONDAY, JULY 18, 2022 |

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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STRENGTHENING 
STRATEGIC PARTNERSHIPS

As financial crimes evolve, the CAD will strengthen  
and expand our partner networks to sharpen  
the effectiveness of our operations.



INTERNATIONAL  
PARTNERSHIPS

ST
R
EN

G
T
H The widespread convenience and speed of transactions provided 

by technology and global financial systems have enabled criminals 
to work across borders. Given the increasingly transnational 
nature of crime, international cooperation plays a particularly 
important role in Anti-Money Laundering and Counter-Financing 
of Terrorism (AML/CFT) implementation.

As an international finance and trade centre, Singapore faces 
significant risks from money laundering, terrorism financing and 
proliferation financing activities. The CAD remains committed 
in forging strong partnerships with foreign counterparts and 
stakeholders to achieve enforcement outcomes.

FORTIFYING TIES IN THE INTERNATIONAL  
AML/CFT COMMUNITY

The International Criminal Police Organization 
(INTERPOL) Partnerships

INTERPOL Global Financial Crime Task Force

The INTERPOL Global Financial Crime Task Force (IGFCTF) 
is a project seeking to address three broad categories of 
transnational financial crime: cyber-enabled fraud, money 
laundering schemes and COVID-19 related crimes. These are 
primary areas of concern faced by many countries, and the 
IGFCTF aims to reduce the worldwide volume and impact of 
financial crime through enhanced international cooperation 
and innovation with public and private partners. Singapore was 
one of the 13 selected member countries tasked to focus on 
COVID-19 related crimes as a proof of concept and help build 
on operational collaboration through the IGFCTF. The CAD is 
Singapore’s representative for the IGFCTF.

Through the IGFCTF, the INTERPOL intended to implement a 
global stop-payment mechanism to assist member countries 
to take effective actions to intercept illicit financial flows. Given 
Singapore’s status as an international financial hub, the ability to 
leverage on a standardised set of procedures and willing partners 
to swiftly intercept illicit payments is paramount. As such,  
the CAD worked with the INTERPOL to develop the stop-payment 
mechanism for it to be an effective mechanism in depriving 
criminals of their criminal proceeds.

To showcase the effectiveness of the INTERPOL’s stop-payment 
mechanism, the CAD was a strong advocate for utilising it in the 
interception of illicit funds from cyber-enabled fraud and it led to 
many countries benefitting from this initiative. The CAD also saw 
success on the operational front with the successful interception 
of more than US$300,000 in scam proceeds arising from 
swift coordination between the CAD and the United Kingdom 
authorities. With the IGFCTF being a successful proof of concept 
for the stop-payment mechanism, the INTERPOL proceeded to 
formally launch it in 2023, naming it the INTERPOL Global Rapid 
Intervention of Payments (I-GRIP).

Project TORII

Launched in July 2021, Project TORII is a capacity-building 
initiative funded by Japan’s Ministry of Foreign Affairs that aims 
to establish stronger collaboration against illicit financial flows 
derived from transnational financial crimes in Southeast Asia.  
It seeks to do so by enhancing countries’ capabilities in tackling 
the evolving phenomenon of financial fraud and illicit financial flow 
schemes, particularly through stop-payment mechanisms.

In December 2021, more than 40 participants from 15 countries 
took part in a five-day virtual workshop on “Mobilising collective 
efforts to tackle cyber-enabled financial crime”. Speakers from the 
CAD, the INTERPOL, the United States Department of Justice, 
the United Nations Office on Drugs and Crime, and the Financial 
Intelligence Unit of Luxembourg shared their best practices in 
dealing with transnational financial crimes. Participants also had 
the opportunity to engage speakers from Microsoft and Lazada 
Singapore on the prevention and detection of e-commerce 
scams via their platforms.

extracted from word doc
LOW RESOLUTION

Panel discussion on public-private partnerships

Panel discussion on anti-scam models
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INTERNATIONAL PARTNERSHIPS

The workshop concluded with several discussions on the asset 
recovery mechanisms across different jurisdictions and sharing 
of case studies by agencies, including the CAD. Countries also 
renewed their commitment to combat transnational financial 
crimes through increased collaboration to improve detection and 
strengthen recovery of stolen assets. 

Operation HAECHI

Amid an exponential increase in online fraud, the CAD took 
part in two editions of an INTERPOL-coordinated operation 
codenamed Operation HAECHI, which mobilised more than 80 
law enforcement officers from 29 member jurisdictions across  
the globe. Operation HAECHI focused on five types of online 
financial crime: investment fraud, romance scams, money 
laundering associated with illegal online gambling, online 
sextortion and voice phishing. Singapore was highlighted as 
the top-performing participating country in 2021, and carried 
this strong performance over to 2022, having intercepted over 
S$14 million and investigated over 1,500 subjects over both 
years. The CAD was invited to share operational strategies and 
experience with the law enforcement officers who participated 
in the transnational joint operations.

Funded by South Korea, Operation HAECHI is part of a three-year 
Project Anti Cyber-Enabled Financial Crimes (CEFIN) and aims to 
launch a series of transnational joint operations amongst member 
countries, through the establishment of a robust law enforcement 
network of contacts specialised in the prevention and fight against 
various areas of cyber-enabled financial crimes.

Operation First Light

Between March and May 2022, 76 countries, including 
Singapore represented by the CAD and seven land divisions, 
participated in Operation First Light, an INTERPOL-coordinated 
international clampdown on organised crime groups behind 
telecommunications and social engineering scams.

Singapore was specifically highlighted for successfully rescuing 
a teenage scam victim who had been tricked into pretending to 
be kidnapped in order to obtain a EUR1.5 million ransom from his 
parents. In addition, the CAD was also lauded for arresting eight 
suspects linked to Ponzi-like job scams, where victims would 
initially receive small fees under the guise of online marketing 
jobs but would then be required to recruit more members in 
order to earn commissions.

Globally, the operations resulted in more than 1,900 arrests and 
the interception of over US$49 million in illicit funds.

Group photos of Operation HAECHI participants

10/12/23, 6:36 PM S’pore police, Interpol seize assets worth more than $172 million in global operation against scams | The Straits Times
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S’pore police, Interpol seize assets worth more than
$172 million in global operation against scams

Nadine Chua

SINGAPORE – Over five months in 2022, the police participated in a global operation

coordinated by Interpol to tackle cyber-enabled financial crimes such as scams, that saw about

1,000 suspects arrested.

Virtual assets worth more than US$129 million (S$172.8 million) were also seized in Operation

Haechi III, said Minister of State for Home Affairs Sun Xueling in Parliament on Wednesday.

Almost $1.3 billion was lost to scams in the past two years.  PHOTO: ST FILE

UPDATED FEB 23, 2023, 12:12 PM SGT

THE STRAITS TIMES

Source: The Straits Times © SPH Media Limited
Reprinted with permission.

Key statistics of Operation First Light
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INTERNATIONAL PARTNERSHIPS

FATF-INTERPOL Roundtable Engagement (FIRE)

The Financial Action Task Force (FATF)-INTERPOL Roundtable 
Engagement (FIRE) was held in Singapore in September 
2022. The event was attended by more than 150 experts from 
law enforcement agencies, asset recovery offices, financial 
intelligence units (FIUs), prosecutors, regulators, policy makers, 
industry professionals and leading academia. Over the course of 
two days, discussions primarily involved the threat landscape of 
global financial crime as well as the challenges and solutions to 
improve global asset recovery.

The CAD was invited to speak at the event and shared on 
Singapore’s approach for effective asset recovery as well as 
overcoming challenges by leveraging multilateral networks 
and robust legislation. The CAD also shared on the need for 
multidisciplinary teams, trust and effective structures to support 
asset recovery, with trust coming from effective relationships built 
between law enforcement agencies, financial institutions and 
other parties. In Singapore’s context, the CAD will coalesce all 
relevant channels of information into the Anti-Scam Command 
(ASCom) to sense-make, disseminate information and follow up 
with quick asset recovery actions. 

At the conclusion of FIRE, the CAD summarised Singapore’s key 
takeaways on global asset recovery. These encompassed the 
need for cooperation and coordination to ensure that information 
is shared and leveraged in a timely manner; commitment at both 
senior management and political levels to ensure that sufficient 
support and resources are provided; and finally, capabilities to 
ensure that authorities are able to tackle new and emerging forms 
of financial crime.

AML/CFT EFFORTS

Commission on Crime Prevention and Criminal Justice

The Commission on Crime Prevention and Criminal Justice 
(CCPCJ) is a commission of the United Nations Economic and 
Social Council dealing in crime prevention and criminal justice. 
In May 2021, the CAD participated in a CCPCJ event titled 
“International Money Laundering Networks: building an effective 
framework to trace, seize and recover criminal proceeds” led by 
the United Nations Office on Drugs and Crime (UNODC) Regional 
Office for Southeast Asia and the Pacific.

The event focused on the threat of international money laundering 
networks as well as the operational and policy responses required 
to combat these threats. The CAD was invited as a keynote 
speaker and shared on Singapore’s proactive stance in rendering 
assistance to foreign partners through informal cooperation 
as well as the establishment of the ASCom, where the close 
collaboration with partners in the financial sector has allowed for 
rapid preservation of illicit assets and swift asset tracing.

Participants were updated on the current threats and 
risks related to international money laundering networks, 
specific disruption strategies in place, and the required policy 
development internationally. By raising awareness of the existing 
risks and threats, the event builds the ground for further policy 
discussions so that the region is better placed to combat money  
laundering threats.

Panel discussion on domestic operational responsesGroup photo of CAD officers attending FIRE
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INTERNATIONAL PARTNERSHIPS

Asia/Pacific Group on Money Laundering  
Typologies Workshop

The 23rd Asia/Pacific Group on Money Laundering (APG) 
Typologies Workshop hosted by the Malaysian government in 
November 2021 brought together participants from the public 
and private sectors to share knowledge on money laundering 
and terrorism financing trends as well as the implementation of  
AML/CFT frameworks and measures.

The CAD was invited as a panellist for the session on Proliferation 
Financing (PF) Risk Assessment, focused on the FATF standards 
for PF risk assessments, current trends and typologies, and the 
challenges faced in developing PF-related risk assessments.

As a panellist, the CAD facilitated a discussion on PF typologies 
in the Asia-Pacific region. The discussion provided insights on 
PF risks, including observations, red-flag indicators and trends, 
and typologies of cases from a law enforcement perspective.  
PF poses a serious threat to domestic and international security 
and such knowledge sharing enhances working relationships 
and capability in the Asia-Pacific region against PF threats.

International Economic Crime Course

Amidst the backdrop of the COVID-19 pandemic, the CAD 
continued with the organisation of the annual International 
Economic Crime Course (IECC) in a hybrid format, aimed at 
keeping participants abreast of the latest developments that can 
be used to tackle emerging variants of digital crimes as well as to 
allow for cross-agency exchanges of best practices.

The IECC was held in July 2022, with the theme for the 
year being “Managing the New Norm in a Digitalised Crime 
Environment”, aptly chosen to reflect the rapid digitalisation 
brought about by COVID-19. The course was attended by a 
wide range of participants from foreign government authorities, 
which included the New Zealand Police, the Queensland Police 
Service of Australia, the Criminal Investigation Department of 
the Myanmar Police Force, and the Independent Commission 
Against Corruption of Hong Kong. Local participants included 
representatives from the Monetary Authority of Singapore, the 
Inland Revenue Authority of Singapore, the Ministry of Law, and 
the Singapore Police Force.

Distinguished speakers from the INTERPOL and KPMG 
Singapore, among others, provided insights and shared expertise 
on the evolution of financial crime trends as well as emerging 
crime risks with the increased adoption of digital assets. In 
addition, participants also had the opportunity to learn from their 
peers on best practices.

As the world becomes increasingly digitalised, it is imperative 
that the CAD continues to strengthen its partnerships both 
locally and abroad, through mediums such as the IECC,  
to better combat and address cross-jurisdictional crimes.
 
6th US – Singapore Law Enforcement and Homeland 
Security and Safety Cooperation Dialogue

Established in 2014, the United States (US) – Singapore Law 
Enforcement and Homeland Security and Safety Cooperation 
Dialogue (LEHSSCD) is an annual event organised by the US 
Department of Homeland Security, the US Department of Justice 
and the Ministry of Home Affairs in Singapore. The dialogue 
is attended by participants from various law enforcement 
agencies from both the US and Singapore, and facilitates the 
exchange of views and expertise on homeland security and 
safety issues. These include cybercrime, financial crime, border 
security, illicit trade enforcement, hybrid threats, and training and  
capacity building. 

The 6th LEHSSCD was held in Singapore in July 2022. The CAD 
participated in the dialogue and shared updates on collaborations 
with the US authorities on cases involving US victims. Over 
the course of two days, participants engaged in substantive 
discussions over contemporary issues such as scams, 
cryptocurrency and violent extremism. They also exchanged 
views on threat assessments and crime trends in areas such 
as terrorism and cybercrime, with both sides expressing strong 
interest to continue these engagements beyond the dialogue. 

As the LEHSSCD is a key bilateral platform that fosters strong 
working relationships and cooperation, the US and Singapore 
agreed to renew the LEHSSCD for the third time and for it to be 
renewed automatically at the end of each three-year term unless 
any party disagrees. The LEHSSCD was previously renewed 
twice, in 2016 and 2019. This is a testimony of the strong 
partnership between the US and Singapore in law enforcement 
and homeland security and safety, and the commitment to further 
cooperation and collaboration.

Group photo of IECC participantsDistinguished speakers at IECC

Distinguished speakers at IECC

Group photo of IECC participants
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INTERNATIONAL PARTNERSHIPS

Workshop on Cyber-Enabled Financial Crimes

The CAD was invited by the Naif Arab University for Security 
Sciences (NAUSS), Riyadh to share on the ASCom’s anti-scam 
model and strategies against Business Email Compromise 
Scams. The three-day workshop, held in February 2023,  
was attended by participants from Middle Eastern countries, 
South Korea, the Netherlands, Singapore and the INTERPOL. 
The workshop allowed participants to exchange effective 
investigative approaches in fighting cyber-enabled financial 
crimes and best practices in fostering cooperation amongst law 
enforcement agencies, banking and telecommunication sectors 
and the judiciary. 

Saudi Arabia shared that they had learnt from Singapore’s 
anti-scam model in setting up their Joint Operation Centre, 
comprising the 12 main banks in Saudi Arabia and is staffed by 
64 officers round the clock. This established a channel between 
Saudi Arabia and Singapore for the purpose of funds tracing and 
asset recovery. 

BILATERAL MEETINGS

On the international front, the CAD recognises the importance of 
collaborating with foreign law enforcement agencies as crimes 
are becoming increasingly transnational in nature and utilises 
various communication channels for information exchanges.  
As such, the CAD remains committed to strengthening bilateral 
ties with foreign counterparts. 

The CAD continued to engage foreign partners amid the COVID-19 
pandemic, having virtual meetings with the French Regional 
Police Attaché and the FBI Legal Attaché. During these meetings, 
parties exchanged views on matters relating to international 
cooperation and avenues to foster closer collaboration between 
agencies. Discussions also centred around mutual crimes of 
concern and cases of interest. The CAD also held discussions 
with representatives from the Embassy of The People’s Republic 
of China and visited the Royal Malaysia Police (RMP) to seek 
collaboration and reaffirm parties’ commitment in tackling 
transnational scams. These engagements are a testament to 
the CAD’s close ties with foreign counterparts and serves as a 
platform to further efforts to tackle transnational economic crime.

With the easing of travel restrictions following the COVID-19 
pandemic, there was a gradual transition back to in-person 
meetings. The CAD hosted the People’s Republic of China 
Central Commission for Discipline and Investigation and the 
Dubai Police’s Operation Centre for Economic Crime in 2023.

Bilateral Meeting with the People’s Republic of China 
Central Commission for Discipline and Investigation

In January 2023, the CAD hosted a delegation from the People’s 
Republic of China Central Commission for Discipline and 
Investigation (CCDI). Besides sharing the respective organisational 
structures for a better understanding of each agency’s functions 
and responsibilities, the CAD addressed queries from the CCDI 
and underscored Singapore’s readiness to partner with foreign 
law enforcement agencies in joint crime-fighting efforts. Agreeing 
that continued cooperation with foreign counterparts is critical in 
disrupting criminal activities, the CAD and the CCDI reaffirmed 
commitment to tackle transnational financial crime.
  

Sharing at the workshop in Saudi Arabia

Group photo of officers from the CAD and the People’s Republic of China 
Central Commission for Discipline and Investigation
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INTERNATIONAL PARTNERSHIPS

Visit by Dubai Police’s Economic Crime Department

In March 2023, the CAD welcomed a delegation from the Dubai 
Police’s Economic Crime Department (ECD).

The CAD shared on the role of the ASCom in Singapore and the 
strategic partnerships formed with fintech, cryptocurrency, and 
remittance companies as well as telecommunications service 
providers and online e-commerce platforms. Additionally, the 
CAD highlighted positive experiences in developing strong 
public-private partnerships with the local and international banks 
in Singapore, also known as the AML/CFT Industry Partnership 
(ACIP). These partnerships have in turn allowed the CAD to be 
more robust and efficient in combatting money laundering in 
Singapore. 

The CAD recognises the importance of collaborating with foreign 
law enforcement agencies bilaterally and multilaterally across 
various communication channels for information exchanges. 

Specific cases were discussed where both agencies mutually 
acknowledged the need to continue building operational ties. 

The ECD delegation was also given a tour of the ASCom and 
presented with an overview of Singapore’s scam situation, 
enforcement actions and inculcation efforts. At the conclusion of 
the visit, the ECD delegation expressed their gratitude towards the 
CAD for the exchange of best practices in relation to anti-scam 
efforts and public-private partnerships, with plans to have 
them incorporated in their own Operation Centre for Economic  
Crime (OCEC).
 
Besides hosting foreign counterparts, the CAD also visited the 
Royal Thai Police in October 2022 and the Hong Kong Police 
Force (HKPF) in March 2023. It was heartening to note that 
through the various bilateral exchanges, foreign counterparts 
have felt encouraged to implement some of the CAD’s practices 
such as co-location of bank staff within their agencies and setting 
up their equivalent of the ASCom.
 

Group photo of officers from the CAD and the Dubai Police’s  
Economic Crime Department

Delegates from the CAD and the Hong Kong Police Force

Delegates from the CAD and the Royal Thai Police

76

C
O

M
M

E
R

C
IA

L
 A

F
F

A
IR

S
 D

E
P

A
R

T
M

E
N

T
  

 C
A

D
 R

E
P

O
R

T
 2

0
2

1
/2

0
2

2



INTERNATIONAL PARTNERSHIPS

SUCCESSES IN COMBATTING  
TRANSNATIONAL CRIME

Joint operations with the Royal Malaysia Police against job 
scammers and internet love scammers

The CAD has undertaken numerous joint operations with its 
foreign partners. One such joint operation is the series of Operation 
Headhunter between the CAD and the Commercial Crime 
Investigation Department (CCID) of the Royal Malaysia Police 
(RMP). Extensive exchange of intelligence and close cooperation 
between the CAD and the RMP allowed for simultaneous raids 
in both countries and concerted action against transnational job 
scam syndicates. Since the commencement in August 2021, 
up till the end of 2022, there have been nine successful waves 
of Operation Headhunter that crippled multiple syndicates 
responsible for approximately S$7.5 million in losses, involving 
560 local victims.

As part of efforts to combat internet love scams, the CAD and 
the CCID conducted a joint operation, Operation Prevails, in April 
2022. Acting on information provided by the CAD, officers from 
the CCID were able to successfully locate and apprehend six 
members of the syndicate operating out of Kuala Lumpur and 
Selangor in Malaysia. The syndicate had targeted victims in both 
Singapore and Malaysia and is believed to be responsible for at 
least 10 cases in Singapore involving about S$310,000 in losses. 

Joint operations with the Hong Kong Police Force against 
transnational job scam syndicate 

In June 2021, following extensive joint investigations between the 
CAD and the Hong Kong Police Force (HKPF), 14 core members 
of a job scam syndicate comprising 12 men and two women, 
aged between 22 and 53, were arrested by the HKPF for their 
suspected involvement in a total of 134 cases of job scams in 
Hong Kong involving HKD9 million (equivalent to about S$1.56 
million). In Singapore, 23 men and four women, aged between 
16 and 53, were investigated for their suspected involvement in 
the syndicate. 

The syndicate posted advertisements for jobs promising quick 
cash on different social media platforms. The victims would 
subsequently be told to make payments by transferring funds 
to different bank accounts. In return, they would be promised 
reimbursements and commissions. The swift intervention and 
crippling of the syndicate has prevented more than 660 potential 
victims from falling prey to this job scam variant.

Joint operations with the Hong Kong Police Force against transnational 
job scam syndicate

Source: Shin Min Daily News © SPH Media Limited
Reprinted with permission.

Source: The Straits Times © SPH Media Limited
Reprinted with permission.

Several  employers  have  created  
new positions or teams specifically 
to deal with the scourge of scams.

New modules and courses are 
also being offered at some insti-
tutes of higher learning as knowl-
edge of scams and their preven-
tion become more important.

Orange-juice  vending  machine  
operator iJooz, for example, set up 
a new risk management team in No-
vember last year to handle fraud 
cases. It is planning to hire at least 
10 more people in roles such as soft-
ware engineers  and accountants  
this year as the firm expands, said 
its chief security officer Grace Bao.

Logistics firm Ninja Van Singa-
pore’s chief operating officer, Mr 
Lee Ghim Hock, said the firm dou-
bled the number of people in its 
cross-border team last year to 10 
since the start of the pandemic.

The  team  coordinates  cases  
from the customer service and re-
covery teams, expedites refunds 
and works with freight forward-
ing  companies  to  identify  and  
blacklist people or organisations 
that ship fraudulent parcels.

DBS  Bank  is  also  tripling  the  
staff on its  anti-scam team to a  
double-digit  figure  by this  year,  
compared with 2019, said group 
head of investigations Elvin Lim.

Meanwhile,  recruitment  firm  
Michael Page is seeing growing de-
mand for cyber-security positions 
such as security operations man-
ager and IT risk manager.

Salaries  for  these  roles  can  
range from $10,000 to $12,000 a 
month, said Michael Page Singa-
pore recruiter Isha Hussain.

“Social engineering attacks have 
become common as attackers are 
relying on human vulnerabilities. 
One of the ways organisations can 
combat  this  is  through  security  
awareness training,” she added.

Some institutes of higher learn-
ing are stepping up training op-
tions as it becomes increasingly im-
portant for workers to know about 
scams and how to avoid them.

Singapore Institute of Technol-
ogy (SIT) will be rolling out compul-
sory modules on digital  literacy,  
such as on digital safety – including 
cyber security, phishing and spam 
– ethics and data management.

All  students  of  SIT-conferred  
and SIT joint degree programmes 
in the next academic year begin-
ning  in  September  must  take  
these modules.

A pilot run is taking place this 
year,  said  Associate  Professor  
Steven  Wong,  director  of  SIT’s  
Centre for Digital Enablement.

Similarly, Nanyang Technologi-
cal University has made it compul-
sory from this academic year for 
all its undergraduates to take a dig-
ital literacy course, which exposes 
them to issues such as the rise of 
fake  news  and  scams,  said  its  
deputy provost for education, Pro-
fessor Tan Ooi Kiang.

Singapore Management Univer-
sity launched a new elective in Jan-
uary called Fraud Protection for En-
trepreneurs, designed to educate 
students  interested  in  entrepre-
neurship about the risks of fraud.

It  also introduced the topic  of 
SMS phishing scams this year into 
the curriculum of a cyber-security-
related course for business profes-
sionals, said an SMU spokesman.

He added that as fraud cases and 
scams surge over the years and be-
come  increasingly  sophisticated  
in  nature,  building  awareness  
through training and education is 
key to preventing fraud and pro-
tecting  individuals,  employees  
and organisations.
Joanna Seow, Jessie Lim
and Osmond Chia 

During hair cuts, customers often 
confide  in  hairdresser  Zakiah  
Hanim. But the stories that have 
bothered  her  most  lately  are  
those involving scams.

Several  customers  at  Vybe’s  
Hairdressing in Bedok are elderly 
folk  who  are  unfamiliar  with  
scams, said Ms Hanim, 34, who 
recalled a family telling her they 
lost their savings to a  phishing 
scam last year.

There were other similar cases, 
said Ms Hanim, the salon’s man-
ager, who realised that some cus-
tomers did not know they should 
avoid callers whose numbers be-
gin with “+65”, exposing them to 
fraudsters. 

One of the bosses at the salon 
even had a close call  when she 
was contacted by a scammer who 
accused her of  illegal  gambling 
and committing fraud.

When her boss denied it,  the 
scammer lied she had been imper-
sonated and convinced her to pro-
vide her NRIC details for Interpol 
investigations.  Ms  Hanim  said:  
“Our director heard about it and 
thankfully stopped her from giv-
ing more information.” 

Hearing such horror stories, Ms 
Hanim readily accepted the po-
lice’s offer at the end of last year to 
collaborate with heartland busi-
nesses  to  raise  awareness  on  
scams.

Salon  staff  stuck  anti-scam  
posters on the walls during two 
runs of the campaign during the 
Christmas and Chinese New Year 
period, which were ideal times as 
footfall  was  higher,  said  Ms  
Hanim.

They  promoted  police  anti-
scam quizzes and mobile commu-
nity alert services to about 200 
customers,  who were rewarded 
with goodie bags from the police.

As an incentive, the salon gave 

out free loyalty stamps worth 
$100 to those who participated 
in the online quiz, which edu-
cates  participants  on  how  to  
identify different scams.

The salon was among a list of 
small businesses given the Com-
munity Partnership Award by 
the police on April 7 to recog-
nise  their  efforts  in  fighting  
scams.

Ms Hanim said: “We are close 
to  our  clients,  and  we  know  
some  lost  their  jobs  during  
Covid-19 and are willing to take 
any jobs. With job and invest-
ment scams around, they are es-
pecially vulnerable.”
Osmond Chia

Joanna Seow
Manpower Correspondent,
Osmond Chia 
and Jessie Lim 

Digital payment provider Xfers has 
been  dealing  with  scams  since  
2015, when it found that fraudsters 
were using its e-wallet services to 
launder money from victims.

But  the  workload  became  too  
much for its compliance team to 
handle, so the local start-up cre-
ated a dedicated fraud team last 
year to tackle the rising number of 
scams in Singapore and Indonesia, 
where it operates.

Xfers  co-founder  Samson  Leo,  
35, said the company spent a six-
figure sum last year on manpower 
and  technology  to  fight  cyber-
crime and fraud.

Besides  building  new  app  fea-
tures, such as an additional verifica-
tion step if a high scam risk is de-
tected, the fraud team also analy-
ses  transactions  for  insights  on  
how scammers operate and to spot 
accounts that are being misused. 

Mr Leo, who is also Xfers’ chief le-
gal officer, said: “Preventing fraud 
helps  merchants  and  customers  
gain more confidence in digital pay-
ments. Digital payments are the fu-
ture, and this is the right thing to 
do.”

Other businesses have also made 
fighting scams and fraud a priority.

Companies in industries from hu-
man resources to e-commerce said 
they are changing the way they op-
erate in the light of the prolifera-
tion of scams in the last two years.

Last year alone, scams cost vic-
tims in Singapore at least $633.3 
million.  Businesses,  too,  feel  the 
pinch in terms of lost productivity 
and trust.

Recruitment company Randstad 
discovered  this  year  that  fraud-
sters  were  impersonating  its  re-
cruiters in job scams on Telegram 
after  retrieving  their  full  names  
and registration numbers from the 
Manpower  Ministry’s  employ-
ment agency directory.

It even received complaints from 
people about the unprofessional-
ism of its “consultants”, who were 
actually scammers.

The company now requires all its 
recruiters to use only WhatsApp 
and WeChat to converse with job 
seekers,  said  a  Randstad  
spokesman. 

She noted that unlike on Tele-
gram, WhatsApp users can see one 
another’s mobile numbers, so job 
seekers can call to check the legiti-
macy of the recruiter as scammers 
are less likely to answer calls.

Meanwhile,  the  Central  Provi-
dent Fund Board, whose SMS about 
ElderShield last month caused con-
fusion as it contained a clickable 
link – resulting in some recipients 
thinking it was a scam – will avoid 
links in SMSes where possible.

Alternatively, it will convert the 
links so that they do not lead di-
rectly to a page requiring login cre-
dentials, said a spokesman for the 
board.

Companies have also stepped up 
their efforts to educate consumers 
about scams.

This  year,  tech  giant  Meta  
worked with the  Media Literacy 

Council  and  the  National  Crime  
Prevention Council to launch a pub-
lic  education  campaign  centred  
around how to shop safely online.

The campaign reached 2.2 mil-
lion Facebook and Instagram users 
in Singapore.

Mr Daryl Poon, regional head for 
trust and safety at Meta, said: “Edu-
cation is important because users 
need to understand how to recog-
nise some of the risks in the online 
space.  Once  you understand the  
risks, you are less likely to fall prey 
to malicious actors.”

Ms Anna Yip, chief executive of 
Singtel’s Singapore consumer busi-
ness, said Singtel sales representa-
tives distribute pamphlets with in-
formation on ways to identify a le-
gitimate representative. 

For instance, they would be wear-
ing Singtel uniforms and have an 
authorisation letter. They also will 
not  enter  homes  or  collect  any  
form of upfront payment, accord-
ing to a pamphlet seen by The Sun-
day  Times.  Singtel  did  not  say  
when the distribution began.

This comes as the police said last 
Tuesday that at least 154 victims 
have lost $7.1 million to tech sup-
port  scams  since  January.  One  
method  used  by  scammers  in-
cludes calling victims and posing 
as staff working for Internet ser-
vice providers such as Singtel.

Staff and drivers from logistics 
company  Ninja  Van  Singapore  
have been distributing fliers to mi-
grant  workers  and  domestic  
helpers to raise awareness of cash-
on-delivery scams, in which cus-
tomers are asked to pay for parcels 
they did not order or which do not 
match their expected purchases.

Chief operating officer Lee Ghim 
Hock said: “It is heavily in our inter-
est to promote consumer aware-
ness and education, as the produc-
tivity  loss  due  to  time  spent  on  
scam cases is significant and ever-
increasing as the e-commerce in-
dustry grows.”

Professor Lawrence Loh, direc-
tor of the Centre for Governance 
and Sustainability at the National 
University of  Singapore Business 

School, said being linked to scams 
affects a business’ reputation.

“Once  this  is  affected,  con-
sumers may lose their trust in such 
businesses. Ultimately, the bottom 
lines of the businesses will be jeop-
ardised when revenues are lost,” 
he said.

He added that  it  is  critical  for  
businesses to play a front-line role 
in preventing fraud because they 
form a crucial line of defence for 
consumers, who often bear the bur-
den in scams.

Xfers’ Mr Leo noted that as more 
safeguards are set in place to pro-
tect customers, the speed of trans-
actions could slow down. 

“Some legitimate users may be 
delayed,  but  it  is  a  trade-off  we  
hope customers will understand,” 
he said. 

joseow@sph.com.sg
osmondc@sph.com.sg 
ljessie@sph.com.sg

• Additional reporting 
by Nadine Chua 

Mr  Alan  Teng  is  no  stranger  to  
crimes,  having previously served 
as a police criminal investigator for 
13 years. But few cases sicken him 
quite like scams.

Now  the  head  of  DBS  Bank’s  
anti-scam team, Mr Teng, 49, re-
called an early case when the team 
was formed in 2019. It involved a 
woman in her 50s transferring her 
entire savings of $170,000 to scam-
mers posing as Chinese officials.

The  bank’s  suspicions  were  
raised as the oddly large transac-
tion  from  the  woman’s  account  
was linked to a foreign bank ac-
count  that  had  been  flagged  for  
money laundering, said Mr Teng.

After  an  hour-long  phone  call  
with the woman, Mr Teng finally 
convinced her that she was being 
scammed.  During  the  call,  the  
woman  had  spoken  on  speaker-
phone at the urging of the scam-
mers who manipulated her as they 
eavesdropped on the call.

Mr Teng explained to her the typ-
ical tactics used by such scammers 
to trick victims – rushing her to 
make a large transaction and urg-
ing her to lie to the authorities.

Despite  the  scammers  feeding  

her more lies, the woman realised 
she had been conned as these were 
the fraudsters’ precise instructions.

Mr Teng said the bank managed 
to freeze her account before the 
money was transferred.

Among the first to urge DBS to 
launch a dedicated anti-scam unit, 
Mr Teng said he remembered this 
incident clearly as it proved it was 
feasible  to  stop  scams  before  
money was lost.

The team’s mission is to detect 
and  prevent  scams  by  analysing  
transactions and working with the 
police to flag suspicious accounts.

Last year, the team helped to re-
cover $35 million lost to scams by 
freezing 5,300 bank accounts.

The police previously said that 
this amount is roughly a third of 
the $103 million of scam money re-
covered last year.

Mr  Teng  said:  “All  crimes  are  
bad, but especially so when a per-
son takes advantage of the vulnera-
ble and robs them of all they have.”

DBS is the only bank with an em-
ployee – Mr Yaznisham Yazid, 29 – 
at the police Anti-Scam Centre to 
work  with officers  to  foil  scams  
faster. He will be joined by more 
DBS staff who will be permanently 
deployed at the centre, most likely 
from next month.

It is understood that other banks 
will follow suit later this year.
Osmond Chia 

Since she joined Carousell’s trust 
and  safety  team  in  December  
2020,  Ms  Jessica  Chen,  28,  has  
seen her fair  share of fraudulent 
listings.

These include those advertising 
Covid-19 essentials like masks and 
popular items like concert tickets.

In these cases, after paying for 
the items on the online market-
place, buyers do not receive what 
they  paid  for  and  discover  they  
have been scammed.

The company’s  reputation  suf-
fered when police figures released 
in 2019 showed 70 per cent of e-
commerce  scams  in  2018  took  
place on Carousell.

Recognising the need to tackle e-
commerce scams, it has been in-
vesting  in  more talent  and soft-
ware to tackle the problem. 

Ms Chen, a policy and escalation 
manager at Carousell, said that be-
tween 2019 and last year, the plat-
form’s trust and safety team dou-
bled its headcount, but declined to 
reveal numbers.

This enabled it to better investi-
gate reports against users or list-
ings faster, she said. 

The  move  paid  off  when,  last  

year,  Carousell’s share of e-com-
merce scams fell to 37 per cent.

Every  month,  Carousell  also  
spends a five-digit sum for a sub-
scription to Sift, a fraud prevention 
software. Used by Ms Chen and her 
team, it helps them investigate and 
review fraud cases.

Suspicious  accounts  are  as-
signed a Sift score, based on param-
eters such as how new the account 
is, the transaction history and e-
mail addresses used.

Those whose scores exceed a cer-
tain  threshold  will  be  automati-
cally suspended.

Ms Chen said: “We make use of 
both the automation and manual 
moderation for review. The main 

benefit of automation is that it is 
immediate, reducing the time that 
bad actors remain at large on the 
platform.”

The most challenging but reward-
ing part of the job for Ms Chen is 
keeping  up  with  the  constantly  
evolving nature of scams.

She said: “What I enjoy most is 
the investigation process, trying to 
find patterns between scam cases 
you feel might be connected due to 
their modus operandi.

“It is an arms race. After the scam-
mers  behind  these  accounts  re-
alise you are able to detect them, 
they will then change their meth-
ods and the race begins again.”
Jessie Lim 

Shermaine Ang 

People should be wary of articles containing false 
information that Prime Minister Lee Hsien Loong 
has endorsed investments in cryptocurrencies, the 
police said yesterday.

These articles portray the investments as being 
safe and highly lucrative, the police said in an advi-
sory. “The online articles are usually paid online ad-
vertisements that are disguised as news articles.” 

By clicking on a link within the article, the user 
will  be taken to a  website offering investments 
through the trading of cryptocurrency or other fi-
nancial products. Those who provided contact de-
tails on the website would usually receive a call 
from a supposed representative from the scheme.

The police urged the public not to deal with com-
panies that use such false or misleading advertise-
ments, as well as to be cautious when making in-
vestment decisions.

The public can take various steps to stay safe. 
They include, for example, questioning company 
representatives to understand the investment op-
portunity, or checking on the company’s creden-
tials using resources such as the Financial Institu-
tions Directory, Register of Representatives, or the 
Investor Alert List. These resources are available 
on the Monetary Authority of Singapore’s website.

More information on scams can be found on the 
Scam Alert website, or you can call the Anti-Scam 
Hotline on 1800-722-6688. 

Those with information on such scams may call 
the police hotline on 1800-255-0000 or confiden-
tially submit information on the I-Witness website.

shermaineang@sph.com.sg 

David Sun 
Crime Correspondent

Two transnational love scam syndicates were dis-
mantled  in  a  successful  joint  collaboration  be-
tween the Singapore Police Force (SPF) and Royal 
Malaysia Police.

The SPF said yesterday that the joint operation 
took place after two women, both 46, reported that 
they were victims of Internet love scams. One had 
lost $15,000 and the other $20,000.

The first woman had met a man through a dating 
application in March last year, and they started a re-
lationship. He claimed to be a United States citizen 
working in Singapore as a petroleum engineer.

The man then claimed he needed money to pay 
for equipment and Customs clearance fees, saying 
his bank account had been frozen. 

The woman transferred $15,000 to a bank ac-
count he provided, but he kept asking for more 
money, and she then realised it was a scam.

The second woman also met a man through a dat-
ing application, in February. He claimed to be a ge-
ologist who was going to meet her in Singapore. On 
March 6, he asked for $20,000 to pay for his ex-
penses in Singapore, and she transferred the money 
to  him.  Two  weeks  later,  he  asked  for  another  
$20,000. But this time, she refused to give it to him.

Both women filed police reports in March and 
April this year, respectively.

The  SPF’s  Commercial  Affairs  Department  
(CAD) then worked with Malaysia’s Commercial 
Crime Investigation Department (CCID) to track 
down the scammers, whom they learnt were from 
two transnational syndicates based in Malaysia. 

On April 22 and 23, a team of six officers from Sin-
gapore’s Anti-Scam Command and the CCID raided 
two apartments in Selangor and Kuala Lumpur. 

They arrested six African men aged 28 to 40, and 
seized laptops, mobile phones and credit cards.

SPF said the two forces have been sharing intelli-
gence on Internet love scams since March.

During the raids, the Singapore team in Malaysia 
discovered several  Singapore cellphone numbers 
and bank accounts in the seized devices. Anti-Scam 
Command  officers  in  Singapore  then  prevented  
three scam victims from losing more money. The 
two syndicates are believed to be responsible for at 
least 10 cases here involving more than $310,000.

There were 1,099 reported cases of Internet love 
scams last year. Victims lost $46.9 million last year 
in such scams, with $3 million lost in one such case.

CAD director David Chew thanked the CCID for its 
strong support. Mr Chew said: “These syndicates of-
ten make use of Singapore bank accounts to launder 
their illicit proceeds. We will deal hard blows to the 
syndicate by conducting prompt investigations to 
deprive them of their criminal proceeds.”

Members of the public are advised to be careful 
when befriending strangers online and to be wary 
if asked to send money to bank accounts of people 
they do not know. The police also warned that it is a 
serious offence to knowingly hand a bank account 
over to others to commit crimes.

The public can visit scamalert.sg or call the Anti-
Scam Hotline on 1800-722-6688 for more informa-
tion on scams. Anyone with information on such 
scams may call the police on 1800-255-0000 or 
submit the information online at 
www.police.gov.sg/iwitness

davidsun@sph.com.sg

Vybe’s Hairdressing 

Salon helps 
raise scam 
awareness
in locality 

Firms put in place safeguards to 
avoid losing customers’ trust

New jobs and training 
opportunities emerge
in fight against scams

DBS Bank

Ex-police 
investigator 
heads lender’s 
anti-scam unit

Carousell

Scam numbers 
drop after 
beefing up 
staff, software

The scourge of scams 
has affected 
businesses and 
changed how they 
operate. The Sunday 
Times looks at what 
some organisations 
here are doing.

Fake news of PM 
endorsing crypto 
investments

Xfers 
co-founder 
Samson Leo 
(seated, 
wearing light 
brown trousers) 
with members 
of the digital 
payment 
provider’s team 
dedicated to 
fighting fraud 
– (from left) Mr 
Tan Zhe Ren, 
Mr Chris Tan, 
Mr Zachary 
Dilhan, Mr 
Tianwei Liu, Ms 
Clarissa Lim, Mr 
Ian Seow and 
Ms Chua Peipei. 
ST PHOTO: 
DESMOND FOO

Ijooz’s product manager Ming Ma (left), CEO Bruce Zhang and chief security 
officer  Grace  Bao beside their  vending machine.  Ijooz  set  up a  new risk  
management team last year to handle fraud cases. ST PHOTO: THADDEUS ANG

Mr Alan Teng 
and his 
anti-scam team 
at DBS Bank 
helped to 
recover 
$35 million 
lost to scams 
last year 
by freezing 
5,300 bank 
accounts. 
ST PHOTO: 
LIM YAOHUI

Ms Jessica Chen, 
a policy and 
escalation 
manager at 
Carousell, said 
that between 
2019 and last 
year, Carousell’s 
trust and safety 
team doubled its 
headcount, 
enabling it to 
better 
investigate 
reports against 
users or listings 
more quickly.
ST PHOTO: 
SAMUEL ANG

Mr Daryl Poon of Meta believes in teaching people how to spot online risks. ST PHOTO: ALPHONSUS CHERN

Salon manager 
Zakiah Hanim 
(holding 
anti-scam 
poster) with 
salon director 
Erfanah Hashim. 
The salon was 
among the small 
businesses given 
the Community 
Partnership 
Award by the 
police. 
ST PHOTO:
LIM YAOHUI

2 transnational 
love scam 
syndicates 
dismantled

MAKING SCAM BUSTING THEIR BUSINESS

LESS FRAUD, MORE CONFIDENCE

Preventing fraud 
helps merchants and 
customers gain more 
confidence in digital 
payments. Digital 
payments are the 
future, and this is the 
right thing to do. 

’’MR SAMSON LEO, co-founder and 
chief legal officer of digital payment 
provider Xfers.

KEEP PEOPLE INFORMED

Education is 
important because 
users need to 
understand how to 
recognise some of 
the risks in the online 
space. Once you 
understand the risks, 
you’re less likely to 
fall prey to malicious 
actors.

’’MR DARYL POON, regional head for 
trust and safety at Meta.

THE STRAITS TIMES

STOP
SC MS

The number of scams reported 
in Singapore has risen sharply 

over the years.
THE STRAITS TIMES

has launched a STOP SCAMS 
initiative to create awareness 
and alert people to how they 

can protect themselves.

For more on scams, go to: str.sg/stopscams
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LOW RESOLUTION

　　跨国招聘诈骗团伙涉骗新港超过400人
近500万元，行径日渐猖獗，两地警方联手
出击，逮捕41人。
　　新加坡警察部队昨天发布的文告，大本
营在香港的跨国诈骗集团会在不同社交媒体
平台刊登招聘广告，承诺可“赚快钱”。
　 　 工 作 内 容 包 括 要 求 受 害 者 在 H K T V 
Mall、淘宝等网络平台，以及可窃取信息的
恶意手机应用“铭城”和“点点”上协助提
升销售。
　　“获聘”的受害者随后会接到指示，要
求他们汇款到不同的银行账户，并称他们会
获得全额补偿与5％至12％的佣金。
　　诈骗团伙一开始会将款项和佣金汇给受
害者，以骗取信任并诱使受害者汇出数额更
大的款项。
　　接着，骗子会要求受害者完成一定数量
的任务才汇款，同时也会延迟汇款时间。受
害者在没有收到补偿和佣金后，才发现受
骗。

2香港人疑是首脑
　　41人中其中2
香港人相信是集团
首脑。
　　新、港两地警
方联手调查后，14
名诈骗集团核心成
员在本月16至18日
被香港警方逮捕。
他们包括12名男子
和2名女子，年龄介
乎22至53岁，涉及
案件数量多达134
起，涉案款项为900万港元，相当于约156
万新元。
　　我国的商业调查局、警察情报局和七
个警署通力合作，逮捕了23名男子和4名女
子，他们涉及招聘诈骗正接受调查，年龄介
于16至53岁。
　　初步调查显示，他们涉嫌协助进行银行
转账、提款或将自己的银行账户交给诈骗团
伙使用。
　　据香港媒体报道，两地400多名受害人
涉被骗多达2800多万港元（484万新元），
两地警方联手侦查后，展开代号“百泉”的
突击行动，被捕的41人中的两名香港人疑是
集团主脑。
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陆佳丽 报道
jlloke@sph.com.sg
●24小时新闻热线：1800-8227288/91918727
MMS/Whatsapp传照片：91918727

曾和妻儿一同
履行居家通知

　　被告求情称，曾和妻儿一同履
行居家通知，虽知虚报不对，却不
认为至关重要。
　　案情显示被告抵新后，妻儿到
机场接他但乘不同车辆回家，而不
知情的搬运工在其住所接受他指示
搬东西，足足长达两个小时15分
钟。
　　但律师为被告求情时称，被告
曾 和 家 人 在 住 所 履 行 居 家 通 知 ，
当他再度来新时也以为这么做没问
题。
　　“他承认自己有错并已忏悔，并非刻意隐瞒，也并没
有意图离开住所，甚至躲在阳台避免和他人接触。”

　　兀兰工业区单位变身非法
KTV，警方突击扫荡，12名男女
喝酒唱歌，涉违反条例遭调查。
　　警方昨晚发布文告，当局
在6月15日凌晨12时35分接获通
报，指兀兰工业区E1有一家KTV
无牌运营。
　　警员抵达现场后，发现九男
三女涉社交聚会，现场的公共娱
乐设施及酒精都是在未持有合法执照的情况下提供的，
相关的音响设备、酒瓶，以及啤酒罐等都被没收进行调
查。
　　警方透露，在场的一名30岁男子相信是该单位的经
营者，他因无照供应酒精饮料被捕，也因涉嫌无照提供
公共娱乐服务接受调查。
　　包括上述男子在内，年龄介于20岁到30岁的12人，

目前也因涉嫌违反冠病
19（临时措施）（管制令）正接受警方调查。
　　若无照提供公共娱乐服务或无照供应酒精罪名成
立，每项罪名都可面对最高2万元罚款。
　　警方吁请公众严格遵守安全距离措施，对于任何违
反安全距离措施的不负责任行为，警方都会严格执法。
　　若违反安全距离罪名成立，将面临最长半年监禁，
或最高1万罚款，或者两者兼施。

 12名男女涉及违规聚会，唱歌喝酒。（警方提供）

经
营
者
涉
无
照
提
供
酒
精
饮
料
。
（
警
方
提
供
）

吴睿明 报道 rmwu@sph.com.sg

兀
兰工业区现非法KTV
12人涉违例群聚受查

　　反诈骗中心联系超过
660名潜在受害者，终止逾
270个电话号码。
　　文告披露，我国警方
通过情报和推理，侦测到
有 可 能 收 到 诈 骗 短 信 、
WhatsApp和Telegram短信
的潜在受害者。
　　自5月20日起，商业调
查局属下的反诈骗中心联系
了超过660名潜在受害者，

提醒他们留意这类新兴诈骗手法，与此同
时心也终止了逾270个电话号码，并冻结
涉嫌与诈骗团伙有关的80个多个银行户
头。
　　反诈骗调查组主任何万雄警监表示，
我国警方感谢香港警务处的支持，并指这
次的跨境行动是商业事务局和香港警方的
网络安全及科技罪案调查科携手合作的成
果。
　　他补充，若公众对招聘广告有疑问，
应该向有关网络或购物平台查询，公众也
不应理会来历不明的短信，或将银行户头
和个人资料交给来历不明的人。

吴睿明 报道 

警方起获的银行卡。（警方提供）

警方起获现金。（警方提供）

新港警方两地捕41人
跨国假招聘  骗400人近500万

网络安全及科技罪案调查科网络情
报组警司张天乐（右二）与同袍讲
述案件。（互联网）

　　两名女子涉网上出售冒牌货被警方逮
捕，超过1万4000件市值超过97万元的货
物被查获。
　 　 警 方 昨 天 发 表 文 告 ， 刑 事 侦 查 局
（CID）于6月24日、25日在裕廊西和大

士一带展开突击行动，逮捕了两名涉嫌在
网上售卖冒牌货的女子，她们的年龄分别
是24和25岁。
　　警方在行动中起获了超过1万4000件
货物，包括香水、手机充电器、无线耳机

以及墨镜等，总
值超过97万元。
　　警方正对此
案进行调查中。
　　根据商标法
令（Trade Marks 
Act），销售、供
应带有虚假商标
产品者，可被罚
款高达10万元，
或监禁长达5年，
或两者兼施。

吴睿明 报道 rmwu@sph.com.sg

警方起获了超过1万4000件货物。（警方提供）

涉网售冒牌货 2女被捕
市价超过97万元

逾660名潜在受害者

　　韩国男独自从韩国来新与家人团聚，在住所履行居家通
知却没申报与妻儿同住，还让9名搬运工帮忙搬家，结果被当
局人员上门突击撞个正着，被判罚款7000元。
　　被告高京浩（46岁，韩国籍）面对一项违反传染病法令
（Infectious Disease Act）的控状。这起案件发生在去年11
月26日下午2时30分，地点是被告位于我国的公寓住所。
　　案情显示，被告本身在韩国工作，因此从去年8
月14日起就一直待在韩国，他在去年11月25日抵
新，并在入境时选择在家而不是由当局安排的设
施履行居家通知。

　　根据条例，履行居家通知者必须独自居住，或
与有相同旅游记录者同住，但被告是独自从韩国来
新，和近期没到过韩国的家人同住，却没申报此
事。
　　控方呈堂的文件中也包括他的申报表，当
中明确列明规定，两名移民局官员也向他解释
此事。
　　两名执法人员隔天上门到他的住所检查
时，见到被告、其妻儿及9名搬运工在场，
原来被告早在8月打算搬家，搬运工当时正
为他把一箱箱物品及家具搬来。这些搬运
工过后被指示停工并离开公寓，他们并不
知道被告当时正在履行居家通知。
　　四名移民局人员随后到场，将被告带
到洲际酒店（InterContinental Hotel）完
成余下的居家通知。
　　被告昨天在国家法院认罪，被判罚款
7000元，他缴清后离开法庭。

被告高京浩。（海峡时报）

　　被告毕业于韩国及美国名牌
大学，目前也是新加坡永久居
民。
　　控方指出，被告是一名硕
士，毕业自韩国科学技术学院
（KAIST）并在史丹福大学修读
英文。
　　他也是新加坡永久居民，两
名儿女在新加坡读书，两人分别
为12及18岁，妻子则于我国照顾
他们。
　　控方表示，被告并没有得冠
病，其罪责及所造成的伤害也
低，求法官判他罚款1万元。
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没申报与妻儿同住 还请9人助搬家

 韩国男判罚7千

名牌大学毕业
是本地永久居民

反诈骗中心联系

　 　 柯
千 衙 生
前 积 极
投 身 慈
善 和 会
馆 活
动。
　 　 柯
顺 耀 忆
述 ， 父
亲 生 前

勤恳、节俭，把省下
的钱投入生意，并积
极投身慈善事业，生
前也曾出任南洋初级学院、中正中学（总校）、中正中学
（义顺）董事多年，以及南洋柯氏公会名誉主席和10多个
社团的名誉会长。
　　“小时候他不怎么给我们买玩具，因为他认为赚到的
钱应该更妥善处理，例如用于生意或建校、会馆慈善活动
等，这样的理念也影响了我们兄弟姐妹。”

　　子女年幼时就跟着柯千衙学习经商之道。
　　柯顺耀透露，父亲早年做生意时，常会把年幼
的子女带在身边“实习”，让他们亲身学习经商之
道。
　　“我和大姐开始时就住在工厂里的一间小屋，
每逢学校假期，父亲会让我先玩一周，接下来就必
须跟着他学习。我们兄弟姐妹小时候就会在后面
‘追’着父亲，看他怎么跟顾客交涉，或是交代我
们寄信、存支票等。”

让子女从小学习经商之道

吴依瑾 报道
yijin@sph.com.sg
●24小时新闻热线：
1800-8227288/91918727
MMS/Whatsapp传照片：91918727

陈佩敏 摄影

　　9岁就下南洋，小时候当过
杂货店助手，后来白手起家创立
甘文烟制造厂，也是华社领袖的
“ 甘 文 烟 大 王 ” 柯 千 衙 前 天 离
世，享年93岁。
　　柯千衙是“南洋甘文烟厂”
的创办人，公司在1954年成立，
70年代迈入黄金时期，名列东南
亚三大甘文烟巨商之一。
　 　 公 司 主 要 从 印 度 尼 西 亚 进
口，然后转口到中东、印度和美
国，转口量一年可高达2000吨。

　　甘文烟（kemenyan)是一种
用作拜祭或宗教仪式的物品，有
人 也 因 喜 欢 其 香 味 ， 当 作 香 薰
用。
　　柯千衙9岁时跟随叔叔从福
建泉州出发，经厦门、海南岛、
香港、新加坡后，在印尼棉兰上
岸，落脚当地一个小渔村。
　　他不到10岁便开始在杂货
店帮忙，年纪稍大后到肥宅厂打
工，积累成本后跟兄弟、股东一
同创业。
　　由于经营得法，业务蒸蒸日
上，他之后还涉猎橡胶、建筑、
地产、投资等生意。
　　长子柯顺耀（61岁）今早在
灵堂受访时说，父亲年纪渐长后
心脏衰弱，曾于1995年动过心脏
手术。他于6月28日下午3点54分
在家中安详离世，享年93岁。
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享年93岁甘文烟大王柯千衙离世
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衙

长子柯顺耀受访
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Extraditions

The CAD is committed to ensuring that fugitives convicted 
of serious crimes are held accountable for their actions.  
The CAD actively works with the INTERPOL and overseas law 
enforcement partners to locate, arrest and extradite criminals to 
face justice. In 2022, the CAD assisted with two Provisional Arrest 
Requests (PAR) for three fugitives wanted by the United States 
(US) authorities. 

In February 1992, Jack Hsu (Hsu) was convicted in the US 
of five counts of bank fraud and five counts of embezzlement 
from a bank. Hsu was sentenced to 33 months’ imprisonment. 
However, Hsu allegedly failed to report to his designated prison 
facility and a warrant was issued for his arrest. After being 
a convicted fugitive for 30 years, Hsu was arrested by the 
CAD in July 2022 when he visited Singapore for a social visit. 
Following court proceedings in Singapore, Hsu was extradited 
to the US in October 2022 and immediately began serving his  
33-month sentence.

In another case, a father-daughter pair from Taiwan who were 
on the run from the US authorities for 20 years were found and 
arrested in Singapore. Richard Chen (Richard) and his daughter, 
Voni Chen (Voni), managed Golden Pacific Manufacturing 
Corporation, a company in the business of manufacturing and 
selling plastic bags. Due to cash flow problems, they devised 
a scheme to defraud a credit company, providing them with 
receivables financing. They did so by using falsified invoices of 
inflated and non-existent orders from customers to obtain a loan 
amounting to US$5 million. 

INTERNATIONAL PARTNERSHIPS

After pleading guilty in October 2001, Richard and Voni failed to 
appear for their sentencing hearings in May 2002. Consequently, 
arrest warrants and INTERPOL Red Notices were issued by the 
US authorities against the pair. 20 years later, Richard and Voni 
entered Singapore in July 2022 and were arrested by the CAD. 
Following extradition proceedings, the father-daughter duo were 
subsequently extradited to the US.

Source: The Straits Times © SPH Media Limited
Reprinted with permission.
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Taiwanese father-daughter fugitives caught in
Singapore, will be extradited to the US

David Sun

Correspondent

SINGAPORE – A father-daughter pair from Taiwan who were on the run from the United States

authorities for 20 years have been found and arrested in Singapore.

Voni Chen, 57, and her father Richard Chen, 87, were convicted in 2001 of mail fraud, after they

secured a US$5 million (S$6.9 million) loan from a credit company using false invoices.
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VIDEO
‘Unbelievable
appointment'

Singapore referee Taqi Jahari
will be heading to World Cup
2022 in Qatar as a video
assistant referee. He tells
ST’s Sazali Abdul Aziz why
he finds this assignment
extra special.

str.sg/taqi
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ST School Pocket
Money Fund •
Beneficiaries to get $5
raise, one-time grant
in 2023 | A17

A 74-year-old man on the run from
the law in the United States for 30
years has been caught and extra-
dited to America. 

Jack Hsu was convicted in Dallas,
Texas, in 1992 of five counts of
bank fraud and five counts of em-
bezzlement from a bank.

He was sentenced to 33 months’
imprisonment, but was allowed to
remain free on bond pending a de-
cision on the prison in California
where he was to serve time behind
bars.

But Hsu, who also goes by the
name Hsu Lin Lin and Hsu Ling
Ling, did not turn up on the day he
was to begin his sentence.

American authorities later es-

tablished that he had fled to Tai-
wan, and remained on the run for
three decades.

Hsu, whose nationality was not
stated, was eventually found here
and arrested by the Singapore Po-
lice Force on July 12 this year.

He consented to his extradition
following court proceedings here,
and the Law Minister ordered his
surrender on Oct 11.

The United States Department of
Justice (DOJ) said Hsu was return-
ed to Texas by plane on Oct 14 and
appeared in an American court on

S’pore extradites fugitive
on the run for 30 years 
Man, now 74, who fled after
being convicted in US of bank
fraud, was caught here in July

David Sun 
Crime Correspondent 

Monday. He is to immediately be-
gin serving his 33-month sen-
tence.

In its statement on Monday, the 
DOJ said Hsu was investigated by 
the FBI Dallas Field Office, and the 
extradition from Singapore was se-
cured by the Justice Department’s 
Office of International Affairs.

It said: “The FBI and the Justice 
Department expressed apprecia-
tion to Singaporean authorities for 
their cooperation.”

Getting approval for upgrading
works in the common areas of
heartland shops is set to get easier,

under proposed changes to the law
that will be introduced in Parlia-
ment on Thursday.

Currently, 100 per cent of heart-
land shop owners have to approve
the upgrading for works to go
ahead. This threshold will be low-
ered to 75 per cent under an
amendment in the Housing and

Development Bill.
This change was first mooted in

Parliament in 2020, said National
Development Minister Desmond
Lee in a Facebook post on Wednes-
day.

“Our heartland shops are a quin-
tessential part of Singaporeans’ ev-
eryday lives. The pandemic has ex-

acerbated the challenges faced by
HDB shops in responding to a
changing business environment,”
said Mr Lee.

One of the initiatives to help
HDB shops remain relevant and
competitive is the Revitalisation of
Shops Scheme, he added.

The scheme was introduced in

2007 to support shop owners and
merchant associations to improve
the vibrancy and competitiveness
of HDB shops by co-funding the
upgrading of common areas and
promotional events. 

But under the current law, the
support of all shop owners is re-
quired for upgrading works to
commence.

The move to lower the threshold
for upgrading to take place to
three-quarters of shop owners ap-
proving it will therefore allow
more precincts to benefit. 

Since 2020 when HDB started
studying the possibility of lower-
ing the threshold, the HDB has

conducted a series of consultations
with different merchant associ-
ations who have expressed their
support, said Mr Lee.

He added that HDB is also study-
ing the possibility of reducing the
co-payment amount for upgrading
costs borne by shop owners to help
make the scheme more attractive,
which was a point that came up
during the consultations with
businesses.

HDB has around 15,000 shops
spread out across town centres,
neighbourhood areas and precinct
shop clusters that are either rented
out by the Board or owned by pri-
vate operators.

In 2021, the HDB had launched a
tender for an eight-month project
to look into the social and econom-
ic value of HDB shops and the ben-
efits they can bring to local com-
munities, along with the impact
Covid-19 has had on these shops.

Said Mr Lee: “We have embarked
on a study some months ago to see
how we can better support our
HDB shops, so that they can con-
tinue to serve the needs of our resi-
dents and bring vibrancy and char-
acter to our heartlands.”

Easier approval for upgrading works
in common areas of heartland shops

ngmich@sph.com.sg

Currently, 100 per
cent of heartland
shop owners
have to approve
the upgrading
for works to go
ahead. Under
proposed
changes to the
law that will be
introduced in
Parliament on
Thursday, this
threshold will be
lowered to 75 per
cent. Doing so
will allow more
precincts to
benefit from
upgrading.
ST PHOTO:
ALPHONSUS
CHERN

PART OF EVERYDAY LIFE 

Our heartland shops
are a quintessential
part of Singaporeans’
everyday lives. The
pandemic has
exacerbated the
challenges faced by
HDB shops in
responding to a
changing business
environment.

”NATIONAL DEVELOPMENT MINISTER
DESMOND LEE, in a Facebook post.

Michelle Ng 
Housing Correspondent 

Primary 1, Kindergarten 1 and secondary school
students in Ministry of Education (MOE) schools
will start the new school year on Jan 3, 2023.

As for Kindergarten 2 and Primary 2 to 6 pupils,
they will report to school on Jan 4, MOE said on
Wednesday.

The staggered arrangement was introduced to
protect the school community during the Covid-19
pandemic. It has helped pupils ease into their
school environment on the first school day, and will
continue, MOE added. 

Junior colleges and Millennia Institute will start
the school year on Jan 9 and end it on Nov 24. For
most students in primary and secondary schools,
the last day will be Nov 17. Schools that will be used
as venues for O-level written examinations will end
the year on Oct 27.

School holidays will include Youth Day, Teachers’
Day and Children’s Day. As Youth Day falls on a Sun-
day, the following Monday will be a school holiday.

2023 school year
to begin from Jan 3
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BUILDING BONDS  
WITHIN CAD
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BUILDING BONDS WITHIN CAD

C A D  O F F I C E R S ’  A P P R E C I AT I O N  E V E N T 
—  P R O J E C T  P. I . G . E . O . N

C A D  I N T E R - H O U S E  B O W L I N G  T O U R N A M E N T
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BUILDING BONDS WITHIN CAD
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BUILDING BONDS WITHIN CAD

C A D  C A R E S  S H A R I T Y  P R O J E C T
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NOTES OF  
APPRECIATION

 I am grateful for the speedy and coordinated actions of 
the Police officers for their help. If not, I would be very lost 
and till now very despaired over the lost of my scammed 
money. I also thank [the officer] for being especially sensitive 
to my anxieties and worries, and her constant assurance 
that CAD would try their best to track down the money.   

Victim

 I really appreciate your help and regular updates. I thank 
you for your assurances and prompt notice that the Police 
managed to recover my money. I am thankful to the Police 
officer for interviewing me in a non-judgmental way so that 
I was less anxious in providing my statement. I am glad 
to get most of my money back. I am also thankful that 
the Police team acted fast, as it is almost impossible to 
recover the money for most online scams. Thank you once 
again. I am thankful that I lived in Singapore with an efficient  
Police Force. 

Victim

 Thanks so much to you and your department for 
pursuing this and working for justice. We are extremely 
appreciative of the Singapore Police Force’s Commercial 
Affairs Department. This experience was a real lesson for 
us on the need for all companies to be more aware of and 
protective against cyber crime. 

Victim

 You had provided tremendous assistance, guidance 
and support since the incident in January. Thank you for 
your efforts in the investigation and for providing periodic 
updates when you could. It must not have been easy 
amongst your other tasks and priorities but you did a 
commendable job. 

Victim

 The whole incident came as a shock as there was no clue 
of any sort that the platform was a scam and mockup of 
the original site. The professional knowledge and guidance 
from the respective officer indeed help in ensuring my loss 
is to the minimum. Although I lost part of my savings, the 
whole situation would have been worse if not for the witty 
[officer] who stepped in to assist and guide me through. 

Victim

 Thinking back, I would like to thank CAD and your team 
for conducting a thorough investigation and spending so 
much time to establish the facts. Without such efforts,  
my true culpability in crime and exact level of involvement 
may never get to see the light. For that, I think I am lucky. 

Accused Person

 Your session was indeed impressive and mind blowing! 
We are so glad to have you joining us and delivering this 
very impactful piece. Thank you [officer] for all the support 
you have given us! 

Mastercard

 We are deeply appreciative of the time and effort that 
was taken to craft the presentation and to share your 
insights from a law enforcement perspective. The sharing 
was very relevant in today’s time and age and kept us 
engaged throughout with the use of case studies and 
real-life scenarios that you have personally encountered. 

I believe that today’s session was highly beneficial across 
the various units within our bank and the bank’s subsidiaries. 
The attendees will be able to bring learnings and insights 
back to their home departments for further sharing and 
implementation. The Q&A segment also provided greater 
understanding to some of the issues that our fellow 
colleagues tackle in their day-to-day work, and how we as 
a bank can better mitigate such risks. 

OCBC

 The meeting saw great success in achieving its intended 
objectives of highlighting the hard work and success stories 
of participating throughout Operation <Codename>. More 
importantly, it served as an excellent platform to discuss 
the best practices and challenges faced, so that we can 
collectively strengthen international cooperation and improve 
our operational efforts.

In this regard, I would also like to extend our appreciation to 
[officer] of the Anti-Scam Division for presenting Singapore’s 
efforts on fighting scams. Her presentation highlighted the 
importance of an integrated approach for law enforcement 
to effectively safeguard its community, and showcased 
Singapore’s Anti-Scam Centre as a good model for other 
countries. We have benefitted significantly from the insights 
shared by [officer]. 

INTERPOL

 The Home Office found SPF’s presentation on Anti-Scam 
Centre and international cooperation on countering scams 
very useful and interesting. 

UK Home Office

 Very thankful for the thorough investigations conducted 
by the Police, enabling the recovery of my money. I am 
deeply appreciative and would like to thank [the Officer] of 
my case and the Police for the good work done. 

Victim

83

C
O

M
M

E
R

C
IA

L
 A

F
F

A
IR

S
 D

E
P

A
R

T
M

E
N

T
  

 C
A

D
 R

E
P

O
R

T
 2

0
2

1
/2

0
2

2



NOTES OF APPRECIATION

 I appreciated your assistance and professionalism with 
this extradition. Your team did a great job communicating 
and meeting timelines and were helpful during the process.  
Thank you all.   

US District Court for the Northern District of California

 We would like to take this opportunity to thank you 
for your continued commitment to the Operation First 
Light. Your efforts and support in combatting social 
engineering frauds are highly appreciated. The INTERPOL 
Financial Crime and Anti-Corruption Centre remains at 
your disposal, and we look forward to opportunities for  
further cooperation. 

INTERPOL

 Thank you for CAD’s collaboration with UOB. As we 
continue to detect more such cases, we will incorporate 
your team’s feedback to further sharpen our Data Analytics 
model. We look forward to more continued collaboration. 
Thank you again. 

UOB

 We would like to express our appreciation to the CAD 
team for the very well-organized seminar. We know that 
the team had put in a lot of time and effort in the logistics 
planning, preparation and registration. The Remittance & 
Money Changing Payment Services Seminar 2022 would 
not be so successful without the CAD team. It was nice 
meeting all of you in person. We look forward to more 
collaborations in future. Thank you! 

Monetary Authority of Singapore

 I would like to thank [the Officer] and great thanks for 
Singapore Police officers. You really amazing and solve 
everything in such short time. Really thanks for everything 
you have done in last 12 hours. I believe Singapore is one 
of best safety and nice country in the world. 

Victim

 [The Officer’s] sharing on Scam Risk Management during 
the Public Sector ERM CoP was both insightful and very 
useful for agencies dealing with and managing such risks 
at their respective agencies.  We thank you for your candid 
and open sharing of valuable tips in identifying various 
scams and useful learning points. Our sincere appreciation 
to the SPF ASC /CAD team for your support in accepting 
the invitation and for sharing.   

Ministry of Social and Family Development

 Just wanted to take the time to say thank you for 
coming down and being a vital part of our annual NTU 
Cyber Security Day event, it was truly a pleasure working 
with your team and the audience definitely enjoyed your 
presentation based on the feedback provided! 

Nanyang Technological University

 We are happy to commend [the Officer] for his 
excellent assistance throughout this case over the past 
8 months and very patiently explaining to us each step, 
key milestones and what to expect. He helped to facilitate 
among multiple parties to resolve the case, providing timely 
and useful updates along the way. We are very appreciative 
and impressed by how calm and courteous he has always 
conducted himself, giving us a very good impression of 
the Singapore Police Force with him being a positive role 
model. I hope you can give him due recognition and praise. 
Thank you!   

Victim

 I wanted to say thank you so much for your time  
(at the IMDA Stop Scams Webinar by Straits Times). Having 
followed the journey of the ASC from its beginnings, I have 
seen firsthand how the efforts of the Anti-Scam Officers 
and ASC team have made a huge impact on Singaporeans, 
truly saving and changing lives. I applaud all of our men and 
women in blue who continue to serve Singapore with pride 
and dignity. We look forward to continually working with all 
of you to educate and inspire the public. 

Singapore Press Holdings

 I would like to thank you for helping me to recover some 
of the money which I had lost. [The Officer] had made much 
effort to contact me on my mobile and after so many failed 
attempts you even made a visit to my house when you 
couldn’t reach me. I like to express my deepest gratitude to 
you for the dedication you place in your work and helping 
me to recover a portion of my lost money which means 
a great deal to me! Thank you very much once again for 
helping me so much!   

Victim

 On behalf of the INTERPOL Financial Crime and 
Anti-Corruption Centre , I would like to extend my 
sincerest gratitude for your contribution in the recently 
organised “Project CEFIN and Operation HAECHI III 
Debriefing Meeting”, which took place from 22 to 23 
November in Singapore. Your contribution has allowed 
us to conclude a successful meeting, which brought 
together 54 law enforcement officers from 26 INTERPOL  
member countries. 

INTERPOL
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